
School Board of Clay County
Teacher Inservice Center, 2233 Village Square Parkway, Fleming Island, FL

December 7, 2023 - Regular School Board Meeting

Date: Dec 07 2023 (6:00 p.m.)

Student Showcase (Grove Park Elementary Chorus, )

Invocation (Chaplain Reese Edwards, Orange Park Medical Center)

Pledge of Allegiance

Call to Order

Recognitions and Awards

1. Recognize Winners of the Len Mattiace Foundation Anti-Bullying Contest

2. Recognize 2023  Founders' Week Art Contest Winners

3. Recognition of Hispanic Heritage Month Contest Winner

4. Recognition of Clay County Student Athletes of the Month

5. Recognition of Clay County Coaches of the Month

6. Recognition of State Champions

7. Athletics Check Presentation to American Cancer Society

8. Recognition of 2023-2024 School Related Employee of the Year and Teacher of the Year Semi-finalists

Presenters

School Showcase (Grove Park Elementary, Justin Jones, Principal)

Presentations from the Audience (Public Comment)

Discussion Agenda

Information Technology Services

9. D1 - Public Hearing to Approve as Advertised Revisions to School Board Policy 7.00 (Information Services)

CCSD - 7.00 Information Services Draft 2023.pdf

Legal Adv. Notice of PH Revisions to SB Policy 7.00 Information Services.pdf

Human Resources

10. D2 - Human Resources Special Action A
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11. D3 - Human Resources Special Action B

12. D4 - Human Resources Special Action C

13. D5 - Human Resources Special Action D

14. D6 - Human Resources Special Action E

15. D7 - Human Resources Special Action F

Instruction-Climate and Culture

16. D8 - Public Hearing to Approve As Advertised Revisions to School Board Policy 4.15 (Tobacco Use)

4.15 Tobacco Use (proposed)3 (1).pdf

Legal Adv. Notice of PH for Revisions to SB Policy 4.15 Tobacco Use.pdf

Operations

17. D9 - Public Hearing to Approve as Advertised Amendments to School Board Policy 1.14, Sales Surtax Citizens
Advisory Committee

Legal Adv. Notice of PH Revisions to SB Policy 1.14 Sales Surtax Citizens Advisory Committee.pdf

1.14 SALES SURTAX CITIZENS ADVISORY COMMITTEE_revised .pdf

Consent Agenda

Superintendent

18. C1 - Minutes of School Board Workshop on October 24, 2023; Student Discipline Hearings, Organization Meeting,
and Regular Meeting on November 2, 2023

2023 Oct 24 Board Workshop.pdf

2023 Nov 2 Student Hearings.pdf (Confidential)

2023 Nov 2 Organization Meeting.pdf

2023 Nov 2 Regular Mtg.pdf

19. C2 - Proposed Student Calendar for 2025-2026 School Year

DRAFT Student Calendar - Student 2025-2026 .pdf

Human Resources

20. C3 - Personnel Consent Agenda

Personnel Consent Agenda 11162023.pdf

Instruction-Academic Services

21. C4 - K-12 Academic Services Out of State and Overnight Student Travel

December 2023 Board Backup.pdf

Instruction-Professional Development

22. C5 - Affiliation Agreement between Clay County District Schools and Valdosta State University (VSU)

240074 Valdosta State Univ Collab Partnership.pdf
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23. C6 - Addition to the Professional Learning Catalog (Master In-service Plan)

CTE (Career and Technical Education) Career and Technical Student Organizations (CTSO) , 10_16_2023.pdf

Business Affairs

24. C7 - Proposed Allocation Changes for 2023-2024

12.07.23 - 23-24 Allocation Summary.pdf

Business Affairs-Accounting

25. C8 - Monthly Financial Reports for October, 2023

October 2023 Monthly Board Financial Report.pdf

October 2023 Monthly Board Property Report.pdf

Contracts Signed By Super for $50,000 to $100,000.pdf

26. C9 - Budget Amendment Report for October 2023

23-24 Budget Amendment October 2023.pdf

Business Affairs-Property

27. C10 - DELETION OF CERTAIN ITEMS REPORT NOVEMBER, 2023

DELETION OF CERTAIN ITEMS REPORT NOVEMBER, 2023.pdf

Operations

28. C11 - Florida Department of Highway Safety and Motor Vehicles Data Exchange Memorandum of Understanding

FLHMV Data Exchange MOU 12.23.pdf

Operations-Facilities

29. C12 - School Concurrency Proportionate Share Mitigation (PSM) Agreement between the Clay County School Board,
Clay County, Lori A. Bowden, and LJB Land, LLC

Proportionate Share Mitigation Agreement - Russell Road Development 12.7.23.pdf

30. C13 - Change Order #1 for Orange Park Junior High School RTU Replacement Buildings 1, 2, 3, & 4

Change Order #1 OPJ RTU Replacement Buildings 1, 2, 3, & 4.pdf

31. C14 - Prequalification of Contractors

Table for Board Backup Contractor Prequal, 12.7.23.pdf

32. C15 - Change Order #2 for Bannerman Learning Center Parking Lot Renovations/Security Lighting Replacement

Change Order #2 BLC Parking Lot Renovations.pdf

33. C16 - Substantial and Final Completion of Orange Park High School Stadium Repair/Replacement

Substantial Completion OPH Stadium Repair.Replacement.pdf

Final Completion OPH Stadium Repair.Replacement.pdf

34. C17 - Change Order #1 for Fleming Island High School Batting Practice Building and Erosion Control

CO 1 FIH Batting Practice Bldg & Erosion Control.pdf

35. C18 - Change Order #4 for Keystone Heights Elementary School New Cafeteria/Classrooms
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Change Order #4 KHE New Cafeteria Classrooms.pdf

Adoption of Consent Agenda

CCEA Update  (Victoria Kidwell)

CESPA Update  (Lonnie Roberts)

Superintendent's Update and Presentations

School Board Attorney Remarks

School Board Member Remarks

Adjournment
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognize Winners of the Len Mattiace Foundation Anti-Bullying Contest

Description
This contest was open to all junior high students enrolled in Clay County School District.  Students submitted a project that
demonstrated kindness, compassion, and/or inclusion.  

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Recognition only.

Contact
Laura Fogarty, Director of Climate and Culture, laura.fogarty@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognize 2023  Founders' Week Art Contest Winners

Description
Clay County Schools celebrated Founders' Week during the week of September 25-29, 2023.  This patriotic time commemorates
the contributions of historical figures and documents that have influenced the foundation of our government.  This year's contest,
which addressed Founders' Week theme U.S. Presidents: Legacy of our Leaders asked students to reflect on what they would do
if they were president. 
2023 Founders' Week Art Contest Winners
Grade Winner School
Kindergarten Penelope Baker Wilkinson Elementary
1st Alivia Austin Clay Hill Elementary
2nd (Tie) Elienai Concepcion Wilkinson Elementary
2nd (Tie) Paisley Snow McRae Elementary
3rd Emma Graham Fleming Island Elementary
4th Leah Lowery Wilkinson Elementary
5th  Meredith Trumble Orange Park Elementary

 

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Recognition only

Contact
Mary Owen, Social Studies Specialist, maryam.owen@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognition of Hispanic Heritage Month Contest Winner

Description
Governor Ron DeSantis and First Lady Casey DeSantis announced this year's Hispanic Month student contest winners.  This
year, students wrote essays that reflected the theme "Celebrating Florida's Hispanic Heroes and Their Contributions to
Freedom."  Hispanic Heritage Month is recognized and celebrated in the United States from September 15th to October 15th.
Joseph Norman, Oakleaf Junior High, 7th grade, was chosen as one of two middle school student winners across the state. 
Winners received a two-year Florida College Plan scholarship provided by Florida Prepaid College Foundation and a $100 gift
card for school supplies.

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Recognition only.

Contact
Bonnie O'Nora, Board Assistant, bonnie.onora@myoneclay.net

Financial Impact

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognition of Clay County Student Athletes of the Month

Description
The Clay County Student-Athlete of the Month Program recognizes the best of the best in Clay County on and off the playing
field.  Each month our athletic directors nominate student-athletes that have shown the utmost excellence in academics, athletics,
leadership, and community involvement.  
Athletes of the Month
Athlete School Sport
Brooke Forkum Middleburg High Volleyball
Brandon Anderson Ridgeview High Cross Country
Merric Rapoza Clay High Football

 

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Recognition only

Contact
John Stilianou, District Athletic Director, john.stilianou@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognition of Clay County Coaches of the Month

Description
The Clay County Coaches of the Month are recognized as follows:  
Coaches of the Month
Coach School Sport
Christopher Foy Oakleaf High Football
Meredith Forkum Middleburg High Volleyball
Bruce Cloud Fleming Island High Golf

 

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Recognition only

Contact
John Stilianou, District Athletic Director, john.stilianou@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognition of State Champions

Description

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation

Contact
John Stilianou, Coordinator of District Athletics, john.stilianou@myoneclay.net

Financial Impact

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Athletics Check Presentation to American Cancer Society

Description
The athletics department will present American Cancer Society with a check from October PINK OUT games.  The Jaguars
PREP community partnership in this event will also be recognized.

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation

Contact
John W. Stilianou, Coordinator of District Athletics, john.stilianou@myoneclay.net

Financial Impact

Review Comments

Attachments

Page 11 of 340

DRAFT



School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
Recognition of 2023-2024 School Related Employee of the Year and Teacher of the Year Semi-finalists

Description
Recognizing the top ten semi-finalists for School Related Employee of the Year and Teacher of the Year

Gap Analysis

Previous Outcomes

Expected Outcomes
Recognizing the top ten semi-finalists for School Related Employee of the Year and Teacher of the Year

Strategic Plan Goal

Recommendation
Recognition only.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources, brenda.trotuman@myoneclay.net, (904) 336-6701

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D1 - Public Hearing to Approve as Advertised Revisions to School Board Policy 7.00 (Information Services)

Description
This is the policy update for Information and Technology Services section 7.00 of the Clay County District Schools Board
policy. This update provides additions to adhere to current legislation and updates the language for policies as set forth from the
Florida State Auditor's Office. These updates include the required Student Internet Safety Policy (as required by FS 1003.02) as
well as Staff Internet Safety Policy. These are new requirements of the legislation and must be board policy as well as reviewed
and updated yearly. 
Updates to the policy include: Privacy statement updates to further define privacy in the organization, retention timeframes for
email, as well as the handling of email updates,  grammatical error corrections, the specifications for Incident Response,
Electronic Data Security Breach, and Disaster Recovery. 
These additions are a new requirement as per the State Auditor’s Office and are best practices for use in the organization. The
standardization and definition of the devices utilized on the Clay County District Schools network allows us to further define
what devices are permitted and proper procedure for devices such as donated devices, district devices, and personal devices.

Gap Analysis
The policy needs to be updated to comply with current legislation and align with new technologies and security practices.

Previous Outcomes
N/A

Expected Outcomes
To achieve an update to policy that meets legislative requirements.

Strategic Plan Goal
GOAL 4 - Safe and positive learning environment
Strengthen the overall physical and emotional environment to foster an environment of safety
and belonging for students, staff, and all stakeholders.
Strategy 4.1: Enhance supports surrounding student mental health and wellness.
 
GOAL 5 - Fiscal and Operational Efficiency
Strategy 5.5 Enhance the technology infrastructure in all school and district spaces to support teaching, learning,
communications, and operations.
Key Activity 5.5.4 Continue to provide all students and staff ubiquitous access to approved online applications, resources, and
tools necessary for teaching, learning, communications,
and operations.
Key Activity 5.5.6 Improve cybersecurity posture.

Recommendation
Approve as advertised the update to board policy.

Contact
Richard Perkins, Director of Information Services and Network Security, richard.perkins@myoneclay.net

Financial Impact
There is no direct financial impact at this time. Failure to update to be in accordance with state legislation could result in fines for
the district.

Review Comments

Attachments
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CCSD - 7.00 Information Services Draft 2023.pdf

Legal Adv. Notice of PH Revisions to SB Policy 7.00 Information Services.pdf
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 SECTION VII 

 INFORMATION  AND TECHNOLOGY  SERVICES 

 7.01  INFORMATION  AND TECHNOLOGY  SERVICES 

 A.  Information  and Technology  Services is a support service  that deals with the preparation, 
 processing, storage, retrieval, and documentation of all information in the school system. 

 B.  Information  and Technology  Services functions in an  advisory and support capacity to the 
 Superintendent of Schools, Clay County School District Staff, Students, and Parents. 

 C.  Information  and Technology  Services is responsible  for the overall control and 
 performance of the following information systems: 

 a.  Student Information System 

 b.  Financial Information System 

 c.  Operational Information System 

 d.  Personnel Information System 

 e.  WAN/LAN Support System 

 f.  E-mail System 

 D.  Services to be provided by Information  and Technology  Services include: 

 a.  Programming Support 

 b.  Computer Hardware Support 

 c.  Computer Software Support 

 d.  Instructional Technology Support 

 e.  Records Management 

 f.  Automated Data Processing 

 7.02  REPORTS AND FORMS MANAGEMENT CONTROL SYSTEM 

 A.  As a component of the Information System in this district, a reports and forms 
 management control system shall be implemented under the direction of the 
 Director of Information  and Technology  Services. 
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 B.  FUNCTION 

 This system shall be responsible for the coordination and control of forms 
 currently in use within the school district. It shall also coordinate state and federal 
 reports. 

 C.  AUTHORITY 

 All district forms used by programs or offices under the jurisdiction of the School 
 Board of Clay County shall be subject to the procedures developed by this system 
 which shall have the authority to review and approve, or deny, the use of all such 
 forms. Decisions made by this system may be appealed to the Director of 
 Information  and Technology  Services and the Superintendent. 

 D.  DEFINITION 

 A form shall be defined as any form, memorandum, letter, or method which 
 requests, in two or more work locations, district staff to collect, maintain, and/or 
 report items of information. 

 E.  REPORTS-CONTROL AND FORMS-CONTROL MANAGEMENT SYSTEM 
 COMMITTEE 

 Pursuant to Chapter 1008, Florida Statutes, a district reports-control and 
 forms-control management system committee shall be established and composed 
 of a majority of classroom teachers appointed by the bargaining agent and school 
 administrators appointed by the School Board. This committee shall be 
 responsible for periodically recommending procedures to the School Board for 
 eliminating, reducing, revising and consolidating paperwork and data collection 
 requirements and submit to the School Board an annual report of  it  its  findings. 
 (Ref. F.S. 1008.385) 

 7.03  PRIVACY 

 Due caution shall be exercised to protect the privacy of the records of individuals in 
 accordance with State and Federal Standards. 

 Data is defined as: 

 a.  Employee and Student data 
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 b.  Emails within the school district email system or emails used for the 
 communication with staff, students, parents and community stakeholders. 

 c.  Financial data 

 d.  All data contained in on premise servers and cloud instances including but not 
 limited to documentation, pictures, video, and any data that is held inside of a 
 system controlled or purchased by the Clay County District Schools. 

 B.  Data Ownership 

 a.  All data created or generated for use by the School District, is to be used primarily 
 for business purposes and is the District's property. 

 b.  Any data residing on District-owned devices, is considered District’s property. 

 c.  School District Data hosted in third-party applications, is still considered the 
 District’s property and should be used primarily for business purposes. 

 d.  School District Data hosted on personal devices, is still considered the District’s 
 property and should be used primarily for business purposes. 

 C.  The District has the right to access and review all communications, computer files, 
 databases, and any other electronic transmissions contained in or used in conjunction 
 with the District's systems and applications. 

 D.  Staff members should have no expectation that any information on these systems is 
 confidential or private. Review of such information may be done by the District with or 
 without the staff member's knowledge. 

 E.  Collection and retention of information on the political affiliation, voting history, 
 religious affiliation, or biometric information of a student or a parent, is prohibited. 

 F.  Systems and Services are to be used for business purposes. Personal messages via 
 District-owned technology and services should be limited according to the District 
 Network Security Standards and Board policies F.S 119.011.  Staff members are 
 encouraged to keep their personal records and personal business at home. In addition, 
 staff members shall be advised that all data and communications are subject to Florida's 
 Sunshine Law. 

 G.  District users are prohibited from sending offensive, discriminatory, or harassing 
 messages. 

 H.  If a staff member's personal information is discovered, the contents of such discovery will 
 not be reviewed by the District, except to the extent necessary to determine whether the 
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 District's interests have been compromised. Any information discovered will be limited 
 to those who have a specific need to know for that information. The administrators and 
 supervisory staff members authorized by the Superintendent have the authority to search 
 and access information electronically. 

 I.  All computers and any information or software on the computers are the property of the 
 District. In addition, staff members may not copy software on any District computer and 
 may not bring software from outside sources for use on District equipment without the 
 prior approval of the Instructional Resources and Information and Technology Services. 
 Such pre-approval will include a review of any copyright infringements, adherence to 
 laws (such as FERPA, HIPAA, and CIPA), virus problems associated with such outside 
 software, system compatibility, and Florida State Standards alignment. 

 J.  See the District Network Security Standards and Board policies concerning staff and 
 student use of e-mail, and staff and student Network and Internet Acceptable Use and 
 Network Responsibility Contract for more details. F.S. 119.011 

 7.04  RECORDS AND  E-MAIL  EMAIL  RETENTION AND DISPOSAL 

 A.  The School Board hereby adopts the records retention schedules published by the 
 Florida Department of State, Division of Library and Information  and Technology 
 Services, Bureau of Archives and Records Management as set forth in 
 publications including but not limited to GS1-SL, and GS7 as amended from time 
 to time. 

 B.  The Superintendent, through the  Chief Information  Officer  Director of informaion 
 services  ,  in collaboration with  the Deputy Superintendent  and  the  various 
 Assistant Superintendents  , Chiefs,  and divisions shall  establish a system of 
 guidelines for the retention and destruction of district school records in order to 
 reduce the space required for record storage.  Guidelines shall be drafted to 
 include all applicable record retention laws and shall be amended as needed. 

 C.  Records which are designated as permanent in Florida Statutes, and by the 
 Division of Archives, History and Records Management of the Florida 
 Department of State, and those selected by the School Board or Superintendent as 
 having permanent value, may be destroyed only after being photographed or 
 reproduced on film or stored on a Board approved electronic media in accordance 
 with Rule Chapters 1B-24 and 1B-26, Florida   Administrative Code. 
 Photographs or micro-photographs, in the form of film or prints made in 
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 compliance with this rule, shall have the same force and effect as the originals 
 and when authenticated, shall be treated as originals for the purpose of 
 admissibility in evidence and record retention. 

 D.  After complying with the provisions of Florida Statutes, the Superintendent is 
 authorized, at his/her discretion to destroy general correspondence over three (3) 
 fiscal years old and other records, papers, and documents over three (3) fiscal 
 years old which are on the retention schedule approved by the Division of 
 Archives, provided such records do not serve as an agreement or understanding or 
 have value as permanent records.  However, commodity records are to be 
 maintained five (5) fiscal years.  Destruction of other records shall be in 
 accordance with the retention timelines and schedules set forth in the 
 guidelines promulgated by the Superintendent or his/her designee. 

 E.  The School Board recognizes that  e-mail  email  is a  media type which has  no  a 
 specific  retention period  of seven (7) years at a  minimum  .  The retention period 
 for e-mail documents is determined by the content of the e-mail. The policies for 
 the retention/disposition of e-mail documents are as follows: 

 1.  PERSONAL MESSAGES - Personal and private e-mail, jokes, spam, 
 chain letters, advertisements and other correspondence which would come 
 under the classification as “junk mail” are not classified as public records. 
 Accordingly, such correspondence shall be deleted immediately upon 
 receipt.  E-mail considered personal should be printed out and maintained 
 separate from the e-mail account. 

 2.  TRANSITORY MESSAGES - E-mail which is intended for the 
 communication of information only, and is not intended to set policy, 
 establish guidelines or procedures, certify transactions, become a receipt 
 or to formalize or perpetuate knowledge is considered “Transitory” in 
 nature.  E-mails which meet these parameters shall be deleted as soon as 
 practicable once the individual recipient has obtained the information from 
 the communication and has determined that the e-mail is obsolete, 
 superseded or has lost it administrative value. 
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 3.  RETAINED MESSAGES - All e-mail not classified as Category 1 or 2 as 
 set forth in the preceding paragraphs shall be retained according to the 
 established retention/destruction guidelines promulgated by the 
 Superintendent or his/her designee in accordance with Department of State 
 Guidelines. Space for storage of such e-mails is of paramount importance. 
 Accordingly, e-mail documents which must be retained should be printed 
 out and stored in paper form in folders specifically created by each 
 individual for such a purpose or stored in electronically created e-mail 
 folders which are clearly labeled “Subject To Public Disclosure ''. Because 
 each e-mail category has a specific retention period, e-mails with like 
 retention periods (two years, three years, etc.) shall be stored in the same 
 folder in chronological order thereby facilitating destruction as retention 
 periods expire.  In all instances in which e-mail documents or 
 correspondence originated within the district, i.e. employee to employee 
 e-mail, which must be retained pursuant to this sub-paragraph, the record 
 copy shall be retained and maintained by the employee who originated the 
 correspondence.  In all instances in which e-mail documents were received 
 from or sent to an e-mail address outside of the district e-mail system, and 
 which must be retained pursuant to this sub-paragraph, the record copy of 
 both the sent e-mail and the received e-mail shall be retained and 
 maintained by the employee who either sent or received said e-mail. 

 4.  CONFIDENTIAL MESSAGES - The use of e-mail for the transmission of 
 confidential information such as confidential student information, 
 identifiable student information, student records and confidential 
 personnel information is discouraged though allowed when carried out in 
 accordance with guidelines adopted by the Instructional Division and 
 Human Resources. In the event that such information is transmitted by 
 e-mail, it must be retained and should be printed out and stored in paper 
 form in a student’s records or in the appropriate personnel record or, as an 
 alternative, sequestered in an electronically created e-mail folder that is 
 clearly identified and labeled as either student records or personnel records 
 and labeled “Confidential-Not Subject To Public Disclosure''. The 
 individual charged with the responsibility of maintaining the record copy 
 of all such correspondence or documents identified in this sub-paragraph 
 shall be determined in the same manner as is set forth in sub-paragraph 
 “3”. 
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 5.  PROCESSING REQUIREMENTS - All e-mail shall be processed in 
 accordance with these policies, by the individual holder of the e-mail 
 account, such that all e-mail is either deleted, printed and filed, or 
 segregated into a file folder as set forth herein no later than fifteen (15) 
 days after receipt of an e-mail document or correspondence.  Failure to 
 follow these policies shall result in suspension of e-mail privileges  . 

 (Ref. F.S. 1001.41, Adopted: 05/15/08) (Revised: XX/XX/XX) 

 7.05  STAFF INTERNET SAFETY POLICY 

 A.  INTRODUCTION 

 It is the policy of Clay County District Schools to: (a) prevent staff access over its 
 computer network to, or transmission of, inappropriate material via Internet, electronic 
 mail, or other forms of direct electronic communications; (b) prevent unauthorized access 
 and other unlawful online activity; (c) prevent unauthorized online disclosure, use, or 
 dissemination of personal identification information of staff; and (d) comply with the 
 Children’s  Internet  Protection  Act  [Pub.  L.  No.  106-554  and  47  USC  254(h)],  Fla.  Stat.  § 
 1006.1494  (SB  662),  Fla.  Stat.  §  1003.02,  Fla.  Stat.  §  1003.32,  Fla.  Stat.  §  1003.42,  Fla.  Stat.  § 
 1003.07  (SB  379),  Fla.  Stat.  §  112.22  (SB  258).  This  policy  aims  to  protect  staff  and  students 
 from  inappropriate  content,  safeguard  their  personal  information,  and  promote  a  secure  online 
 environment. 

 B.  DEFINITIONS 

 Key terms as defined in the Children’s Internet Protection Act. 

 a.  MINOR.  The term “minor” means any individual who has  not attained the age of 
 17 years. 

 b.  TECHNOLOGY PROTECTION MEASURE.  The term ”technology 
 protection measure” means a specific technology that blocks or filters Internet 
 access to visual depictions that are: 

 c.  OBSCENE.  As that term is defined in section 1460 of  title 18, United States 
 Code; 

 d.  CHILD PORNOGRAPHY,  as that term is defined in section  2256 of title 18, 
 United States Code; or Harmful to minors. 
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 e.  HARMFUL TO MINORS.  The term “harmful to minors” means any picture, 
 image, graphic image file, or other visual depiction that:Taken as a whole and 
 with respect to minors, appeals to a prurient interest in nudity, sex, or 
 excretion;Depicts, describes, or represents, in a patently offensive way with 
 respect to what is suitable for minors, an actual or simulated sexual act or sexual 
 contact, actual or simulated normal or perverted sexual acts, or a lewd exhibition 
 of the genitals; and Taken as a whole, lacks serious literary, artistic, political, or 
 scientific value as to minors. 

 f.  SEXUAL ACT; SEXUAL CONTACT.  The terms ”sexual act”  and ”sexual 
 contact” have the meanings given such terms in section 2246 of title 18, United 
 States Code. 

 C.  ACCESS TO INAPPROPRIATE MATERIAL 

 To the extent practical, technology protection measures (or “Internet filters”) shall 
 be used to block or filter Internet, or other forms of electronic communications, access to 
 inappropriate information. Staff shall take this into consideration, including the subject matter 
 and the age of students that they will be displaying this information to. The information must be 
 age appropriate in accordance with Fla. Stat. § 1003.32. 

 Specifically, as required by the Children’s Internet Protection Act, blocking shall 
 be applied to visual depictions of material deemed obscene or child pornography, or to 
 any material deemed harmful to minors. 

 Subject to staff supervision, technology protection measures may be disabled for 
 adults or, in the case of minors, minimized only for bona fide research or other lawful 
 purposes. 

 D.  INAPPROPRIATE NETWORK USAGE 

 To the extent practical, steps shall be taken to promote the safety and security of 
 Staff and students of the Clay County District Schools online computer network when using 
 electronic mail, chat rooms, instant messaging, and other forms of direct electronic 
 communications. 

 Specifically, as required by the Children’s Internet Protection Act, prevention of 
 inappropriate network usage includes: (a) unauthorized access, including so-called 
 ‘hacking,’ and other unlawful activities; and (b) unauthorized disclosure, use, and 
 dissemination of personal identification information regarding minors. 
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 E.  PREVENTION OF UNAUTHORIZED ACCESS AND UNLAWFUL 
 ACTIVITIES 

 (a) The district shall enforce technology protection measures to prevent hacking or unauthorized 
 access by saff to data or information they should not have access to. 
 (b) Staff members shall be prohibited from engaging in any unlawful online activities, including 
 but not limited to hacking, plagiarism, cyberstalking, and distribution of inappropriate or illegal 
 content. 

 F.  PROTECTION OF STAFF AND STUDENT PERSONAL INFORMATION 

 The district shall ensure that websites, web or mobile applications, and software used by staff 
 and students adequately protect against the disclosure, use, or dissemination of staff and students' 
 personal information in accordance with FLDOE rule 6A-1.0955, F.A.C. 

 G.  SOCIAL MEDIA USAGE 

 Staff shall have access to social media in accordance with the  Clay County Employee Handbook 
 (Social Media Guidelines)  . With the explicit exception  of Tik-Tok and any other application as 
 outlined by the Fla. Stat. § 1003.02. Additionally, the use of TikTok, including any successor 
 platforms, is strictly prohibited on all district-owned devices and any device connected to the 
 district- or school-provided internet. TikTok, or any successor platforms, shall not be used to 
 communicate or promote any school district, school, school-sponsored club, extracurricular 
 organization, or athletic team. 

 H.  SUPERVISION AND MONITORING 

 It shall be the responsibility of all members of the Clay County School District staff to 
 supervise and monitor age appropriate usage of the online computer network and 
 access to the Internet in accordance with this policy, the Children’s Internet Protection 
 Act, the Neighborhood Children’s Internet Protection Act, and the Protecting Children in 
 the 21st Century Act, Fla. Stat. § 1006.1494 (SB 662), Fla. Stat. § 1003.02, Fla. Stat. § 1003.32, 
 Fla. Stat. § 1003.42, Fla. Stat. § 1003.07 (SB 379), Fla. Stat. § 112.22 (SB 258). 

 All online content for use by students shall require staff to confirm the content is available to 
 students. This can be done through the use of the content filter check for student access. See 
 “Lightspeed student content check procedure” to ensure it is not blocked by CCDS filtering 
 system. If it is found to be blocked, follow the procedure through the school curriculum counsel 
 to get the resources reviewed prior to use. 
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 Procedures for the disabling or otherwise modifying any technology protection 
 measures shall be the responsibility of the Information Systems Department. 

 I.  ANNUAL REVIEW 

 This internet safety policy shall be reviewed and approved annually by the district school board 
 to ensure its ongoing effectiveness and compliance with state regulations. 

 J.  REPORTING AND NON-COMPLIANCE 

 Students, staff, and parents are encouraged to report any concerns related to internet safety or 
 policy violations to designated school authorities. Non-compliance with this policy may result in 
 disciplinary actions as per district guidelines. 

 7.06  STUDENT INTERNET SAFETY POLICY 

 A.  INTRODUCTION 

 It  is  the  policy  of  Clay  County  District  Schools(CCDS)  to:  (a)  prevent  student  access  over 
 its computer network to, or transmission of, inappropriate material via Internet, electronic 
 mail, or other forms of direct electronic communications; (b) prevent unauthorized access 
 and other unlawful online activity; (c) prevent unauthorized online disclosure, use, or 
 dissemination of personal identification information of minors; and (d) comply with the 
 Children’s  Internet  Protection  Act  [Pub.  L.  No.  106-554  and  47  USC  254(h)],  Fla.  Stat.  § 
 1006.1494  (SB  662),  Fla.  Stat.  §  1003.02,  Fla.  Stat.  §  1003.32,  Fla.  Stat.  §  1003.42,  Fla.  Stat.  § 
 1003.07  (SB  379),  Fla.  Stat.  §  112.22  (SB  258).  This  policy  aims  to  protect  students  from 
 inappropriate  content,  safeguard  their  personal  information,  and  promote  a  secure  online 
 environment. 

 B.  SCOPE 

 The scope of this policy is defined as when a student utilizes the CCDS student account. 
 Additionally, while accessing the CCDS network via wired or wireless with a personal account. 
 This does not include the student using a personal account on a personal device such as a cellular 
 service during non-curriculum time periods. 

 C.  DEFINITIONS 
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 Key terms as defined in the Children’s Internet Protection Act. 

 a.  MINOR.  The term “minor” means any individual who has  not attained the age of 
 17 years. 

 b.  TECHNOLOGY PROTECTION MEASURE.  The term ” technology 
 protection measure” means a specific technology that blocks or filters Internet 
 access to visual depictions that are: 

 c.  OBSCENE.  As that term is defined in section 1460 of  title 18, United States 
 Code; 

 d.  CHILD PORNOGRAPHY,  as that term is defined in section  2256 of title 18, 
 United States Code; or Harmful to minors. 

 e.  HARMFUL TO MINORS.  The term “harmful to minors” means  any picture, 
 image, graphic image file, or other visual depiction that:Taken as a whole and 
 with respect to minors, appeals to a prurient interest in nudity, sex, or 
 excretion;Depicts, describes, or represents, in a patently offensive way with 
 respect to what is suitable for minors, an actual or simulated sexual act or sexual 
 contact, actual or simulated normal or perverted sexual acts, or a lewd exhibition 
 of the genitals; and Taken as a whole, lacks serious literary, artistic, political, or 
 scientific value as to minors. 

 f.  SEXUAL ACT; SEXUAL CONTACT.  The terms ”sexual act”  and “sexual 
 contact” have the meanings given such terms in section 2246 of title 18, United 
 States Code. 

 D.  ACCESS TO INAPPROPRIATE MATERIAL 

 To the extent practical, technology protection measures (or “Internet filters”) shall 
 be used to block or filter Internet, or other forms of electronic communications, access to 
 inappropriate information, taking into consideration the subject matter and the age of students at 
 each school. 

 Specifically, as required by the Children’s Internet Protection Act, blocking shall 
 be applied to visual depictions of material deemed obscene or child pornography, or to 
 any material deemed harmful to minors. 

 Subject to staff supervision, technology protection measures may be disabled for 
 adults or, in the case of minors, minimized only for bona fide research or other lawful 
 purposes. 
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 E.  INAPPROPRIATE NETWORK USAGE 

 To the extent practical, steps shall be taken to promote the safety and security of 
 students of the Clay County District Schools online computer network when using electronic 
 mail, chat rooms, instant messaging, and other forms of direct electronic communications. 

 Specifically, as required by the Children’s Internet Protection Act, prevention of 
 inappropriate network usage includes: (a) unauthorized access, including so-called 
 ‘hacking,’ and other unlawful activities; and (b) unauthorized disclosure, use, and 
 dissemination of personal identification information regarding minors. 

 F.  PREVENTION OF UNAUTHORIZED ACCESS AND UNLAWFUL 
 ACTIVITIES 

 (a) The district shall enforce technology protection measures to prevent hacking or unauthorized 
 access by students to data or information they should not have access to. 
 (b) Students shall be prohibited from engaging in any unlawful online activities, including but 
 not limited to hacking, plagiarism, cyberstalking, and distribution of inappropriate or illegal 
 content. 

 G.  PROTECTION OF STUDENTS’ PERSONAL INFORMATION 

 The district shall ensure that websites, web or mobile applications, and software used by students 
 adequately protect against the disclosure, use, or dissemination of students' personal information 
 in accordance with rule 6A-1.0955, F.A.C. 

 H.  SOCIAL MEDIA USAGE 

 Students shall be prohibited from accessing social media platforms while utilizing the district 
 resources or the district provided account. 

 I.  SUPERVISION AND MONITORING 

 It shall be the responsibility of all members of the Clay County School District staff to 
 supervise and monitor age appropriate usage of the online computer network and 
 access to the Internet in accordance with this policy, the Children’s Internet Protection 
 Act, the Neighborhood Children’s Internet Protection Act, and the Protecting Children in 
 the 21st Century Act, Fla. Stat. § 1006.1494 (SB 662), Fla. Stat. § 1003.02, Fla. Stat. § 1003.32, 
 Fla. Stat. § 1003.42, Fla. Stat. § 1003.07 (SB 379), Fla. Stat. § 112.22 (SB 258). 
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 Procedures for the disabling or otherwise modifying any technology protection 
 measures shall be the responsibility of the Information and Technology Services Department. 

 J.  ANNUAL REVIEW 

 This Internet Safety Policy shall be reviewed and approved annually by the district school board 
 to ensure its ongoing effectiveness and compliance with state regulations no later than September 
 1st. 

 K.  REPORTING AND NON-COMPLIANCE 

 Students, staff, and parents are encouraged to report any concerns related to internet safety or 
 policy violations to designated school authorities. Non-compliance with this policy may result in 
 disciplinary actions as per district guidelines. 

 7.07  ELECTRONIC DATA SECURITY BREACH NOTICE REQUIREMENTS 

 A.  DISCLOSURE 

 a.  The School Board shall follow all federal and state guidelines regarding 
 data security and  privacy and will take reasonable measures to protect and 
 secure data containing personal information in electronic form and shall 
 provide notice of a security breach pursuant to law. 

 B.  All departments will report to Information and Technology Services any 
 suspected breach for investigation and follow-up.  Information and Technology 
 Services will notify and inform the Superintendent or designee within 4 hours 
 preliminary information on the breach and escalation recommendations. 

 C.  NOTICE OF SECURITY BREACH 
 a.  Individuals 

 i.  The Superintendent is to provide notice to each individual whose 
 personal information was, or the Superintendent reasonably 
 believes to have been, accessed as a result of a breach. 

 ii.  Notice shall be made as expeditiously as practicable and without 
 unreasonable delay, taking into account the time necessary to allow 
 the Superintendent to determine the scope of the breach, to identify 
 the individuals affected by the breach, and to restore the reasonable 
 integrity of the data system that was breached, but no later than 
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 thirty (30) days after the determination of a breach or reason to 
 believe a breach occurred. 

 1.  If a Federal, State, or local law enforcement agency, 
 determines that notice to individuals would interfere with a 
 criminal investigation, the notice shall be delayed upon the 
 written request of the law enforcement agency for a 
 specified period that the law enforcement agency 
 determines is reasonably necessary. 

 2.  The law enforcement agency may, by a subsequent written 
 request, revoke the delay as of a specified date or extend 
 the period set forth in the original request. 

 iii.  Notice to the affected individuals is not required, if, after an 
 appropriate investigation and consultation with relevant law 
 enforcement agencies, the Superintendent reasonably determines 
 that the breach has not and will not likely result in identity theft or 
 other financial harm to the individuals whose personal information 
 has been accessed. 

 1.  Such a determination must be documented in writing and 
 maintained for at least five (5) years. 

 iv.  The notice to an affected individual shall be made by written notice 
 to the affected individuals mailing address, or by email sent to the 
 e-mail address of the affected individual. 

 v.  The notice shall include, at a minimum: 

 1.  the date, estimated date, or estimated date range of the 
 breach; 

 2.  a description of the personal information that was accessed 
 or reasonably believed to have been accessed; 

 3.  a contact person and method that the individual can use to 
 inquire about the breach and the personal information 
 maintained about the individual; 

 4.  information about the rights of parents or guardians of 
 students who are under sixteen (16) years of age, 
 incapacitated, or disabled, to request that the student’s 
 credit be frozen pursuant to F.S. 501.0051. 
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 vi.  The Superintendent may provide substitute notice in lieu of direct 
 notice if such direct notice is not feasible because: 

 1.  the cost of providing notice would exceed $250,000 

 2.  the number of affected individuals exceeds 500,000 
 persons 

 3.  The School Board does not have an email or mailing 
 address for the affected individuals. 

 vii.  The substitute notice must include a conspicuous notice on the 
 Board website, notice in print, and broadcast media including 
 major media in urban and rural areas where the affected 
 individuals reside.  (F.S. 501.171) 

 viii.  Upon receiving notice of a breach of security of a system 
 maintained by a third-party agent, the Superintendent shall notify 
 all affected individuals according to the procedures in this section. 

 b.  State and Credit Agencies 

 i.  In addition to providing notice to the affected individuals 
 according to the procedures above: 

 1.  For any breach of security affecting 500 or more 
 individuals in the State, the Superintendent must provide 
 written notice of the breach to the Florida Department of 
 Legal Affairs in accordance with the requirements in F.S. 
 501.171. 

 2.  For any breach of security affecting 1,000 or more 
 individuals at a single time, the Superintendent must notify, 
 without reasonable delay, all consumer reporting agencies 
 that compile and maintain files on consumers on a 
 nationwide basis, as defined in the Fair Credit Reporting 
 Act, 15 U.S.C. 1681a(p), of the timing, distribution and 
 content of the notices. 

 c.  Security Freeze on Student Credit Pursuant to F.S. 501.0051, parents or 
 guardians of students who are under sixteen (16), incapacitated, or 
 disabled, may have a security freeze placed on the student’s credit in the 
 event of a breach of security of personal information. 
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 i.  The parent or guardian must submit a request to the consumer 
 reporting agency with proof of authority and identification and pay 
 a fee not to exceed $10 to secure and/or remove the freeze. 

 1.  However, no fee is required if the parent or guardian has 
 documentation showing that the individual has been the 
 victim of identity theft. 

 2.  Upon request of a parent or guardian of a student under 
 sixteen (16) years of age, incapacitated or disabled, who 
 has been the victim of identity theft, the Superintendent 
 shall provide documentation that is within the care, 
 custody, or control of the Board sufficient to invoke the fee 
 waiver under the law. 

 3.  This documentation may be a copy of a valid investigative 
 report, an incident report, or a complaint with a law 
 enforcement agency about the unlawful use of the protected 
 consumer’s identifying information by another person. 

 ii.  In addition, the Superintendent shall annually provide parents and 
 guardians of students younger than sixteen (16) years of age, 
 disabled, or incapacitated information regarding their rights under 
 this law. 

 D.  ENFORCEMENT 

 a.  Violations of this policy could result in substantial civil penalties and 
 subject employees to disciplinary action for failure to comply. 

 b.  The provision of notice and information pursuant to this policy is not an 
 admission that the information breach was caused by the Board either 
 directly or indirectly. 

 c.  This policy does not create a private cause of action against violators. 

 F.S. 501.171, 501.0051 

 7.08  INCIDENT  RESPONSE AND DISASTER PREPAREDNESS 

 A.  Incidents are defined as an abnormal, unexpected or caused failure of a system, 
 data corruption, or data access by unauthorized individuals.   In order to properly 
 prepare against incidents Information and Technology Services will create and 
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 maintain an Incident Response Plan (IRP).   This plan will document the common 
 types of incidents such as but not limited to: Phishing emails, Account 
 compromise, data leaks, malware and virus attacks. 

 a.  The IRP will be tested and validated semi-annually in June and December. 

 B.  Information and Technology Services will prepare and plan for disasters by 
 utilizing a Risk Assessment Plan (RAP) which is part of the Disaster Resource 
 Plan (DRP) which will catalog various risks that may be expected and identify 
 actions to be taken in the case of a disaster event. Events such as but not limited 
 to: hurricanes, floods, train accidents, server failures, and incidents should be 
 assessed and ranked to properly plan budgeting and resources. 

 a.  The DRP will be tested and validated semi-annually in June and 
 December. 

 C.  Legal or criminal activities documented or conducted on district owned devices 
 will be turned over to the Clay County School District Police Department 
 (CCDSPD).  District staff will notify the appropriate personnel that an activity 
 was identified as well as the individuals associated with the activity but all data 
 will be protected and documented for the CCDSPD. District staff are not 
 compelled to notify employees or students that the activity was identified and 
 CCDSPD was notified. 

 D.  Data backups of all critical services are conducted IAW the specified Information 
 and Technology Services Data backup procedures. 

 F.S. 1001.41, 1001.52, 1002.22, 1003.25 
 F.A.C. 6A-1.0955, 6A-1.9555 
 20 U.S.C. Section 1232f through 1232i (FERPA) 
 20 U.S.C. 7908 
 26 U.S.C. 152 
 20 U.S.C. 1400 et seq., Individuals with Disabilities Act 
 Privacy Rights of Parents and Students - P.L. 90-247 

 7.09  CLAY STANDARD TECHNOLOGY 

 A.  Clay Standard 

 a.  The devices and installations Information and Technology Services currently 
 supports are notated by “Clay Technology Standard Quotes”  link on the Classlink 
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 Portal available to all administration and Information and Technology Services 
 employees. 

 i.  As new standards are created, this page will be kept up to date with the 
 current technology models that meet or exceed the School District’s 
 requirements. 

 ii.  Administrators may purchase off of these quotes freely. 

 B.  Device Classification 

 a.  District Devices 

 i.  District Devices are classified as any device provided by Information and 
 Technology Services and/or enrolled into a management platform 
 sponsored and maintained by Information and Technology Services. 

 ii.  District devices are provided network access by Information and 
 Technology Services Employees or through a provisioned network with 
 access to appropriate resources. 

 iii.  These devices will have varying levels of support based on the available 
 technologies and systems of the School District. 

 b.  Personal Devices 

 i.  Personal Devices are classified as devices not provided by Information 
 and Technology Services or enrolled into a management platform. 

 ii.  Personal devices connected to the OneClay network are not authorized. 

 1.  Personal devices present an unknown risk and danger to the 
 network and data contained within. 

 iii.  Any personal devices should be limited to the “guest” network provided 
 by Information and Technology Services. 

 1.  These devices will not be plugged into the network and are only 
 permitted on the Guest WiFi network. 

 c.  Vendor Devices 

 i.  Vendor Devices are classified as devices or tools needed to perform 
 functions that the School District paid for used by an individual or 
 company. 
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 ii.  Vendor(s)/Contractor(s) must have a Network Usage Agreement form on 
 file with Information and Technology Services with indications of what 
 systems that the personnel need access to. 

 iii.  Information and Technology Services will provide network access based 
 on minimum rights to perform specific functions. 

 d.  Donated Devices 

 i.  Any devices received through a donation or crowdfunding source must be 
 provided to Information and Technology Services for a health check and 
 enrolling into a management system. 

 ii.  Devices that do not pass these checks must be returned or surveyed 
 immediately. 

 C.  Official messages and transactions should be conducted via official channels and 
 technologies. Texts, chats, and communications are to be conducted on district owned 
 devices or services in order to comply with federal and state regulations and policies. 

 (Ref. F.S. 1001.41, Adopted: XX/XXXX) 
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 Approval  to  Advertise:  The  School  Board  of  Clay  County,  Florida  (“the  Board”)  approves  the  advertisement  of 
 revisions to School Board Policy 7.00 Information Services. 

 Purpose  &  Effect:  The  proposed  amendments  are  intended  to  simplify,  update,  and  ensure  alignment  of 
 School  Board  Policies  with  state  law,  federal  law,  State  Board  of  Education  Rules,  and  other  applicable  rules 
 and regulations. 

 Access  to  Text  of  Proposed  Amendments:  The  full  text  of  the  proposed  revisions  to  SB  Policy  7.00  is 
 available  for  inspection  and  copying  by  the  public  in  the  Office  of  the  Superintendent  for  Clay  County  District 
 Schools,  located  at  900  Walnut  Street,  Green  Cove  Springs,  Florida  32043.  The  full  text  is  also  available  via 
 the  School  District’s  website  at  www.oneclay.net  under  the  School  Board  Meeting  Links,  School  Board 
 Agendas  -  October  5,  2023.  The  Superintendent  is  authorized  to  correct  technical  errors  in  grammar, 
 numbering,  section  designations,  and  cross-references  as  may  be  necessary  to  reflect  the  intention  of  such 
 Policy amendments. 

 Rule  Making  Authority:  The  Board  is  authorized  to  adopt  revisions  to  School  Board  Policy  7.00  Information 
 Services under sections 120.54, 1001.31, and 1001.32 of the Florida Statutes. 

 Laws  Implemented:  The  laws  implemented  by  the  above-referenced  policy  revisions  are  noted  under  each 
 section of the Policy. 

 Person(s)  Originating  Policy  Changes:  The  proposed  policy  was  originated  by  the  Superintendent  and  his 
 designee(s) in collaboration with the School Board Attorney. 

 Public  Hearing:  The  Board  intends  to  formally  adopt  proposed  revisions  to  School  Board  Policy  7.00  following 
 a  public  hearing.  The  public  hearing  shall  be  held  on  Thursday,  December  7,  2023,  during  the  course  of 
 the  Board’s  regular  meeting,  which  begins  at  6:00  p.m.  and  takes  place  in  the  Boardroom  at  the  Teacher 
 In-service Training Center at Fleming Island High School, 2233 Village Square Parkway, Orange Park, Florida. 

 Any  person  requiring  special  accommodations  to  attend  or  participate  in  public  meetings  should  advise  the 
 School  District  at  least  48  hours  before  the  meeting  by  contacting  the  Superintendent’s  Office  at  (904) 
 336-6508  .  If  you  are  hearing  or  speech  impaired,  you  may  contact  the  District  by  email  addressed  to 
 bonnie.onora@myoneclay.net  or by calling  (904) 336-6584  (TDD). 

 If  a  person  decides  to  appeal  any  decision  made  by  the  Board  with  respect  to  any  matter  considered  at  the 
 meeting,  he  or  she  will  need  a  record  of  the  proceedings,  and,  for  such  purpose,  he  or  she  may  need  to  ensure 
 that  a  verbatim  record  of  the  proceedings  is  made,  which  record  includes  the  testimony  and  evidence  upon 
 which the appeal is to be based. 
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D2 - Human Resources Special Action A

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D3 - Human Resources Special Action B

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D4 - Human Resources Special Action C

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D5 - Human Resources Special Action D

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments

Page 38 of 340

DRAFT



School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D6 - Human Resources Special Action E

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D7 - Human Resources Special Action F

Description
Florida Statutes (F.S. 1012.22(1)(9f), State Board Rules and Clay County School Board Policies require Board notification
and/or action regarding decisions and recommendations of the Superintendent related to Personnel matters.  

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
Approve the action as presented.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources  (904) 336 6701   Brenda.Troutman@myoneclay.net

Financial Impact
None

Review Comments

Attachments
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D8 - Public Hearing to Approve As Advertised Revisions to School Board Policy 4.15 (Tobacco Use)

Description
The School Board of Clay County is committed to promoting the general health welfare, and well-being of the school
community. The School Board recognizes that the use of tobacco, nicotine, marijuana products, and electronic vaping devices is
harmful to the health and well-being of students, employees, parents, and the community.

Gap Analysis
N/A

Previous Outcomes
Schools are discouraging the use of tobacco with fidelity.

Expected Outcomes
School Board approval of this item will adopt proposed revisions to this policy.

Strategic Plan Goal
Goal 4 – Strengthen the overall physical and emotional environment to foster an environment of safety and belonging for
students, staff, and all stakeholders.
Strategy 1 – Enhance supports surrounding student mental health and wellness.

Recommendation
It is recommended that the board approve as advertised the proposed policy revisions.

Contact
Laura Fogarty, Director of Climate and Culture, laura.fogarty@myoneclay.net

Financial Impact
None

Review Comments

Attachments

4.15 Tobacco Use (proposed)3 (1).pdf

Legal Adv. Notice of PH for Revisions to SB Policy 4.15 Tobacco Use.pdf
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4.15 TOBACCO AND ALCOHOLIC BEVERAGES USE 

 

 The use of tobacco and alcoholic beverages during the school day and when in attendance  

 at activities sponsored by the school is prohibited. 

 

A. Rationale 

Clay County District School Board is committed to promoting the general health, 

welfare, and well-being of our school community.  The School Board recognizes that 

the use of tobacco, nicotine, marijuana products, and electronic vaping devices is 

harmful to the health and well-being of our students, employees, parents and our 

community. 

 

B. Definitions 

“Tobacco product” means any product that contains nicotine, synthetic nicotine, or 

tobacco or is derived from tobacco and is intended to be ingested, inhaled, or applied 

to the skin of an individual. 

 

“Tobacco product” does not include any product that has been approved by the 

appropriate federal agency as a tobacco use cessation product. 

 

“Use” means the lighting, chewing, smoking, inhaling, vaporizing, ingesting or 

application of any other tobacco substance. 

 

C. Policy 

The school board prohibits the use, distribution, gift, purchase, exchange, or sale of 

tobacco products of any kind or the use of electronic vaping devices by students, 

employees, parents, visitors, volunteers or any other person at any time on school 

board property or any other school board-sanctioned event. 

 

No student shall be permitted to use, be under the influence of, possess, distribute, 

gift, purchase, exchange, or sell any tobacco product while on district property, at 

district or school-sanctioned activities or events, when students are being transported 

in vehicles dispatched by CCDS or one of its schools, and off school property when 

such conduct has a nexus to school or any district curricular or non-curricular activity 

or event. 

 

While on school board property or at a school board-sanctioned event, no student or 

employee shall wear or display personal items that have imagery regarding tobacco or 

tobacco use. 

 

D. Exceptions 

Employees, parents, visitors or employees who are 21 or older may possess or use a 

product that has been approved by the FDA as a cessation product.  Due to the wide 

range of nicotine levels available in tobacco cessation products, the school may 

request a written document from a medical provider, for anyone under the age of 18, 

detailing dosage recommendations for tobacco cessation product use. 
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All students, families, and community members are expected to be aware of the 

prohibited conduct addressed in district policy and comply with the prohibitions.  

Failure to comply may result in student discipline up to and including expulsion; or 

family member or community member trespass from district property. 

  

E. Enforcement 

 

Enforcement of this policy will comply Federal, State law and local ordinances.  

Enforcement for students will follow the School District Student Code of Conduct.  

Guidance for employee enforcement will follow the Employee Handbook.  All 

visitors are subject to Federal, State law and local ordinances.  

        

 

 

 
 (Ref. F.S. 1006.07(d)) (Adopted: 01/08/81) (Revised: XX/XX/XX)  
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‭Approval‬‭to‬‭Advertise:‬‭The‬‭School‬‭Board‬‭of‬‭Clay‬‭County,‬‭Florida‬‭(“the‬‭Board”)‬‭approves‬‭the‬‭advertisement‬‭of‬
‭revisions to School Board Policy 4.15 Tobacco Use.‬

‭Purpose‬ ‭&‬ ‭Effect:‬ ‭The‬ ‭proposed‬ ‭amendments‬ ‭are‬ ‭intended‬ ‭to‬ ‭simplify,‬ ‭update,‬ ‭and‬ ‭ensure‬ ‭alignment‬ ‭of‬
‭School‬ ‭Board‬ ‭Policies‬ ‭with‬‭state‬‭law,‬‭federal‬‭law,‬‭State‬‭Board‬‭of‬‭Education‬‭Rules,‬‭and‬‭other‬‭applicable‬‭rules‬
‭and regulations.‬

‭Access‬ ‭to‬ ‭Text‬ ‭of‬ ‭Proposed‬ ‭Amendments:‬ ‭The‬ ‭full‬ ‭text‬ ‭of‬ ‭the‬ ‭proposed‬ ‭revisions‬ ‭to‬ ‭SB‬ ‭Policy‬ ‭4.15‬ ‭is‬
‭available‬ ‭for‬ ‭inspection‬ ‭and‬ ‭copying‬‭by‬‭the‬‭public‬‭in‬‭the‬‭Office‬‭of‬‭the‬‭Superintendent‬‭for‬‭Clay‬‭County‬‭District‬
‭Schools,‬ ‭located‬ ‭at‬ ‭900‬ ‭Walnut‬ ‭Street,‬‭Green‬‭Cove‬‭Springs,‬‭Florida‬‭32043.‬‭The‬‭full‬‭text‬‭is‬‭also‬‭available‬‭via‬
‭the‬ ‭School‬ ‭District’s‬ ‭website‬ ‭at‬ ‭www.oneclay.net‬ ‭under‬ ‭the‬ ‭School‬ ‭Board‬ ‭Meeting‬ ‭Links,‬ ‭School‬ ‭Board‬
‭Agendas‬ ‭-‬ ‭November‬ ‭2,‬ ‭2023.‬ ‭The‬ ‭Superintendent‬ ‭is‬ ‭authorized‬ ‭to‬ ‭correct‬ ‭technical‬ ‭errors‬ ‭in‬ ‭grammar,‬
‭numbering,‬ ‭section‬ ‭designations,‬ ‭and‬ ‭cross-references‬ ‭as‬ ‭may‬ ‭be‬ ‭necessary‬ ‭to‬ ‭reflect‬ ‭the‬‭intention‬‭of‬‭such‬
‭Policy amendments.‬

‭Rule‬‭Making‬‭Authority:‬ ‭The‬‭Board‬‭is‬‭authorized‬‭to‬‭adopt‬‭revisions‬‭to‬‭School‬‭Board‬‭Policy‬‭4.15‬‭Tobacco‬‭Use‬
‭under sections 120.54, 1001.31, and 1001.32 of the Florida Statutes.‬

‭Laws‬ ‭Implemented:‬ ‭The‬ ‭laws‬ ‭implemented‬ ‭by‬ ‭the‬ ‭above-referenced‬ ‭policy‬ ‭revisions‬ ‭are‬‭noted‬‭under‬‭each‬
‭section of the Policy.‬

‭Person(s)‬‭Originating‬‭Policy‬‭Changes:‬ ‭The‬‭proposed‬‭policy‬‭was‬‭originated‬‭by‬‭the‬‭Superintendent‬‭and‬‭his‬
‭designee(s) in collaboration with the School Board Attorney.‬

‭Public‬‭Hearing:‬‭The‬‭Board‬‭intends‬‭to‬‭formally‬‭adopt‬‭proposed‬‭revisions‬‭to‬‭School‬‭Board‬‭Policy‬‭4.15‬‭following‬
‭a‬ ‭public‬ ‭hearing.‬ ‭The‬ ‭public‬ ‭hearing‬ ‭shall‬‭be‬‭held‬‭on‬‭Thursday,‬‭December‬‭7,‬‭2023,‬‭during‬‭the‬‭course‬‭of‬
‭the‬ ‭Board’s‬ ‭regular‬ ‭meeting,‬ ‭which‬ ‭begins‬ ‭at‬ ‭6:00‬ ‭p.m.‬ ‭and‬ ‭takes‬ ‭place‬ ‭in‬ ‭the‬ ‭Boardroom‬ ‭at‬ ‭the‬ ‭Teacher‬
‭In-service Training Center at Fleming Island High School, 2233 Village Square Parkway, Orange Park, Florida.‬

‭Any‬ ‭person‬ ‭requiring‬ ‭special‬ ‭accommodations‬ ‭to‬ ‭attend‬ ‭or‬ ‭participate‬ ‭in‬ ‭public‬ ‭meetings‬ ‭should‬ ‭advise‬ ‭the‬
‭School‬ ‭District‬ ‭at‬ ‭least‬ ‭48‬ ‭hours‬ ‭before‬ ‭the‬ ‭meeting‬ ‭by‬ ‭contacting‬ ‭the‬ ‭Superintendent’s‬ ‭Office‬ ‭at‬ ‭(904)‬
‭336-6508‬‭.‬ ‭If‬ ‭you‬ ‭are‬ ‭hearing‬ ‭or‬ ‭speech‬ ‭impaired,‬ ‭you‬ ‭may‬ ‭contact‬ ‭the‬ ‭District‬ ‭by‬ ‭email‬ ‭addressed‬ ‭to‬
‭bonnie.onora@myoneclay.net‬‭or by calling‬‭(904) 336-6584‬‭(TDD).‬

‭If‬ ‭a‬ ‭person‬ ‭decides‬ ‭to‬ ‭appeal‬ ‭any‬ ‭decision‬ ‭made‬ ‭by‬ ‭the‬‭Board‬‭with‬‭respect‬‭to‬‭any‬‭matter‬‭considered‬‭at‬‭the‬
‭meeting,‬‭he‬‭or‬‭she‬‭will‬‭need‬‭a‬‭record‬‭of‬‭the‬‭proceedings,‬‭and,‬‭for‬‭such‬‭purpose,‬‭he‬‭or‬‭she‬‭may‬‭need‬‭to‬‭ensure‬
‭that‬ ‭a‬ ‭verbatim‬ ‭record‬ ‭of‬ ‭the‬ ‭proceedings‬ ‭is‬ ‭made,‬ ‭which‬ ‭record‬ ‭includes‬ ‭the‬‭testimony‬‭and‬‭evidence‬‭upon‬
‭which the appeal is to be based.‬
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
D9 - Public Hearing to Approve as Advertised Amendments to School Board Policy 1.14, Sales Surtax Citizens Advisory
Committee

Description
This is item is to hold a public hearing to approve as advertised policy amendment for School Board Policy 1.14, Sales Surtax
Citizens Advisory Committee. The Citizens Advisory Committee meets quarterly to provide oversight to the EdFIRST half-cent
sales tax.  Over the past year, there have been several scheduled meetings in which a quorum was not present.  If a quorum is not
present, another three months must pass before any business can be conducted, provided a quorum is present for the next
meeting.  This can be alleviated by amending some of the restrictive language defining what constitutes a quorum and which
members may vote.  The policy changes allow a quorum for any six members, regardless of the district they represent.  In
addition, Alternates may assume the duties and vote if no members of their district are present.  Finally, members may attend
remotely.  However, if attending remotely, a member may not vote and is not counted towards the quorum.  

Gap Analysis
Failure to approve advertised revisions to School Board Policy 1.14, Sales Surtax Citizens Advisory Committee,  may result in
continued failure to conduct business due to lack of a quorum at Citizens Advisory Committee meetings.

Previous Outcomes
The Clay County School Board has approved several Policy amendments in the past.

Expected Outcomes
The Board will approve as advertised amendments to School Board Policy 1.14, Sales Surtax Citizens Advisory Committee. 

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve as advertised amendments to School Board Policy 1.14, Sales Surtax Citizens Advisory Committee.

 

Contact
Bryce Ellis, Assistant Superintendent Operations, (904) 336-6853, bryce.ellis@myoneclay.net,
Lance Addison, Planning & Intergovernmental Relations, (904) 336-6852, lance.addison@myoneclay.net
Dr. Michael Kemp, Director, Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
None

Review Comments

Attachments

Legal Adv. Notice of PH Revisions to SB Policy 1.14 Sales Surtax Citizens Advisory Committee.pdf

1.14 SALES SURTAX CITIZENS ADVISORY COMMITTEE_revised .pdf

Page 45 of 340

DRAFT



 Approval  to  Advertise:  The  School  Board  of  Clay  County,  Florida  (“the  Board”)  approves  the  advertisement  of 
 revisions to School Board Policy 1.14 Sales Surtax Citizens Advisory Committee. 

 Purpose  &  Effect:  The  proposed  amendments  are  intended  to  simplify,  update,  and  ensure  alignment  of 
 School  Board  Policies  with  state  law,  federal  law,  State  Board  of  Education  Rules,  and  other  applicable  rules 
 and regulations. 

 Access  to  Text  of  Proposed  Amendments:  The  full  text  of  the  proposed  revisions  to  SB  Policy  1.14  is 
 available  for  inspection  and  copying  by  the  public  in  the  Office  of  the  Superintendent  for  Clay  County  District 
 Schools,  located  at  900  Walnut  Street,  Green  Cove  Springs,  Florida  32043.  The  full  text  is  also  available  via 
 the  School  District’s  website  at  www.oneclay.net  under  the  School  Board  Meeting  Links,  School  Board 
 Agendas  -  October  5,  2023.  The  Superintendent  is  authorized  to  correct  technical  errors  in  grammar, 
 numbering,  section  designations,  and  cross-references  as  may  be  necessary  to  reflect  the  intention  of  such 
 Policy amendments. 

 Rule  Making  Authority:  The  Board  is  authorized  to  adopt  revisions  to  School  Board  Policy  1.14  Sales  Surtax 
 Citizens Advisory Committee under sections 120.54, 1001.31, and 1001.32 of the Florida Statutes. 

 Laws  Implemented:  The  laws  implemented  by  the  above-referenced  policy  revisions  are  noted  under  each 
 section of the Policy. 

 Person(s)  Originating  Policy  Changes:  The  proposed  policy  was  originated  by  the  Superintendent  and  his 
 designee(s) in collaboration with the School Board Attorney. 

 Public  Hearing:  The  Board  intends  to  formally  adopt  proposed  revisions  to  School  Board  Policy  1.14  following 
 a  public  hearing.  The  public  hearing  shall  be  held  on  Thursday,  December  7,  2023,  during  the  course  of 
 the  Board’s  regular  meeting,  which  begins  at  6:00  p.m.  and  takes  place  in  the  Boardroom  at  the  Teacher 
 In-service Training Center at Fleming Island High School, 2233 Village Square Parkway, Orange Park, Florida. 

 Any  person  requiring  special  accommodations  to  attend  or  participate  in  public  meetings  should  advise  the 
 School  District  at  least  48  hours  before  the  meeting  by  contacting  the  Superintendent’s  Office  at  (904) 
 336-6508  .  If  you  are  hearing  or  speech  impaired,  you  may  contact  the  District  by  email  addressed  to 
 bonnie.onora@myoneclay.net  or by calling  (904) 336-6584  (TDD). 

 If  a  person  decides  to  appeal  any  decision  made  by  the  Board  with  respect  to  any  matter  considered  at  the 
 meeting,  he  or  she  will  need  a  record  of  the  proceedings,  and,  for  such  purpose,  he  or  she  may  need  to  ensure 
 that  a  verbatim  record  of  the  proceedings  is  made,  which  record  includes  the  testimony  and  evidence  upon 
 which the appeal is to be based. 
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1.14    SALES SURTAX CITIZENS ADVISORY COMMITTEE 

 

 The School Board of Clay County, Florida, (“Board”) in accordance with the Amended 

Resolution to seek the approval of the electors for a half-cent sales surtax, passed by the Board on 

June 4, 2020, and the subsequent approval of the imposition of said sales surtax by the electors on 

November 3, 2020, hereby adopts a School Board Policy to establish and appoint a Citizens 

Advisory Committee (“the Committee”) to monitor the expenditure of sales surtax funds as 

follows: 

 

 A Citizens Advisory Committee, consisting of Clay County citizens, the purpose of which 

is to monitor and advise the Board and District staff on the expenditure of sales surtax funds, is 

hereby established. The appointment of Committee members and the rules governing the 

Committees organization and operation are set forth in this Policy. 

 

 A. PURPOSE OF THE SALES SURTAX CITIZENS ADVISORY COMMITTEE 

 

  1. The purpose of the Committee, as stated in the Resolution, “is to monitor 

and advise the Board and District staff on the expenditure of funds” generated by the Sales Surtax. 

 

  2. Committee members shall receive no financial compensation or 

remuneration for their efforts and labors. This Committee is made up of volunteers. 

 

  3. The Committee shall provide general oversight of the expenditure of funds 

generated by the half-cent sales surtax for school facilities to assure that the capital expenditures 

are as authorized by Section 212.055(6), Florida Statutes, and are in accordance with the Board’s 

published EDFIRST Plan and other critical unlisted needs which become apparent over time. 

 

  4. The Committee shall not direct District staff, attempt to control the 

Operations department staff, or attempt to establish or dictate project priorities which are binding 

on the District Administrators in carrying out their duties. 

 

  5. The Committee may research, interview, and investigate as necessary to 

fulfill its duties and responsibilities as set forth herein. It may request access to additional 

information to augment that which is supplied to it for review by the Assistant Superintendent of 

Operations. 

 

  6. The Committee shall advise, counsel, inform, brief, and illuminate the 

Board, District Staff and the Public on findings resulting from performance of its duties. 

Information provided to the public shall be through quarterly and annual reports which are initially 

made to the Board. Statements or declarations by the members of the Committee may be released 

to the public by the Committee chair after notice of said statements has been provided to the 

Superintendent. Open communication between Committee members and Board members and the 

Superintendent, within the dictates of the Florida Sunshine Law, are encouraged. 
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  7. The Committee may make non-binding recommendations to the Board and 

Staff (through the Superintendent and Senior Administrators as appropriate) when their findings 

suggest the need for such recommendations. 

 

  8. The Committee shall work cooperatively with the Board, the 

Superintendent of Schools, and District employees to accomplish its goals and objectives. 

 

  9. The Committee shall comply with Board policies and federal and state law 

regarding non-discrimination. 

 

  10. The Committee may request to present initial findings at a Board workshop 

for the purpose of obtaining clarification or explanation of disputed or ambiguous findings. 

 

 B. APPOINTMENT OF COMMITTEE MEMBERS 

 

  1. There shall be eleven (11) active Committee members.  Each Board member 

shall nominate/appoint two (2) active Committee members and one (1) alternate member, all of 

whom shall be residents of the nominating Board member’s District.  The Superintendent of 

Schools shall nominate/appoint one (1) active Committee member and one (1) alternate member.  

 

  2. It shall be the responsibility of each Board member and the Superintendent 

to determine which Clay County citizens they want to nominate/appoint to the Committee, both 

active members and the alternate, and to obtain a commitment from said individuals.  The 

Committee member search process and application process, including the Application document, 

shall be posted on the Board’s website.  

 

  3.         Prospective members shall have no direct or indirect conflict of interest in 

any past or present contract with the Board or a financial interest in any projects that are funded 

by the Sales Surtax or any other District capital project funds.  Members shall be residents of Clay 

County.  No voting Committee member shall be an employee of Clay County District schools in 

any capacity. 

 

  4. Proposed members shall submit to a background check. 

 

  5. The makeup of the Committee, consisting of the members proposed by the 

Board and Superintendent, shall be presented to the Board for approval at a regular Board meeting.  

A proposed member may only be rejected for good cause, which is defined as that cause which is 

required for the Board to reject an individual proposed for an appointment by the Superintendent.  

 

 C. TERMS OF COMMITTEE MEMBERS 

 

  1. The initial Committee member appointments shall be separated into two (2) 

categories.  Each nominating official shall be appointing one (1) active committee member to serve 

an initial term of three (3) years and one (1) active committee member to serve an initial term of 

two (2) years.  The Alternate members shall serve indefinite terms.  
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  2. The terms of active members shall be staggered with the three (3) year initial 

term running from the date of appointment until the School Board meeting occurring in the same 

calendar month as the initial appointment, three (3) years subsequent to the appointment year.  The 

two (2) year initial terms shall run from the date of appointment until the School Board meeting 

occurring in the same calendar month as the initial appointment, two (2) years subsequent to the 

appointment year.  After the initial term, and re-appointment of Committee members at the end of 

the initial term, all Committee members shall serve three (3) year staggered terms.  (For the sake 

of simplicity, the members initially appointed may be classified as “A” members and “B” members 

to separate the three (3) year members from the two (2) year members. After the initial term, such 

designations would serve no purpose.) 

 

  3. Committee members may be appointed to serve a maximum of two (2) 

consecutive terms after which a different person must be appointed to fill that position.  The 

appointee to fill the position of an individual who may no longer serve as a member may not be a 

member of the retiring persons household or related by either blood or marriage within one degree. 

 

 D. VACANCIES 

 

  If a vacancy should occur before the expiration of any regular member’s term, the 

Alternate for the retiring member’s district shall succeed to the retiring member’s seat and serve 

the unexpired balance of his or her term.  If such Alternate’s seat is also vacant, the nominating 

official for that seat shall nominate successors to both positions following the procedure outlined 

in Section B of this Policy, and the School Board shall appoint the successor regular member to 

fill the unexpired balance of the term and an alternate member for that district for an indefinite 

term.   

 

 E. OFFICERS AND ORGANIZATION 

 

  1. The newly appointed Committee members shall meet to organize on the 

first Tuesday of the month following the appointment of the Committee members by the Board.  

During this organization meeting the Committee shall elect a Chair and a Vice Chair. The Chair 

shall preside over the meetings of the Committee and serve as liaison to the School Board and 

District Staff.  The Vice-Chair shall perform the Chair’s duties in the Chair’s absence.   

 

  2. After election of officers, The Committee shall determine a schedule of 

meeting dates and may outline such other organizational committees, duties, procedures, and 

processes as the Committee deems necessary to carry out their duties. Other than election of 

officers and scheduling of meeting dates, all other organizational activities are optional. 

 

 F. COMMITTEE MEETINGS 

 

  1. The Committee shall meet quarterly.  Notice of Committee meetings shall 

be published on the District’s website along with other public meetings of the School Board.  The 

meetings will be open to the public, and public comment shall be allowed prior to conclusion of 

the meeting. 
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  2. Special additional meetings may be called by the Committee Chair. 

  

  3. Meetings shall be conducted under Robert’s Rules of Order for small boards 

or committees. 

 

  4. Minutes shall be taken at each meeting. All meeting minutes shall be 

reviewed and approved by a majority of the members prior to being submitted to the Board.  The 

Board shall archive and publish meeting minutes as required by law. 

 

  5. Members of the Committee may remotely attend and participate in 

committee meetings by use of telephonic and other electronic media.  However, quorum of the 

members must be physically present to conduct a meeting at which action is required.  Members 

shall notify the Committee Chairman forty-eight (48) hours in advance of a meeting of their 

intention to attend remotely in order to allow necessary arrangements to be made by district staff.  

A Committee member in remote attendance must be audible to all other Committee members and 

the public and must be able to hear the discussions of all other Committee members and any public 

speakers throughout the entire meeting. 

 

 G. QUORUM 

 

  1. Six (6) members of the Committee shall constitute a quorum for its meetings 

and must be physically present at the meeting site.  A minimum of one (1) member appointed by 

each appointing official shall be present at any meeting at which any action is taken or a quorum 

required.  A quorum may be made up of any six (6) members of the Committee.  If no appointed 

member of a district committee is physically present at a committee meeting, the appointed 

alternate from the same district that is physically present may assume the duties and vote in the 

committee member’s place for that committee meeting only. 

 

  2. There shall be no voting by proxy. 

 

 H. SUNSHINE LAW AND PUBLIC RECORDS LAW 

 

  1. As an advisory committee to the School Board, the Advisory Committee is 

subject to the Florida Sunshine Law as codified in Chapter 286, Florida Statutes.  Accordingly, 

between public meetings, Advisory Committee members shall refrain from discussing with other 

Committee members any business that might come before the Committee.  However, the Sunshine 

Law does not preclude Committee members from communicating with District staff and individual 

School Board members outside of public meetings. 

 

  2. The Committee shall comply with Florida’s Public Records Act, Chapter 

119, Florida Statutes. 

 

 I. REPORT AND RECOMMENDATIONS 

 

  1.  The Committee may request input from the District liaison at Committee 

meetings.   
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  2. In January each year, the Committee shall submit to the School Board a 

report on its activities for the preceding year. 

 

  3. Upon request by the Board, the Committee Chair shall appear before the 

Board at a regular or workshop meeting to present and explain the findings set forth in the Annual 

Report. 

 

  4. The Committee may propound written questions approved by the majority 

of the Committee, which questions shall be sent to the Board Chair by way of the Executive 

Secretary to the Superintendent and the Board. Said questions shall be placed on the Board agenda 

for the regular Board meeting immediately following transmittal of said questions, for review and 

discussion by the Board and the Superintendent.   

 

 J. EX-OFFICIO MEMBERS/DISTRICT LIAISON 

 

  1. The Assistant Superintendent of Operations shall serve as ex-officio 

member of, and as District Liaison to, the Committee.  An ex-officio member shall have no 

authority to direct the membership or to vote on any issues but may advise as appropriate or as 

requested by the membership. 

 

  2. The Assistant Superintendent of Operations shall provide any documents or 

records which set forth completed or ongoing qualifying projects and financial expenditures of 

sales surtax proceeds for the previous quarter, which records may be needed by the Committee to 

accurately complete their Quarterly or Annual Reports. 

 

  3.  The position of Secretary of the Committee shall be an ex-officio position 

which shall be filled by the designee of the Superintendent. The Secretary shall be in attendance 

at, and prepare official minutes of, all Advisory Committee meetings. The Secretary may be asked 

to assist in setting and properly noticing Committee meetings. 

 

  4. The Attorney for the School Board shall be designated an ex-officio 

member of the Committee solely for the purpose of providing legal advice to the Committee 

Chairman and to the Committee as a whole primarily in the areas of  procedural issues (Robert’s 

Rules), Public Meeting and Sunshine Law and Public Records law. Questions on other matters 

which pose little likelihood of conflict of interest shall be entertained. In the event of a conflict of 

interest between the Committee and the Board, the Attorney shall decline any request to assist the 

Committee. 

 

[Adopted 02/04/2021] [Revised 12/07/2023] 
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C1 - Minutes of School Board Workshop on October 24, 2023; Student Discipline Hearings, Organization Meeting, and Regular
Meeting on November 2, 2023

Description
Florida Statute 1001.42(1) requires the superintendent, as secretary, to keep such minutes and records as are necessary to set
forth clearly all actions and proceedings of the school board.  The minutes of each meeting shall be reviewed, corrected if
necessary, and approved at the next regular meeting; provided that this action may be taken at an intervening special meeting if
the board desires.

Gap Analysis

Previous Outcomes

Expected Outcomes

Strategic Plan Goal

Recommendation
Approve minutes as submitted.

Contact
David S. Broskie, Superintendent of Schools, david.broskie@myoneclay.net; Bonnie O'Nora, Board Assistant

Financial Impact
None

Review Comments

Attachments

2023 Oct 24 Board Workshop.pdf

2023 Nov 2 Student Hearings.pdf (Confidential)

2023 Nov 2 Organization Meeting.pdf

2023 Nov 2 Regular Mtg.pdf
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Date: Oct 24 2023 (9:00 a.m.)

School Board of Clay County

District Multi-Purpose Center, Corner of Gratio Place and Walnut St., Green Cove Springs, FL

October 24, 2023 - School Board Workshop

Invocation  (Ashley Gilhousen)

Call to Order  (Present: Erin Skipper, District 1; Mary Bolla (attending via teleconferencing), District 2; Beth Clark, District 3, Michele
Hanson, District 4; Ashley Gilhousen, District 5; and Superintendent David S. Broskie)

Workshop Items

1. Review Draft Agenda for Regular School Board Meeting on November 2, 2023

November-2-2023-regular-school-board-meeting_agenda_packet.pdf

Minutes:

Recognitions:

Recognize Art in the Capitol Winner - no discussion;
Recognition of Clay High School Class 5A Division Recipients of the Floyd E. Lay Sunshine Cup All-Sports Award - no
discussion;
Recognition of Coaches of the Year - no discussion;
Recognition of the 2023-2024 Clay County Principal of the Year - no discussion;
Recognition of the 2023-2024 Clay County Assistant Principal of the Year - no discussion;

Consent Agenda:

C1 Minutes of School Board Special Meeting on September 14, 2023; School Board Workshop on September 26, 2023;
Student Discipline Hearings and Regular Meeting on October 5, 2023 - no discussion;
C2 Personnel Consent Agenda - no discussion;
C3 Proclamation #24-07 to Establish November 13 - 17, 2023 as National Education Week and November 15, 2023 as
Educational Support Professionals' Day - no discussion;
C4 Elementary Student Out of State Travel - no discussion;
C5 Amendment 1 to Agreement between the School Board of Clay County and PACE Center for Girls - Clay - no discussion;
C6 K-12 Academic Services Out of State and Overnight Student Travel - no discussion;
C7 2023-2024 Uniform Statewide Assessment Calendar - no discussion;
C8 Proclamation #24-06 to Establish School Psychologist Week November 6 - 10, 2023 - no discussion;
C9 Clay County District Schools & the University of Central Florida - no discussion;
C10 Proposed Allocation Changes for4 2023-2024 - no discussion;
C11 Monthly Financial Reports for September, 2023 - Mrs Hanson wanted to ensure that Superintendent Broskie, when
executing contracts, is considering whether the item or service is truly a need, given the need to conserve resources; Mr.
Broskie advised that funds are analyzed as well as positions at each school, and that some of the items may be supplemental
materials that are part of a larger body of instructional resources;
C12 Budget Amendment Report for September 30, 2023 - no discussion;
C13 Deletion of Certain Items Report October, 2023 - no discussion;
C14 BID Renewal - no discussion;
C15 Change Order #1 for Orange Park Junior High School Window Replacement (Buildings 1, 2, 3, &4) - no discussion;
C16 Purchase Agreement for Sale of Two (2) Portable Classrooms and Two (2) Sets of Ramps and Stairs at Paterson
Elementary School - no discussion;
C17 Interlocal Agreement to Sell Low-Priced Fuel to the Clay County Board of County Commissioners for Use of Fire and
Rescue Vehicles in the Keystone Heights Area - no discussion;
C18 Resolution and Option Contract Sale Agreement for .16 Acres at Montclair Elementary School - no discussion;
C19 Prequalification of Contractors - no discussion;
C20 Substantial Completion of Lakeside Junior High School Restroom Renovations - no discussion;
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C21 Final Completion of Orange Park Junior High School Restroom Renovations - no discussion;

Discussion Agenda:

D1 Public Hearing to Approve as Advertised Revisions to School Board Policy 1.15 (Parental Rights, Notification and Student
Welfare) - no discussion;
D2 Human Resources Special Action A - no discussion;
D3 Human Resources Special Action B - no discussion;
D4 Human Resources Special Action C - no discussion.

2. Discussion of Legislative Priorities

Minutes:

Superintendent Broskie reviewed prior legislative priorities and the three (3) proposals that were previously submitted via the lobbyist,
The Southern Group.  Two (2) proposals were approved for appropriations (expand Elevation Academy and CNA Program at Fleming
Island High) but funds have not yet been received.  Mr. Broskie advised our priorities always include increasing the base student
allocation (BSA) and may also include the request to provide the full cost of the expected cost of vouchers to ensure adequate
funding and budgeting.  He would like to finalize the Legislative Priorities by the next workshop due to the earlier scheduling of this
year's Day in the Legislature.

Mrs. Hanson suggested a revision to the wording of the teacher Salary Increase Allocation to include unrestricted increased funding. 
Mrs. Gilhousen pointed out greater success when requesting something more specific, and Mr. Broskie advised staff are currently
working on a plan that will be made public at a later date as the legislative priorities are built.  Mrs. Gilhousen is very interested in
Career and Technical Education endeavors, noting the natural fit that would be given workforce shortages.

Board members were invited to contact Mr. Broskie with any additional suggestions.

3. Overview of Accreditation Process

Minutes:

Laura Fogarty, Director of Climate and Culture, provided an overview of the accreditation process. Cognia Performance Standards will
be used to reflect and examine the district's progress toward its mission, purpose, and strategic direction.  New accreditation
standards were implemented last year, and staff has attended trainings re the standards.  Accreditation is a continuous improvement
process that will help the district improve teaching and learning. The key characteristics of areas assessed were noted as well as the
documentation or evidence to support the areas identified.  Mrs. Fogarty requested the board members provide verification of any
training or professional development they have attended to assist with the response to Standard 8, which substantiates that the board
demonstrates a commitment to learners by collaborating with leaders to uphold the institution's priorities and to drive continuous
improvement.  The accreditation process will not include interviews of board members. 

4. Review of Tobacco Policy

Minutes:

Monique Johnson, Tobacco Policy Manager,Tobacco Free Clay, and Julie, Community Engagement Specialist, Tobacco Free Clay,
were introduced.

Laura Fogarty, Director of Climate and Culture, provided draft policy revisions to the board re School Board Policy 4.15 Tobacco Use,
giving consideration to suggested policy from Tobacco Free Clay, but making the policy more generic (no name brands) to avoid the
difficulty of keeping up with trends.

Mrs. Skipper asked Jeremiah Blocker, School Board Attorney, if, from a legal standpoint, the proposed policy ensures that there will
be no tobacco use on campus.  She is concerned that, with fentanyl now being used in vapes, there are steps in place for vaping to
stop.  She also wants to ensure the district is leading by example and that teachers are not smoking on campus in view of students. 
Mr. Blocker indicated that the policy is carried out through the Student Code of Conduct, but expectations need to be clear and
ensured of being met.  Signage does not need to be included in the policy to make it actionable, and out-of-county events are still
governed by the proposed policy.  The policy gives staff the ability to apply it, without the identification of specific brands which can be
limiting, and the policy provides for flexibility in its application.  Adults are also addressed in the proposed policy.

Mrs. Skipper proposed further restrictions for employees, parents, and visitors, and Mr. Blocker indicated that a potential challenge to
that would be a lack of authority re the enforcement of the policy on certain individuals.  Employee tobacco use restrictions may be
included in the Employee Handbook, and Mr. Blocker can work with Mrs. Fogarty on that language.

Mrs. Fogarty noted the district's partnership with Clay Action Coalition, which provides a 6-week program for students and parents,
required for certain student vaping violations.

Ms. Johnson advised that her organization is tasked with working with policy across all school disricts and the model policy provided
has been enacted in some districts, enumerating the beneficial aspects of the Tobacco Free policy.  Ms. Johnson and her team will
view the signs already in place at schools and discuss how they can assist with improved signage for all schools.
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Victoria Kidwell, President, Clay County Education Association, expressed concern that revising the Employee Handbook may
constitute a change of working conditions in a district with current employment openings that is already tobacco-free, and it is
important to understand what enforcement will mean.

The board would also like improved education on the numerous free resources available to employees and families.

5. CCSO Presentation on Contracted Services for School Resource Officers

Minutes:

This item was heard first on the agenda.

Michele Cook, Sheriff, Clay County Sheriff's Office, presented the organization and timeline of events following a request she received
to provide a proposal to assume the safety and security services of Clay County District Schools.  The Board of County
Commissioners were also engaged in this process because they approve CCSO's budget.  Sheriff Cook's proposal included the
option for CCSO to provide direct support to all schools and a second option for the existing interlocal agreements with Green Cove
Springs Police Department and Orange Park Police Department to remain in place, maintaining those five (5) officers currently
provided to area schools.  The proposed plans would create the position of director who would report to the undersheriff and Sheriff
Cook.

Vicki Adams, Chief Financial Officer, Clay County Sheriff's Office, reviewed the financial portion of the detailed line items provided to
the board members for their consideration.  The proposals include the assumption that all existing CCSDPD officers would be rolled
into the new compensation plan with all current CCDSPD officers receiving pay increases, and their years of service and accrued time
off would be honored.  The proposal is based on 365 days per year, bell to bell, with this "arm" dedicated to school safety.  If
interlocals with GCSPD and OPPD are maintained, dispatch would come directly into CCSO rather than being relayed.  Proposals
include operating expenses, liability insurance, auto insurance, enhanced legal coverage the cost of replacing equipment that expires
at regular frequencies and are based on 2024/2025 cost projections, to be funded from the one mill.  At the end of each year, their
books must be zeroed out and any unused funding would be returned to CCDS.

Mrs. Clark expressed difficulty with the difference in cost and believes that may be due to CCDSPD's numbers being taken from the
2022/2023 year.  She agrees that vehicles and equipment should be transferred to CCSO so citizens do not have to purchase
equipment twice.  Sheriff Cook indicated that each year, CCSO would provide a line item accounting of the budget, reflecting a
revenue-neutral status with leftover items returned, stressing they are not going to make money for providing these services.  Sheriff
Cook does not plan on instituting unnecessary change and understands the concern, operationally, of officers transitioning to different
positions.  She is committed to a smooth transition and leaving officers in place wherever possible.

Mrs. Skipper advised she has previously expressed her concerns about the safety and security of students and is committed to
upholding transparency, the law, parental rights, and she stated that student safety is far more important than a dollar amount.  She
believes the board has a responsibility to the taxpayers and is infuriated with her inability to receive a line-item budget like the one
provided by CCSO.

Mrs. Bolla asked if Sheriff Cook has worked closely with CCDSPD on training, Sheriff Cook advised she has, but that they have their
own training program.  Sheriff Cook views the guardian positions as a force multiplier, providing an additional set of eyes and ears
focused on safety.  Although guardians are not part of the police force, they are trained through CCSO although they work for CCDS. 
Mrs. Bolla asked Dr. Susan Legutko, Assistant Superintendent of Business Affairs, what differences she sees in the financials and if
she foresees additional expenses.  Dr. Legutko advised she reviewed CCSO's budget, which appears to be $3.9M more than what is
currently being expended.  She is unable to calculate 2023/2024 projections because it is not yet known what funding will be received
from the state as a result of the legislature's annual meeting.  State funding is based on property values and revenue-based FTE (full-
time equivalency).  Dr. Legutko also expressed concern that the one mill is a temporary funding source, approved by Clay County
voters, so there is the possibility that this funding will be unavailable in the future and, as Chief Financial Officer, she would have hard
decisions re managing and deciding how that cost would be absorbed in an already declining budget.  CCDS also includes the
hardening of schools in its 5-year Educational Facilities Plan, and an increased cost of providing police officers would necessitate the
elimination of some school hardening projects.  Dr. Legutko also advised she has always provided transparency with financials and
her department and team are willing to provide whatever additional information the board specifies it needs.

Mrs. Hanson advised she openly listens to constituents and believes that, when transparency is presented and the taxpayers
understand how every dollar is spent, the voters will continue to support the mill tax.

Mrs. Bolla asked Sheriff Cook about the transition of officers and what plan is in place if CCDSPD officers elect not to transfer to
CCSO.  Sheriff Cook responded that CCSO SROs are guaranteed to be experienced officers.  Mrs. Bolla advised she was not
seeking this transition and noted the effectiveness of CCDSPD, concerns re the increased financial cost with CCSO particularly in
uncertain economic times, and her concern that the continuous effort of hardening schools will be adversely affected by an increase in
SRO costs.

Mrs. Clark indicated she does not see the cost difference indicated by Dr. Legutko, and Dr. Legutko responded that transition costs
account for the majority of the increase.  Sheriff Cook advised there is a cost of transitioning the SROs to CCSO, but that transition
costs may be reduced as CCDS provides equipment and vehicles to CCSO.  Sheriff Cook also noted her plan accounts for the
expense of expiring equipment such as vests, vehicles, defibrillators, etc.

Bryce Ellis, Assistant Superintendent of Operations, asked Sheriff Cook if she would consider partnering only in secondary schools,
and Sheriff Cook advised it is not best practice to compromise the continuity of services and their critical components.  Ms. Ellis also
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asked if the partnership could use a limited number of days to offset the cost, and Sheriff Cook advised the 365-day model is a clearer
line for using the millage rate.

Victoria Kidwell, President, Clay Education Foundation expressed her concern that, given the need for restorative justice and the
need to educate and provide guidance and goals, would this concept conflict with law enforcement's "on the street" goals.  Sheriff
Cook provided assurance that she would continually pick the best people for each position, placing the best people over them to
ensure an effective top-down approach.

Constance Higginbotham, Clay Education Foundation Retired, stated she has heard many citizens talking about what a great job
CCDSPD is doing and questions the move to change.  Mrs. Skipper replied that she has seen a variety of issues from dispatch, to
reporting, to best practice.  Mrs. Hanson stated that it comes down to the type of leadership, organization, transparency, and
consistency of the organization.

A recess was taken at 10:32 a.m. and the meeting resumed at 10:45 a.m.

Mrs. Gilhousen indicated her inclination to place an item on the November agenda to ask the superintendent to begin negotiations
fora contract, with an ultimate vote in December.  Mr. Blocker indicated that the decision today would be to place an item on the
November agenda to allow the superintendent to enter into contract negotiations giving consideration to the legal framework to
include identifying a scope of services and a final price point.  Coordination with the Board of County Commissioners will be
necessary.  Mr. Broskie will form a team with the CFO and Legal Department to consider the terms of the proposed interlocal
agreement.

Board discussion yielded consensus for the contract term to be three (3) years and the desire to maintain existing interlocals with
OPPD and GCSPD.  Charter schools will continue to receive an appropriate portion of funds for providing safety and security as they
choose.  Standard operating procedures will be created and Mr. Blocker will represent the board through the negotiation process.

Questions from the Audience

6. Questions From the Audience

Minutes:

Questions from Victoria Kidwell, President of Clay County Education Association, were heard during "Review of Tobacco Policy" item
and noted within the minutes of that item.

Superintendent Comments  (None)

School Board Attorney Comments

7. School Board Attorney Comments

Minutes:

Jeremiah Blocker, School Board Attorney, indicated that he has received the letter of intent from Sheriff Cook and will review it with
Superintendent Broskie.  

He further noted that some districts are looking at class action lawsuits re social media use and he will also discuss that with Mr.
Broskie.  These lawsuits are identifying how some of the social media sites cause harm to students.  Being identified as a party to the
suit may result in judgment funds that could help finance anti-bullying education.

School Board Comments

8. School Board Member Comments

Minutes:

Mrs. Hanson suggested that, as the district moves forward with policy review and revision, she would appreciate an email advising
which policies are being examined so she can provide her input prior to receiving a first look at the proposed revisions.  She indicated
she was proud of Mr. Blocker, Mr. Dailey, and Mr. Broskie about what she hopes is progress with the library media policy.  The policy
is expected to be brought forward on the January agenda.  Additionally, she will be holding office hours at public libraries on
Thursdays (with the exception of board meeting days) and she also plans on holding a monthly Tuesday forum called "Your Voice
Matters" to give citizens an opportunity to express themselves on topics of their choice.  She also renewed her request for the district
to review the budget portion of Duval County Public Schools' website as an excellent example of financial transparency.

Mrs. Skipper discussed moving away from the American Library Association.  Mr. Broskie advised there is no contractual relationship
with ALA so no actionable item is required.  ALA is noted in the library media policy, so that may be an area also targeted for revision. 
Mrs. Skipper reiterated a prior suggestion to obtain a software program that would enable staff to produce requested information
without using crippling amounts of staff time.

Mrs. Gilhousen noted that the accounting practices utilized by CCSO and CCDS differ, but there is likely not one that is right and one
that is wrong. 
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Mrs. Clark recently toured Marjory Stoneman Douglas.  She will be contacting Mrs. Fogarty to discuss the things she learned there,
noting the need to keep portables on the forefront and the construction of buildings on the front burner.

Adjournment  (12:45 p.m.)

Superintendent of Schools School Board Chair
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Date: Nov 02 2023 (6:00 p.m.)

School Board of Clay County

Teacher Inservice Center, 2233 Village Square Parkway, Fleming Island, FL

November 2, 2023 - School Board Organization Meeting

Invocation  (Pastor Robert Bass, Celebration Church, Orange Park Campus)

Pledge of Allegiance

Call to Order  (Present: Erin Skipper, District 1; Mary Bolla, District 2, Beth Clark, District 3; Michele Hanson, District 4; Ashley Gilhousen,
District 5; Superintendent David Broskie)

Swearing-In Ceremony  (None - not an election year)

Organization of the School Board

1. Elect School Board Chair

Minutes:

Mary Bolla nominated Ashley Gilhousen.

Erin Skipper nominated Michele Hanson.

With no further nominations, the floor was closed for Chair and a verbal vote was taken.

Voting Aye for Ashley Gilhousen: Ashley Gilhousen, Mary Bolla, Beth Clark

Voting Aye for Michele Hanson: Michele Hanson, Erin Skipper

Ashley Gilhousen was elected Chair by a 3-2 vote.

2. Elect School Board Vice Chair

Minutes:

Ashley Gilhousen nominated Mary Bolla.

Erin Skipper nominated Beth Clark.

With no further nominations, the floor was closed vor Vice-Chair and a verbal vote was taken.

Voting Aye for Mary Bolla: Mary Bolla, Beth Clark, Ashley Gilhousen 

Mary Bolla was elected Vice-Chair by a 3-2 vote.

Superintendent Broskie presented Ashley Gilhousen with a token of appreciation for serving as Board Chair for the past year.

With the Organization of the Board complete, newly re-elected Chair, Ashley Gilhousen, presided over the remainder of the meeting.

3. Establish Date and Time of Meetings

Minutes:

Mary Bolla made a motion, seconded by Erin Skipper, to approve the Superintendent's recommendation:
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That the Board establish meeting dates and times for Regular School Board meetings for the period December 2023 through
November 2024 as the first Thursday of each month with the exception of the July meeting, due to the July 4th holiday, being
held on Thursday, June 27, 2024.  All meetings will be held at 6:00 p.m. at Fleming Island High School in the Teacher
Inservice Center.

Motion carried 5-0.

The board may consider holding workshops in the evening hours to allow citizens to more easily attend.  Discussion on this proposal
will be held at a future workshop.

4. Authorize Payment of Bonds for School Board Chair and Vice-Chair

Minutes:

Motion to approve by Michele Hanson, seconded by Beth Clark.

Motion carried 5-0.

5. Bank Resolutions Due to Change of School Board Chair and Vice-Chair

Minutes:

Due to the re-election of the current Chair and Vice-Chair, this item was not required and no vote was taken.

Adjournment  (6:15 p.m.)

Superintendent of Schools School Board Chair
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Date: Nov 02 2023 (6:00 p.m. - immediately following
the School Board Organization Meeting)

School Board of Clay County

November 2, 2023 - Regular School Board Meeting

Student Showcase  (Wilkinson Junior High Band Ensemble, Kristen Richard, Sponsor)

Invocation  (Given at preceding Organization meeting)

Pledge of Allegiance  (Given at preceding Organization meeting)

Call to Order  (Present: Erin Skipper, District 1; Mary Bolla, District 2; Beth Clark, District 3; Michele Hanson, District 4; Ashley Gilhousen,
District 5; Superintendent David S. Broskie)

Recognitions and Awards

1. Recognition of Coaches of the Year

Minutes:

John Stilianou, Coordinator of District Athletics, recognized Lantz Lowery, Keystone Heights Jr. Sr. High as the Male Coach of the
Year and Ashley Houston, Middleburg High, as the Female Coach of the Year.  Mr. Lowery and Ms. Houston were presented with
rings.

2. Recognize Art in the Capitol Winner

Minutes:

Christopher Gugel, Coordinator of Fine Arts, recognized Vera Irby (Lakeside Junior High - 8th) for her winning entry in the 2023-2024
6th-8th grade Art in the Capitol Contest.  Her monochromatic self-portrait in blue demonstrated the sophisticated application of tints,
tones, and shades to create contrast.  Florida State Senator Jennifer Bradley, Dustin James, Lakeside Jr. High, Principal, and Sandra
Wiggains, Lakeside Jr. High art teacher, were also in attendance.

3. Recognition of Clay High School Class 5A Division Recipients of the Floyd E. Lay Sunshine Cup All-Sports Award

Minutes:

John Stilianou, Coordinator of District Athletics, recognized Clay High School for winning the Class 5A Girls Division of the Floyd E.
Lay Sunshine Cup All-Sports Award in the following areas:

Girls Weightlifting - Coaches:  Autumn Null, Rodney Keller - Athletes: Ansley Lyda, Kethnie Gedeon, Brianna Mickler
Softball - Coach: Matt Lewis - Athletes: McKinsey Bardroff, Kendyll Mann, Bailey Parker
Soccer - Coach: Stephanie Waugh - Athletes: Erika Martinez, Kaygen Williamson

4. Recognition of the 2023-2024 Clay County Principal of the Year

Minutes:

Superintendent Broskie recognized Wilnitra Dixon, Oakleaf Junior High School, for being selected as Clay County's Principal of the
Year.

5. Recognition of the 2023-2024 Clay County Assistant Principal of the Year

Minutes:
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Superintendent Broskie recognized Hope Davis, Lakeside Junior High School, for being selected as the Assistant Principal of the
Year.

Presenters

School Showcase  (Wilkinson Junior High, Nate Warmouth, Principal)

Presentations from the Audience (Public Comment)

6. Public Comment

Minutes:

Public speakers:

Tara Richardson
Verniyah Johnson 
Carol Green 
Kristen Taylor
Russell Benes 
Dennis McInany
Shari McGriff
Heather DeVore
Helena Cormier 
Susan Callahan 
Belinda Kitchens 
Nataly Acosta 
Carol Newbern 
Pamela Henry
Bruce Friedman
Tanya Kacsan
Leigh Ann Lunsford 
Sheila Torres
Robert Newinkel 
Brian Tucker 
Matt Johnson 
Stephen Mills
Linda Knapp 
Judith Chapple 
Joshua Saunders 
Adriana Jarquin
Kenneth Morrow
Rev. Barry Wright

Consent Agenda

Superintendent

7. C1 - Minutes of School Board Special Meeting on September 14, 2023; School Board Workshop on September 26, 2023; Student
Discipline Hearings and Regular Meeting on October 5, 2023

2023 Sep 14 Special Mtg (Budget).pdf

2023 Sep 26 Workshop.pdf

2023 Oct 5 Student Hearings.pdf (Confidential)

2023 Oct 5 Regular Mtg.pdf

Human Resources

8. C2 - Personnel Consent Agenda

Personnel Consent Agenda 11-02-2023 - Updated.pdf

9. C3 - Proclamation 24-07 to Establish November 13 - 17, 2023 as National Education Week and November 15, 2023 as Educational
Support Professionals' Day

Proclamation 24-07 National Education Week - Google Docs.pdf

Instruction-Academic Services
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10. C4 - Elementary Student Out of State Travel

WES_Out of State FT.pdf

11. C5 - Amendment 1 to Agreement between the School Board of Clay County and PACE Center for Girls - Clay

240052 PACE Amd 1.pdf

Executed 240052 Pace Addendum.pdf

12. C6 - K-12 Academic Services Out of State and Overnight Student Travel

November 2023 Board Backup.pdf

13. C7 - 2023-2024 Uniform Statewide Assessment Calendar

K12UniformAssessmentCalendar2324.pdf

Instruction-Career and Technical Education

14. C8 - Approve First Renewal to the School Board of Clay County, Florida Affiliation Agreement with Clay County Rescue

Affiliation Agreement CCSB and Clay County Fire Rescue.pdf

Instruction-Climate and Culture

15. C9 - Proclamation #24-06 to Establish School Psychologist Week November 6-10, 2023

School Psychologist Proclamation 2023 .pdf

16. C10 -Clay County District Schools & the University of Central Florida

Clay County District Schools & the University of Central Florida SW Internship Agreement.pdf

17. C11 - Approval to Advertise and Notice of Public Hearing to Approve Revisions to School Board Policy 4.15 (Tobacco Use)

4.15 Tobacco Use (proposed)3 (1).pdf

Legal Adv. Notice of PH for Revisions to SB Policy 4.15 Tobacco Use.pdf

Business Affairs

18. C12 - Proposed Allocation Changes for 2023-2024

11.02.23 - 23-24 Allocation Summary (1).pdf

Business Affairs-Accounting

19. C13 - Monthly Financial Reports for September, 2023

August 2023 Monthly Board Property Report.pdf

July 2023 Monthly Board Property Report.pdf

September 2023 Monthly Board Financial Report.pdf

September 2023 Monthly Board Property Report.pdf

Contracts Signed by Superintendent from $50K to $100K.pdf

20. C14 - Budget Amendment Report for September 30, 2023

23-24 Budget Amendments September 2023.pdf

Business Affairs-Property

21. C15 - DELETION OF CERTAIN ITEMS REPORT OCTOBER, 2023

DELETION OF CERTAIN ITEMS REPORT OCTOBER, 2023.pdf

Business Affairs-Purchasing

22. C16 - BID Renewal

Operations-Facilities

23. C17 - Change Order #1 for Orange Park Junior High School Window Replacement (Buildings 1, 2, 3, & 4)
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Change Order #1 OPJ Window Replacement Buildings 1, 2, 3, & 4

24. C18 - Purchase Agreement for Sale of Two (2) Portable Classrooms and Two (2) Sets of Ramps and Stairs at Paterson
Elementary School

LOI County Portable Donation 11.2.23.pdf

Purchase Agreement & Resolution for Portable Classrooms & Ramps & Steps 11.2.23.pdf

Resolution & Purchase Agreement for Sale of Portables & Ramps & Steps Contract Review Approval.pdf

25. C19 - Interlocal Agreement to Sell Low-Priced Diesel Fuel to the Clay County Board of County Commissioners for Use of Fire and
Rescue Vehicles in the Keystone Heights Area

Interlocal Agreement CCSB 2023-2024 Diesel Fuel.pdf

Interlocal Agreement for Low-Priced Fuel Contract Review Approval.pdf

26. C20 - Resolution and Option Contract Sale Agreement for .16 Acres at Montclair Elementary School

MCE Property Resolution.Option Contract.Survey #1.pdf

MCE Property Resolution.Option Contract.Survey #2.pdf

Resolution & Option Contract for MCE Property Contract Review Approval.pdf

27. C21 - Prequalification of Contractors

Table for Board Backup Contractor Prequal, 11.2.23

28. C22 - Substantial Completion of Lakeside Junior High School Restroom Renovations

Substantial Completion LSJ Restroom Renovation.pdf

29. C23 - Final Completion of Orange Park Junior High School Restroom Renovations

Final Completion OPJ Restroom Renovation.pdf

Adoption of Consent Agenda

30. Adoption of Consent Agenda

Motion
Motion to Adopt Consent Agenda

Vote Results ( Approved )
Motion: Mary Bolla
Second: Beth Clark
Ashley Gilhousen - Aye
Mary Bolla - Aye
Beth Clark - Aye
Michele Hanson - Aye
Erin Skipper - Aye

CCEA Update  (None)

CESPA Update  (None)

Superintendent's Update and Presentations

31. Superintendent's Update
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Minutes:

Superintendent Broskie shared the attached visual presentation highlighting the following:

Schools of the Month
Students of the Month
Principal Appreciation Month
Superintendent's Advisory Councils
Upcoming Events

Discussion Agenda

School Board Attorney

32. D1 - Public Hearing to Approve as Advertised Revisions to School Board Policy 1.15 (Parental Rights, Notification and Student
Welfare)

Legal Adv Revisions to SB Policy 1.15 Parental Rights.pdf

2023.08.28 Section 1.15 proposed changes.pdf

Minutes:

Chair Gilhousen opened the public hearing.  With no one coming forward to speak to the item, the public hearing was closed.

Motion
Motion to Approve as Advertised Revisions to School Board Policy 1.15 (Parental Rights, Notification and Student Welfare)

Vote Results ( Approved )
Motion: Michele Hanson
Second: Beth Clark
Ashley Gilhousen - Aye
Mary Bolla - Aye
Beth Clark - Aye
Michele Hanson - Aye
Erin Skipper - Aye

33. D2 - Contract Negotiations for SRO Services with Clay County Sheriff's Office

Minutes:

Mrs. Bolla shared information she obtained following a meeting with the Sheriff's Office and extended her appreciation to Sheriff Cook
and to the citizens who have shared their thoughts and opinions via emails and attendance at public meetings.  She advised that
comments from faculty, administrators, and the community have gone both ways.  She noted that Sheriff Cook has indicated
CCDSPD officers would be welcomed into CCSO force with as minimal change as possible.  She encouraged faculty, if dissatisfied
with the current SRO, to speak with their principal so adjustments can be made.  The district has taken full responsibility for SESIR
data, which is not reported by CCDSPD and would not be reported by CCSO if they assume responsibility for safety and security. 
SESIR data relates to the Office of Safe Schools, is governed by statutory requirements, and will continue to come through the
district, with necessary training on Synergy.  Examples of one mill expenditures include all schools having at least two (2) AED units
as well as "stop the bleed" kits.  Mrs. Bolla advised that the sheriff will be adding additional personnel to the SRO docket with one
person overseeing that area.  Total personnel costs for the 2024/2025 year are $5.6M.  CCDS has a master contract with CCDSPD
and FOP valid through 6/2025.  CCDSPD's current budget is $3.6M and is within the range for 2024/2025 salaries and benefits and
anticipates additional costs the state might require.  She advised the transfer of security to CCSO would be an increase of $2M/year
with first-year transition costs projected at $1.7M, although transition costs may be offset by the transfer of equipment to CCSO. 
CCDSPD officers are not all trained by CCSO due to schedule conflicts but have taken other courses to meet the requirements of
being a trained police force.  CCDSPD does not have a unit for special crimes, but it does have officers with experience in those
areas.  Mrs. Bolla urged the superintendent to include a transition period for SROs if this transfer does proceed so that administrators
and SROs may be trained.  She also supports retaining additional guardians and working with Operations to determine priorities for
the hardening of schools if fewer dollars are available.

Mrs. Hanson noted the prior workshop discussion and funding of charter schools with one mill funds.  Her position is that charter
schools are Clay County public schools and that separation of equity is not good.  Charter school students have tax-paying parents
and charter school students are Clay County students and therefore should have congruency - the same training, standards,
procedures, expectations, stability, and familiarity with the environment that equals top-notch safety and security.  She requested that
negotiations include providing charter schools with the same money so they can have the same funds received by other schools, not
funding based on student numbers.  She expressed confidence in with superintendent and Sheriff Cook to implement the right
decisions and protocols for these procedural changes.Page 64 of 340
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Superintendent Broskie noted that the first thing to be addressed is the negotiation of the contract involving multiple agencies. 
Jeremiah Blocker, School Board Attorney, indicated he will work with Mr. Broskie and CCSO to ensure there are no gaps in transition
and services are available either through contract or coverage, ensuring compliance with Florida statutes and within the legal
framework.  Mr. Broskie indicated he would be bringing additional allocations to the board for guardians and that he has found
CCDSPD to be professional, hardworking, and dedicated.  He recognized the attributes of CCSO and requested patience as a
potential proper transition is planned and, if approved, implemented.

Mrs. Skipper indicated she brought this item to the board out of major concern following considerable conversations with constituents
and that it is the board's job to ensure the safety and security of students as well as staff.  She also supports equal funding for charter
schools, school choice, and parental rights.  She further requested that vehicles and equipment be transferred to CCSO because
these items had already been purchased by the taxpayers.

Mrs. Clark advised it was her review of grand jury reports that helped her decide to support the proposed transition of safety to
CCSO.  She advised that issues are more common and dangerous when the police chief reports to the administration and, that when
the district controls the officers on campus, it also controls the data and optics.  The police chief should be elected or subordinate to
the county sheriff, when practicable, and school administrators should never be in authority over school officers.  She does not believe
the operational cost will be that different.  She would like officers to be at charter schools as well and wants to ensure all equipment is
transferred through the BCC to CCSO.

Mrs. Bolla requested Mr. Blocker review the statute to know what the one mill requirements are re funding for charters, and also
pointed out we have an agreement with CCDSPD officers through 2025, so care must be taken to be aware of that.  Mr. Blocker
indicated that he would work with Mr. Broskie to ensure the contract is reviewed to determine if it can be assumed and that they fully
understand the charters and procedures involved in the transfer of property.

Mrs. Gilhousen agreed that the charter schools deserve protection as every other school in Clay County.  For consistency and depth
of service, she supports converting to CCSO and indicated the deputies at schools would enhance the community ratios.

Motion
Motion to Approve Contract Negotiations for SRO Services with Clay County Sheriff's Office

Vote Results ( Approved )
Motion: Erin Skipper
Second: Michele Hanson
Ashley Gilhousen - Aye
Mary Bolla - Nay
Beth Clark - Aye
Michele Hanson - Aye
Erin Skipper - Aye

Human Resources

34. D3 - Human Resources Special Action A

Minutes:

There was no Human Resources Special Action A.

35. D4 - Human Resources Special Action B

Minutes:

There was no Human Resources Special Action B.

36. D5 - Human Resources Special Action C

Minutes:

There was no Human Resources Special Action C.

School Board Attorney Remarks  (None)

School Board Member Remarks

37. School Board Member Comments
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Minutes:

Mrs. Hanson expressed appreciation to the state of Florida for moving support from the American Library Association and hopes to
add language to be moved into new policy.  She plans on having office hours, beginning in January, on the 2nd - 4th Wednesdays of
each month (2nd Wednesday - Middleburg Library, 3rd Wednesday - Orange Park Library, 4th Wednesday - Fleming Island
Library) from 4:00 - 7:00.  She will also hold a monthly community forum, probably on a Tuesday, and will provide additional details in
future.

Mrs. Skipper extended appreciation to the bus drivers, the culture in transportation, and the director.  She also thanked Tobacco Free
Clay for partnering to pass a tobacco policy.

Mrs. Bolla attended a walk-through at Tynes Elementary and spent an afternoon at Wilkinson Junior High working in a number of
classes, sharing portions of Florida School Laws with the students and listening to their comments on discussion of the cafeteria food,
dress code, tobacco, and library book usage.

Adjournment  (8:38 p.m.)

Superintendent of Schools School Board Chair
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C2 - Proposed Student Calendar for 2025-2026 School Year

Description
The District Calendar Committee, which is comprised of members who represent all major operations of the school district,
elementary and secondary school principals, a school board member, teachers, Clay County Education Association (CCEA), and
Clay Educational Staff Professional Association (CESPA), developed a student calendar for the 2025-2026 school year. 

Gap Analysis
N/A

Previous Outcomes
Prior years' Student Calendars were Board approved and posted on the district website.

Expected Outcomes
All student/employee calendars require School Board approval to establish school/work schedules for students and employees.

Strategic Plan Goal
N/A

Recommendation
That the Clay County School Board will approve the recommended Student Calendar for the 2025-2026 school year.

Contact
Kelly Watt, Chief of Staff, kelly.watt@myoneclay.net

Financial Impact
None

Review Comments

Attachments

DRAFT Student Calendar - Student 2025-2026 .pdf
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SCHOOL BOARD OF CLAY COUNTY
Student Calendar

2025-2026

Monday, August 4, 2025 First Day, Teacher
Thursday, August 7, 2025 Inservice Day
Monday, August 11, 2025 First Day, Students
Monday, September 1, 2025 Labor Day, Student/Teacher Holiday
Friday, October 10, 2025 End First Grading Period (44 days)
Monday, October 13, 2025 Planning Day/Student Holiday
Tuesday, November 11, 2025 Veterans' Day, Student/Teacher Holiday
Monday, November 24 - Friday, November 28, 2025 Thanksgiving, Student/Teacher Holidays
Friday, December 19, 2025 End Second Grading Period (43 days)
Monday, December 22, 2025- Thursday, January 1, 2026 Christmas/New Year’s Break, Student/Teacher Holidays
Friday, January 2, 2026 Planning Day/Student Holiday
Monday, January 5, 2026 Inservice Day/Student Holiday
Tuesday, January 6, 2026 Students Return to School
Monday, January 19, 2026 Martin Luther King Day, Student/Teacher Holiday
Monday, February 16, 2026 Presidents' Day, Student/Teacher Holiday
Friday, March 13, 2026 End Third Grading Period (47 days)
Monday, March 16 - Friday, March 20, 2026 Spring Break, Student/Teacher Holidays
Monday, March 23, 2026 Planning Day/Student Holiday
Tuesday, March 24, 2026 Students Return to School
Friday, April 3, 2026 Good Friday, Student/Teacher Holiday
Friday, April 10, 2026 Fair Day, Student/Teacher Holiday
Monday, May 25, 2026 Memorial Day, Student/Teacher Holiday
Friday, May 29, 2026 Last Day, Students (4th Grading Period - 46 days)
Monday, June 1, 2026 Last Day, Teachers – Planning Day

GRADUATION: Friday, May 22, 2026

EARLY DISMISSAL DAYS

ELEMENTARY SCHOOLS JUNIOR HIGH & HIGH SCHOOLS ONLY
September 17, 2025 February 13, 2026 December 17, 18, and 19, 2025
October 31, 2025 April 9, 2026 May 27, 28, and 29, 2026
December 19, 2025 May 29, 2026

INTERIM REPORTS TO PARENTS REPORT CARDS TO PARENTS
September 25, 2025 October 17, 2025
November 14, 2025 January 9, 2026
February 6, 2026 March 27, 2026
April 24, 2026 June 5, 2026

School Board Approved:
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C3 - Personnel Consent Agenda

Description
Florida Statutes, State Board Rules and Clay County School Board Policies require Board notification and/or action regarding
decisions and recommendations of the Superintendent related to Personnel matters.  Actions regarding personnel have been
recommended by Supervisors, approved by the Superintendent and are being forwarded to the Board for action or, if appropriate,
for information.  Personnel Actions, Transfer Requests, Pre-employments, Leave Forms or Directives from the Superintendent
are available for review in the Human Resources Division.

Gap Analysis
These personnel actions are necessary for the effective operation of the school district.

Previous Outcomes
The Clay County School Board has approved each month a Personnel Consent Agenda which contains appointments, re-
appointments, transfers, redesignations, retirements, resignations, and conclude employments.

Expected Outcomes
Approval of the Personnel Consent Agenda.

Strategic Plan Goal
Goal 2:  Enact a highly effective recruitment and professional development plan along with opportunities for growth and career
development to ensure all students have access to a world class education to become life-long learners for success in a global and
competitive workplace and in acquiring applicable life skills.
Strategy 2.1.1 Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS.
Strategy 2.1.3 Expand involvement in community-sponsored career fairs, providing the opportunity to recruit a diverse
population to the multiple career paths within CCDS.
Strategy 2.1.4 Continue to streamline the application and onboarding process to successfully engage and hire quality applicants.
Strategy 2.1.5 Collaborate to strengthen CCDS’ branding and marketing to increase the awareness and presence of career
opportunities.

Recommendation
To approve the Personnel Consent Agenda.

Contact
Brenda G. Troutman, Assistant Superintendent for Human Resources.  (904) 336-6701 Brenda.Troutman@myoneclay.net

Financial Impact
Personnel changes involving already-allocated positions will result in salary impact per the current Board-approved Salary
Schedule.  This also includes supplemental positions.  See current backup for allocation changes for impact of new positions.

Review Comments

Attachments

Personnel Consent Agenda 11162023.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C4 - K-12 Academic Services Out of State and Overnight Student Travel
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Description
The School Board recognizes that field trips, when used for teaching and learning integral to the curriculum, are an educationally
sound and important ingredient in the instructional program of the schools. Properly planned and executed field trips supplement
and enrich classroom instruction by providing learning experiences that will enhance mastery of the curriculum standards of the
State of Florida. A field trip is defined as any planned, student-travel activity which is approved as part of the district's
educational program and is under the direct supervision and control of an instructional staff member or any advisor as designated
by the Superintendent.
                                                                                                  Field Trips Details

School Date Destination Group Purpose

Lake Asbury
Junior High

2/23 -
2/24/24

Orlando, FL
Jr.
Thespian
Students

To perform at state festival

Clay High School

Various
Dates-see
schedule
attached

Various
locations-see
schedule
attached

Boys
Wrestling

Wrestling competitions

Fleming Island
High School

12/15 -
12/16/23

Daytona
Beach, FL

Varsity and
JV Cheer

Cheer competition

Fleming Island
High School

1/25 -
1/26/24

TBA
Varsity
Cheer

Cheer competition

Fleming Island
High School

2/2 - 2/3/24 Lakeland, FL
Varsity
Cheer

Cheer competition

Fleming Island
High School

2/8 -
2/12/24

Orlando, FL
Varsity and
JV Cheer

Cheer competition

Fleming Island
High School

12/1 -
12/2/23

Bartow, FL
Varsity and
JV Cheer

Cheer competition

Fleming Island
High School

11/9 -
11/11/23

Howey-in-the-
Hills, FL

Girls Golf Qualified for the State Golf Tournament

Fleming Island
High School

11/9 -
11/11/23

Howey-in-the-
Hills, FL

Boys Golf Qualified for the State Golf Tournament

Fleming Island
High School

12/89 -
12/9/23

McDonough,
GA 30253

NJROTC
Orienteerin
g Team

NJROTC Orienteering Championship

Keystone
Heights High
School

12/4 -
12/5/23

Orlando, FL  Culinary Culinary competition - Orlando Handheld Comp

Middleburg High
School

1/26 -
1/27/24

Crawfordville,
FL

Wrestling Wrestling competition

MIddleburg HIgh
School

2/9 -
2/10/24

Kissimmee,
FL

Wrestling Wrestling competition

Middleburg High
School

2/29 -
3/2/24

Kissimmee,
FL

Wrestling Wrestling State Competition

MIddleburg High
School

12/19 -
12/21/23

Kissimmee,
FL

Girls
Wrestling

Wrestling competition

Middleburg High
School

2/16 -
2/17/24

Tallahassee,
FL

Girls
Wrestling

Wrestling competition

MIddleburg High
School

2/29 -
3/2/24

Kissimmee,
FL

Girls
Wrestling

State Wrestling Tournament

Middleburg High
School

2/23 -
2/24/24

Tallahassee,
FL

Wrestling Wrestling Regional Tournament

Middleburg High
School

11/6 -
11/8/23

Howey-in-the-
Hills, FL

Girls Golf Girls qualified for the State Championship

MIddleburg High 11/7 - Winterhaven, Volleyball State Volleyball Tournament

Page 115 of 340

DRAFT



School 11/9/23 FL
Oakleaf High
School

11/4/23 Guyton, GA NJROTC Effingham Drill meet

Oakleaf High
School

12/9 -
12/10/23

Haines City,
FL

FFA
Officers

Leadership training

Oakleaf High
School

1/19 -
1/21/24

Gainesville,
FL

Model UN GatorMUN Conference

Oakleaf High
School

12/8/23 Appling, GA NJROTC NJROTC Orienteering Championship

Oakleaf High
School

1/17 -
1/18/24

Haines City,
FL

FFA
Environme
ntal Sci
Team

FFA Environmental State Finals

Ridgeview High
School

2/29 -
3/3/24

Orlando, FL  Culinary ProStart Competition

Ridgeview High
School

12/4 -
12/5/23

Orlando, FL Culinary Culinary Competition

Ridgeview High
School

12/8 -
12/9/23

Appling, GA
NJROTC
Orienteerin
g Team

NJROTC Orienteering Competition

Gap Analysis
Field trips provide students with a window to the real world that they don't get in the classroom, and they can help students
understand real-world applications to abstract concepts.

Previous Outcomes
All out of county activity trips are selected, planned, evaluated, and approved or rejected in conformity with written district
policy.

Expected Outcomes
It is important to recognize that learning outcomes from field trips can range from cognitive to affective outcomes. Exposing
students to new experiences and can increase interest and engagement in academics regardless of prior interests.

Strategic Plan Goal
Ensure that every classroom provides a quality and rigorous instructional experience in order to elevate student outcomes.

Recommendation
That the Clay County School Board approve out of county student travel.   

Contact
Roger Dailey, Chief Academic Officer K12; roger.dailey@myoneclay.net; 904-336-6904
Treasure Pickett, Chief of Secondary; treasure.pickett@myoneclay.net; 904-336-6918

Financial Impact
None

Review Comments

Attachments

December 2023 Board Backup.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C5 - Affiliation Agreement between Clay County District Schools and Valdosta State University (VSU)

Description
This agreement is between Clay County District Schools and Valdosta State University for VSU students to participate in
clinical/occupational experiences under the direction of a qualified mentor educator in Clay County schools.

Gap Analysis
Without this agreement, interns from Valdosta State University cannot be placed in Clay County District Schools and would
thereby prevent potential teacher candidates from choosing Clay to begin their career.

Previous Outcomes
Clay County District Schools currently has agreements with 31 Colleges/Universities, and has not had an agreement previously
with VSU.  This agreement would allow teacher candidates from VSU to be placed in Clay.

Expected Outcomes
Placement of teacher candidates provides real-world experiences to better prepare them for the rigors of teaching in the Prek-12
educational setting.  VSU is currently requesting the placement of 1 student, and this agreement will allow for future interns to be
placed over the duration of the contract period.

Strategic Plan Goal
Goal 2: Talent Recruitment, Development, and Retention
 
Strategy 1.1: Develop strategic partnerships with organizations and universities to source new talent for a diverse workforce that
is effective and highly-qualified for non-instructional, instructional, and administrative positions throughout CCDS

Recommendation
That the Clay County School Board approve the agreement between Clay County District Schools and Valdosta State University.

Contact
Roger Dailey,  Chief Academic Officer, 904.336.6904  roger.dailey@myoneclay.net

Financial Impact
$0

Review Comments

Attachments

240074 Valdosta State Univ Collab Partnership.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C6 - Addition to the Professional Learning Catalog (Master In-service Plan)

Description
The Florida legislature recognizes the importance of planning for developing human potential and requires each district to
develop a comprehensive Professional Learning Catalog, which was formerly known as the Master In-service Plan. Each district
is required to update, revise, and submit a Professional Learning Catalog to provide a detailed description of each professional
learning component, to include the name of the component, general description, primary purpose, evaluation methods for staff
and students, implementation method, learning methods and participation hours.  Each unique type of professional learning
experience requires a corresponding component.

Gap Analysis
In response to recent legislation, Career and Technical Education teachers can now earn in-service points for supporting students
in extracurricular activities.   There is currently not a component in the Professional Learning Catalog that allows for points to be
awarded for this activity. A component will be added to the Professional Learning Catalog to allow teachers to be awarded points
for supporting students in extracurricular activities.

Previous Outcomes
The CCDS Professional Learning Catalog was last revised in May 2023.

Expected Outcomes
The CCDS Professional Learning Catalog will include a component for the  CTE (Career and Technical Education) Career and
Technical Student Organizations (CTSO), and will allow teachers to earn in-service points in alignment with the most current
statute.

Strategic Plan Goal
Goal:   Goal 2: Talent, Recruitment, Development, and Retention
Strategy: 2.3  Retain employees through opportunities for growth and career development leading to high satisfaction and
increased student outcomes.

Recommendation
That the Clay County School Board approve the CCDS Professional Learning Catalog.

Contact
Roger Dailey,  Chief Academic Officer, 904.336.6904  roger.dailey@myoneclay.net

Financial Impact
$0

Review Comments

Attachments

CTE (Career and Technical Education) Career and Technical Student Organizations (CTSO) , 10_16_2023.pdf
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‭Clay County District Schools High Quality MIP (HQMIP) Component‬

‭1.‬ ‭IDENTIFICATION:‬

‭Title:‬ ‭CTE (Career and Technical Education) Career and Technical Student‬
‭Organizations (CTSO)‬

‭Component Number:‬ ‭1-002-003‬

‭Function‬‭:‬ ‭1 Subject Content/Academic Standards‬

‭Focus Area:‬ ‭002‬

‭Local Sequence Numbers:‬ ‭003‬

‭Points to be Earned:‬ ‭120‬

‭Primary Purpose:‬ ‭C- Florida Educators Certificate Renewal‬

‭2.‬ ‭DESCRIPTION‬‭:‬

‭Participants will support students in extracurricular activities such as Career and Technical Organization‬
‭(CTSO) that will improve student learning and create more efficient classrooms.‬

‭3.‬ ‭LINK(S) TO PRIORITY INITIATIVES:‬

‭Academic content standards for student achievement, Assessment and tracking student progress,‬
‭Continuous Improvement practices, Digital Learning/Technology Infusion, Instructional design and lesson‬
‭planning, Learning environment (as per FEAPS standards)‬

‭4.    FLORIDA PL STANDARDS SUPPORTED BY THIS COMPONENT:‬

‭1.2 Needs & Planning- Professional Learning Resources, 2.1 Learning- Learning Outcomes, 3.1‬
‭Implementing- Implementation of Learning‬

‭5.‬ ‭IMPACT AREA(S):‬

‭Study leading to deep understanding of the practice(s), standard(s), and/or process(es) targeted‬

‭6.‬ ‭SPECIFIC LEARNER OUTCOMES‬‭:‬

‭Participants will support students in extracurricular CTE activities (e.g., career and technical student‬
‭organization activities outside of regular school hours and training related to the supervision of such‬
‭organizations).‬

‭7.‬ ‭LEARNING PROCEDURES (Methods):‬

‭A- Knowledge Acquisition: Workshop - training event or process (limited to knowledge‬
‭transmission/training focused on understanding the component's content)‬

‭WHAT will occur during this professional learning opportunity?‬
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‭Participants will support students in extracurricular CTE activities (e.g., career and technical student‬
‭organization activities outside of regular school hours and training related to the supervision of such‬
‭organizations).‬

‭HOW will the experiences be provided to participants during this professional learning‬
‭opportunity?‬

‭Participants will support students in extracurricular CTE activities at the school, district, state and national‬
‭level.‬

‭KEY ISSUES to be included in participant implementation agreements that support the specific‬
‭learner outcomes identified above.‬

‭Participants will take knowledge from CTSO activities back to the classroom for co-curricular learning to‬
‭take place.‬

‭8.‬ ‭IMPLEMENTATION/MONITORING PROCEDURES:‬

‭P- Participant Product related to training or learning process (may include lesson plans, written reflection‬
‭on lessons learned, audio/video exemplars, case study findings, modeling improved practice, samples of‬
‭resulting student work, and/or collegial training resources)‬

‭9.‬ ‭IMPACT EVALUATION PROCEDURES:‬

‭What methods will be used to evaluate the impact of the component on the targeted Impact Areas‬
‭and Targeted Learner Outcomes?‬

‭Evaluation Method Staff:‬ ‭A- Changes in instructional or learning environment practices implemented‬
‭in the classroom or directly with students (observed or measured impact on‬
‭educator proficiency through the district’s instructional or school leader‬
‭evaluation system indicators, components, and/or domains, and/or‬
‭deliberate practice or IPDP/ILDP growth targets, and/or district or school‬
‭level processes for tracking student progress)‬

‭Evaluation Method‬
‭Student:‬

‭A- Results of national, state or district-developed/standardized student‬
‭performance measure(s)‬

‭Students will be successful in CTSO activities at the school, district, state and national level.‬

‭Who will use the evaluation impact data gathered?‬

‭Participants will use the data gathered to evaluate their program and make changes for improvement.‬

‭10.‬‭PROCEDURES FOR USE OF THE COMPONENT’S EVALUATION FINDINGS:‬

‭Participants will use the findings to evaluate their program and methods of instruction to make‬
‭improvements that lead to student success.‬
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‭DISTRICT RECORD KEEPING DATA RELATED TO DEVELOPMENT OF THIS COMPONENT:‬

‭Date Approved:‬ ‭December 2023 - pending board approval‬

‭Date Revised:‬ ‭N/A‬

‭Department:‬ ‭Career and Technical Education (CTE)‬

‭Name(s) of Component‬
‭Author(s):‬

‭Alice Paulk‬
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C7 - Proposed Allocation Changes for 2023-2024

Description
Staff allocation documents clarify how each school, district department and division is staffed for the 2023-2024 school year.
The School Board is required to take action on all staff allocation changes.

Gap Analysis
These allocation changes are required to ensure the adequate staffing of the district and schools.

Previous Outcomes
The district and schools are adequately staffed.

Expected Outcomes
Staffing will be sufficient to meet the needs of the various schools and district departments.

Strategic Plan Goal
The district ensures fiscal responsibility and equitable distribution of resources.

Recommendation
Approve staff allocation plan as submitted.

Contact
Dr. Susan Legutko, Assistant Superintendent for Business Affairs, (904)336-6722, susan.legutko@myoneclay.net

Financial Impact
Reflected in attachment.

Review Comments

Attachments

12.07.23 - 23-24 Allocation Summary.pdf
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PROPOSED CHANGES TO STAFF ALLOCATIONS    2023-2024 SUMMARY  Board Meeting, December 7, 2023

School Add Delete Allocation Comment Salary Benefits Total Cost

2023-2024 ACTIONS

General Funds

OLJ - 0611 -1.0 Teacher, VESC-LI Enrollment & student needs ($48,450) ($16,967) ($65,417)

OLJ - 0611 1.0 Support Facilitator Enrollment & student needs $48,450 $16,967 $65,417

KHE - 0301 1.0 Custodian

Increase in size of new 

cafeteria addition $29,250 $10,243 $39,493

TOTAL: $29,250 $10,243 $39,493

Pending Board Approval 12/07/2023
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C8 - Monthly Financial Reports for October, 2023

Description
The Monthly Financial Reports, in accordance with SBE Rule 6A-1.008, are submitted for the use and consideration of the Board
for the month ending October 31, 2023.

Gap Analysis
The Monthly Financial Reports show compliance to the district's amended budget as of the month end reported and meet State
and School Board financial reporting requirements.

Previous Outcomes
It has been a past (normal) practice to provide Monthly Financial Reports, in accordance with SBE Rule 6A-1.008.
 

Expected Outcomes
The Monthly Financial Reports are provided to meet the stewardship responsibilities of the district for reporting and
accountability of the district's finances.

Strategic Plan Goal
Goal 5:  Strategy 2:  Ensure fiscal responsibility through the effective management of district operations in an effort to maximize
available resources necessary to provide an environment that is safe, efficient, and conducive to learning.  Promote fiscal
transparency and communication.
 

Recommendation
That the Clay County School Board accept for use and consideration the Superintendent's Monthly Financial Reports for
October, 2023.
 

Contact
Dr. Susan M. Legutko, Assistant Superintendent of Business Affairs, (904) 336-6721, susan.legutko@myoneclay.net

Financial Impact
The Monthly Financial Reports reflect the year-to-date results of operations.

Review Comments

Attachments

October 2023 Monthly Board Financial Report.pdf

October 2023 Monthly Board Property Report.pdf

Contracts Signed By Super for $50,000 to $100,000.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C9 - Budget Amendment Report for October 2023

Description
Florida State Board of Education Administrative Rule 6A-1.006 requires that the School Board approve amendments to the
district school budget whenever the function and object amounts in the accounts prescribed by the State Board form are changed
from the original budget approved by the School Board.  The Budget Amendments are procedurally necessary to update our
budget to reflect changes as outlined in the attached statements.
 
 
 

Gap Analysis
The monthly budget amendment show compliance to the district's amended budget as of the month end reported and meet State
and School Board financial reporting requirements. 

Previous Outcomes
Reported as per Florida State Board of Education Administrative Rule 6A-1.006.  

Expected Outcomes
The monthly budget amendment is provided to meet the stewardship responsibilities of the district for reporting and
accountability of the district's budget.

Strategic Plan Goal
Goal: 2: Strategy 2.4; Ensure effective and efficient use of resources for fiscal stability.

Recommendation
Approval of the Budget Amendments for October 2023 as presented.
 

Contact
Dr. Susan M. Legutko, Assistant Superintendent for Business Affairs

Financial Impact
See attached statements for a complete analysis of the financial impact.

Review Comments

Attachments

23-24 Budget Amendment October 2023.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C10 - DELETION OF CERTAIN ITEMS REPORT NOVEMBER, 2023

Description
The items listed have been surveyed by the Coordinator of Property Control, at the request of the Cost Center Property Manager,
and the recommended disposition is noted. These items are either obsolete, unusable or beyond economical repair. These items
should be removed from active inventory and disposed of in the manner indicated. Deletions are for property items received in
the month of October, 2023.

Gap Analysis
N/A

Previous Outcomes
Property Records followed State mandate on trackable assets, Chapter 274.05

Expected Outcomes
Tangible Personal Property shall be controlled and supervised from acquisition through transfer or disposal. Disposal of property
shall be in accordance with Section 274.05, Florida Statutes. All deletions of items with a value of $1,000.00 or more will be
approved by The School Board of Clay County prior to disposition - School Board Policy Section 5.03C.

Strategic Plan Goal
Goal 5: Strategy 5.4; Enhance fiscal practices that enable the district to maximize effectiveness and efficiency

Recommendation
Approve Deletion of Certain Items Report - November, 2023 as submitted

Contact
Dr. Susan Legutko,
Assistant Superintendent for Business Affairs
(904)-336-6721
susan.legutko@myoneclay.net

Financial Impact
Provides additional storage space and eliminates the need to account for unusable property. Reduces the dollar value of Tangible
Personal Property

Review Comments

Attachments

DELETION OF CERTAIN ITEMS REPORT NOVEMBER, 2023.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C11 - Florida Department of Highway Safety and Motor Vehicles Data Exchange Memorandum of Understanding

Description
The purpose of the Memorandum of Understanding with the Florida Department of Highway Safety and Motor Vehicles Data
Exchange is to establish the conditions and limitations under which the Providing Agency agrees to provide electronic access to
Driver License Information, Motor Vehicle Information, Crash Report Information, Crash Insurance Information, and/or
Insurance requesting information to the requesting party.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
The Board will approve the Memorandum of Understanding with the Florida Highway Safety and Motor Vehicles. 

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve the Memorandum of Understanding with the Florida Highway Safety and Motor Vehicles. 

Contact
Bryce Ellis, Assistant Superintendent Operations, (904) 336-6853, bryce.ellis@myoneclay.net,
Randall Crawford, Director of Transportation, (904) 336-0002, randall.crawford@myoneclay.net

Financial Impact
None

Review Comments

Attachments

FLHMV Data Exchange MOU 12.23.pdf
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FLORIDA DEPARTMENT OF HIGHWAY SAFETY AND MOTOR VEHICLES 

DATA EXCHANGE MEMORANDUM OF UNDERSTANDING 

This Memorandum of Understanding ( MOU) is made and entered into by and between 

_______________________________________________________________________, hereafter 

referred to as the Requesting Party, and the Florida Department of Highway Safety and Motor 

Vehicles, hereafter referred to as the Providing Agency, collectively referred to as the Parties. 

I. Purpose

The Providing Agency is a Government Entity whose primary duties include issuance of motor

vehicle and driver licenses, registration and titling of motor vehicles, and enforcement of all laws

governing traffic, travel, and public safety upon Florida’s public highways.

In carrying out its statutorily mandated duties and responsibilities, the Providing Agency collects

and maintains Personal Information that identifies individuals. Based upon the nature of this

information, the Providing Agency is subject to the various disclosure prohibitions and restrictions

contained in 18 U.S.C. §2721, the Driver’s Privacy Protection Act (hereafter “DPPA”), sections

119.0712(2), 316.066, 324.242, and 501.171, Florida Statutes, and other statutory provisions.

The Requesting Party is a Government Entity or Private Entity operating under the laws and

authority of the state of Florida and/or operating under federal laws and is requesting Personal

Information and declares that it is qualified to obtain Personal Information under the exception

number(s), listed in Attachment I, authorized by DPPA.

This MOU is entered into for the purpose of establishing the conditions and limitations under which

the Providing Agency agrees to provide electronic access to Driver License Information, Motor

Vehicle Information, Crash Report Information, Crash Insurance Information, and/or Insurance

Data Exchange MOU w/ Crash (rev. 6/27/2023) Page 1 of 27 

Contract Number- HSMV-________

Page 244 of 340

DRAFT



Record Information to the Requesting Party. 

The types of data requested and the applicable statutory fees if applicable, are agreed to by both 

parties as indicated in Attachment II. 

The Requesting Party is receiving a _______ 9-digit, a _______ 4-digit, or _______ no social security 

number, pursuant to Chapter 119, Florida Statutes, or other applicable laws. 

II. Definitions

For the purposes of this MOU, the below-listed terms shall have the following meanings: 

A. Batch/File Transfer Protocol (FTP)/Secure File Transfer Protocol (SFTP) - An electronic

transfer of data in a secure environment.

B. Business Point-of-Contact - A person appointed by the Requesting Party to assist the

Providing Agency with the administration of the MOU.

C. Consumer Complaint Point-of-Contact - A person  appointed by the  Requesting  Party to

assist  the Providing Agency with complaints from consumers regarding misuse of Personal

Information protected under DPPA.

D. Control Record - A record containing fictitious information that is included in data made

available by the Providing Agency and is used to identify inappropriate disclosure or misuse

of data.

E. Crash Insurance Information - Insurance information, such as insurance company name,

policy type, policy status, insurance creation and expiration date, including insurance policy

number, provided to the Requesting Party pursuant to section 324.242, Florida Statutes,

on vehicles involved in a crash.

F. Crash Report Information - Information derived from crash reports submitted by the

investigating law enforcement agency to the Providing Agency and entered into a

computerized database pursuant to section 316.066, Florida Statutes, which includes

Data Exchange MOU w/ Crash (rev. 6/27/2023) Page 2 of 27 
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Personal Information  and the employment street address, and the home and telephone 

numbers of the Parties involved in the crash. 

G. Downstream Entity - Any individual, association, organization, or corporate entity who 

receives Driver License Information, Crash Report Information, Crash Insurance 

Information, and/or Insurance Record Information from a Third Party End User in 

accordance with DPPA and section 119.0712(2), Florida Statutes. 

H. Driver License Information – Driver license and identification card data collected and 

maintained  by the Providing Agency. This data includes Personal Information . 

I. Driver’s Privacy Protection Act (DPPA) - The Federal Act (see, 18 United States Code § 2721, 

et seq.) that prohibits release and use of Personal Information except as otherwise 

specifically permitted within the Act. 

J. Government Entity - Any federal, state, county, county officer, or city government, 

including any court or law enforcement agency. 

K. Highly Restricted Personal Information – Information that includes, but is not limited to, 

medical or disability information and social security number. 

L. Insurance Record Information - Insurance information, such as insurance company name, 

policy type, policy status, insurance creation and expiration date, but excluding insurance 

policy number, provided to the Requesting Party, pursuant to section 324.242, Florida 

Statutes. 

M. Motor Vehicle Information - Title and registration data collected and maintained by the 

Providing Agency for vehicles and vessels. This information includes Personal Information. 

N. Parties - The Providing Agency and the Requesting Party. 

O. Personal Information - As described in section 119.0712(2)(b), Florida Statutes and 18 

U.S.C. S.2725, information which includes, but is not limited to, the subject’s driver 
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identification number, name, address, (but not including the 5–digit zip code), date of 

birth, height, race, gender and medical or disability information. 

P. Private Entity - Any entity that is not a unit of government, including, but not limited to, a 

corporation, partnership, limited liability company, nonprofit organization or other legal 

entity or a natural person. 

Q. Providing Agency - The Department of Highway Safety and Motor Vehicles. 

R. Requesting Party - Any entity type that is expressly authorized by section 119.0712(2), 

Florida Statutes and DPPA to receive Personal Information and/or Highly Restricted 

Personal Information that requests information contained in a driver license or motor 

vehicle record from the Providing Agency through remote electronic access. 

S. Requesting Party Number - A unique number assigned to the Requesting Party by the 

Providing Agency that identifies the type of records authorized for release and the 

associated statutory fees for such records. 

T. Technical Contact - A person appointed by the Requesting Party to oversee the 

maintenance/operation of setting up of Web Service and Batch/FTP/SFTP processes. 

U. Third Party End User - Any individual, association, organization, or corporate entity who 

receives Driver License Information, Motor Vehicle Information, Crash Report Information, 

Crash Insurance Information, and Insurance Record Information from the Requesting Party 

in accordance with DPPA and sections 119.0712(2), 316.066, and 324.242, Florida Statutes. 

V. Web Service - A service where the Requesting Party writes a call program to communicate 

with the Web Service of the Providing Agency to receive authorized motor vehicle and 

driver license data. 

III. Legal Authority; Restrictions on the Dissemination of Information Provided by the Providing 

Agency 

Data Exchange MOU w/ Crash (rev. 6/27/2023) Page 4 of 27 
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A. The Providing Agency maintains computer databases containing information pertaining to 

driver’s licenses and motor vehicles pursuant to Chapters 316, 317, 319, 320, 322, 328, and 

section 324.242, Florida Statutes. The Driver License Information, Motor Vehicle Information, 

Crash Report Information, Crash Insurance Information, Insurance Record Information and 

vessel data contained in the Providing Agency’s databases is defined as public record pursuant 

to Chapter 119, Florida Statutes and, as such, are subject to public disclosure, unless otherwise 

exempted from disclosure or made confidential by law. 

B. As the custodian of the state’s Driver License Information, Motor Vehicle Information Crash 

Report Information, Crash Insurance Information, and Insurance Record Information, , the 

Providing Agency is responsible for providing access only to records and information permitted 

to be disclosed by law. 

C. Under this MOU, the Requesting Party will be provided, via remote electronic means, certain 

Driver License Information, Motor Vehicle Information, Crash Report Information, Crash 

Insurance Information, and Insurance Record Information, including Personal Information 

authorized to be released pursuant to DPPA and sections 119.0712(2), 316.066, or 324.242, 

Florida Statutes, 

D. Highly Restricted Personal Information shall only be released in accordance with DPPA and 

Florida law. 

E. The Providing Party only may provide information derived from crash reports to the 

Requesting Party pursuant to section 316.066(2), Florida Statutes. Sixty days after the date a 

crash report is filed, the Providing Agency may provide Crash Report Information to entities 

eligible to access the crash report pursuant to section 316.066(2)(b), Florida Statutes, and in 

accordance with any of the permissible uses listed in 18 U.S.C. s. 2721(b) and pursuant to the 

resale and redisclosure requirements in 18 U.S.C. s. 2721(c). 

F. This MOU is governed by the laws of the State of Florida and venue for any dispute arising 

from this MOU shall be exclusively in Leon County, Florida. 

IV. Statement of Work 
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A. The Providing Agency agrees to: 

1. Provide the Requesting Party with the technical specifications, and Requesting Party 

Number if applicable, required to access data in accordance with this MOU and the access 

method being requested. 

2. Allow the Requesting Party to electronically access Driver License Information, Motor 

Vehicle Information, Crash Report Information, Crash Insurance Information, and 

Insurance Record Information as authorized under this MOU, DPPA, and sections 

119.0712(2), 316.066, and 324.242, Florida Statutes. 

3. Collect all fees for providing the electronically requested data, pursuant to applicable 

Florida Statutes, rules and policies, including sections 320.05 and 322.20, Florida Statutes. 

The fee shall include all direct and indirect costs of providing remote electronic access, 

according to section 119.07(2)(c), Florida Statutes. 

4. Collect all fees due for electronic requests through the Automated Clearing House  account 

of the banking institution which has been designated by the Treasurer of the State of 

Florida for such purposes. 

5. Terminate the access of the Requesting Party for non-payment of required fees. The 

Providing Agency shall not be responsible for the failure, refusal, or inability of the 

Requesting Party to make the required payments, or interest on late payments for periods 

of delay attributable to the action or inaction of the Requesting Party. 

6. Notify the Requesting Party at least thirty (30) business days prior to changing any fee 

schedules, when it is reasonable and necessary to do so, as determined by the Providing 

Agency. All fees are established by Florida law. Any changes in fees shall be effective on 

the effective date of the corresponding law change. The Requesting Party may continue 

with this MOU, as modified, or it may terminate the MOU in accordance with Section XI., 

subject to the payment of all fees incurred prior to termination. 

7. Perform all obligations to provide access under this MOU contingent upon an annual 
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appropriation by the Legislature. 

8. Provide electronic access to Driver License Information, Motor Vehicle Information, Crash 

Report Information, Crash Insurance Information, and Insurance Record Information, 

pursuant to roles and times established other than scheduled maintenance or periods of 

uncontrollable disruptions. Scheduled maintenance normally occurs Sunday mornings 

between the hours of 6:00 A.M. and 10:00 A.M., Eastern Time. 

9. Provide a contact person for assistance with the implementation of this MOU. 

B. The Requesting Party agrees to: 

1. Access or utilize all information provided by the Providing Agency pursuant to this MOU in 

strict compliance with DPPA and sections 119.0712(2), 316.066, and 324.242, Florida 

Statutes. 

2. Maintain the confidential and exempt status of all information provided by the Providing 

Agency pursuant to this MOU as required by DPPA and sections 119.0712(2), 316.066, and 

324.242, Florida Statutes. 

3. Ensure that any Third Party End Users and Downstream Users accessing or utilizing 

information obtained by the Requesting Party by, through, or as a result of this MOU shall 

do so strictly in compliance with DPPA and sections 119.0712(2), 316.066, and 324.242, 

Florida Statutes. 

4. Ensure that any Third Party End Users and Downstream Users accessing or utilizing 

information obtained by the Requesting Party by, through, or as a result of this MOU 

maintains the confidential and exempt status of  such information as required by DPPA 

and sections 119.0712(2), 316.066, and 324.242, Florida Statutes. 

5. Ensure that Highly Restricted Personal Information, including that accessed by any Third 

Party End Users and Downstream Users by, through, or as a result of this MOU, only may 

be released as authorized by DPPA and Florida law. 
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6. Request access to Crash Insurance Information, including Vehicle Identification Number, if 

authorized pursuant to this MOU only for vehicles actually involved in a crash or for 

vehicles of persons involved in a crash. Access to Crash Insurance Information will be 

provided by the Providing Agency only upon the submission by the Requesting Party of the 

date of a specific crash, the associated crash report number, and evidence that the 

Requesting Party or a Third Party End User is the attorney of the person involved in a 

specific crash or a representative of the insurer of a person involved in a specific crash. 

7. Use information provided pursuant to this MOU only for the expressed purposes as 

described in Attachment I of this MOU. 

8. Not misuse its Requesting Party Number to obtain information pursuant to this MOU for 

any use which violates this MOU and the immediate termination of this MOU by the 

Providing Agency upon the discovery of any misuse by the Requesting Party of its 

Requesting Party Number. 

9. Self-report to the Providing Agency all violations of the MOU within five (5) business days 

of discovery of such violation(s). The report shall include a description, the time period, 

the number of records impacted, the harm caused, and all steps taken as of the date of 

the report to remedy or mitigate any injury caused by the violation. 

10. Accept responsibility for interfacing with any and all Third Party End Users. The Providing 

Agency will not interact directly with any Third Party End Users. Requesting Party  shall not 

give Third Party End Users the name, e-mail address, or telephone number of any Providing 

Agency employee without the express written consent of the Providing Agency. In 

addition, the Requesting Party agrees to have controls in place to ensure Third Party End 

Users comply with all requirements of this MOU. 

11. Have controls in place to ensure Third Party End Users who redisclose FLHSMV data to 

Downstream Entities are subject to the terms and conditions of this MOU and that such 

Downstream Entities comply with this MOU, DPPA, and sections 119.0712(2), 316.066, and 

324.242, Florida Statutes 
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12. Establish procedures to ensure that its employees and agents, including any contractors 

carrying out work on behalf of the Requesting Party or Third Party End Users and/or 

Downstream Entities, comply with Section V., Safeguarding Information, and provide a 

copy of the procedures to the Providing Agency within ten (10) business days of a request. 

13. Not assign, sub-contract, or otherwise transfer its rights, duties, or obligations under this 

MOU without the express written consent and approval of the Providing Agency. 

14. Use the information received from the Providing Agency only for the purposes authorized 

by this MOU, DPPA, and sections 119.0712(2), 316.066, and 324.242, Florida Statutes. The 

Requesting Party shall not: 

a. Redisclose the information received from the Providing Agency for bulk distribution 

for surveys, marketing or solicitations. 

b. Share or provide any information to another unauthorized entity, agency or person. 

15. Protect and maintain the confidentiality and security of the data received from the 

Providing Agency in accordance with this MOU and applicable state and federal laws. 

16. Indemnify the Providing Agency and its employees from any and all damages arising from 

the Requesting Party’s negligent or wrongful use of information provided by the Providing 

Agency, to the extent allowed by law. This provision is not applicable to federal 

governmental entities. 

17. For federal governmental entities: The Requesting Party agrees to promptly consider and 

adjudicate any and all claims that may arise out of this MOU resulting from the actions of 

the Requesting Party, duly authorized representatives, agents, or contractors of the 

Requesting Party, and to pay for any damage or injury as may be required by federal law. 

Such adjudication will be pursued under the Federal Tort Claims Act, 28 U.S.C. § 2671 et 

seq., the Federal Employees Compensation Act, 5 U.S.C. § 8101 et seq., or such other 

federal legal authority as may be pertinent. 
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18. Update user access/permissions upon reassignment of users within five (5) business days. 

19. Immediately inactivate user access/permissions following separation, negligent, improper, 

or unauthorized use or dissemination of any information. 

20. For all records containing Personal Information released to a Third Party End  User, 

maintain records identifying each person or entity that receives the Personal Information 

and the permitted purpose for which it will be used for a period of five (5) years. The 

Requesting Party shall provide such records or otherwise make such records available for 

inspection by the Providing Agency not later than five (5) business days after receipt of a 

request from the Providing Agency. 

21. Pay all costs associated with electronic access of the Providing Agency’s Driver License 

Information, Motor Vehicle Information, Crash Report Information, Crash Insurance 

Information, and Insurance Record Information. The Requesting Party shall: 

a. Maintain an account with a banking institution as required by the Providing Agency. 

b. Complete and sign the appropriate document(s) to allow the Providing Agency’s 

designated banking institution to debit the Requesting Party’s designated account. 

c. Pay all fees due the Providing Agency by way of the  Automated Clearing House 

account of  the Providing Agency’s designated banking institution. Collection of 

transaction fees from eligible and authorized Third Party End Users is the 

responsibility of the Requesting Party. 

22. Notify the Providing Agency within five (5) business days of any changes to the name, 

address, telephone number or email address of the Requesting Party, its Point-of-Contact 

for Consumer Complaints, and/or its Technical Contact. The information shall be e-mailed 

to DataListingUnit@flhsmv.gov. Failure to update this information as required may 

adversely affect the timely receipt of information from the Providing Agency. 

23. Immediately notify the Providing Agency of any change of FTP/SFTP for the receipt of data 
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under this MOU. Failure to update this information as required may adversely affect the 

timely receipt of information from the Providing Agency. 

24. Understand that this MOU is subject to any restrictions, limitations or conditions enacted 

by the Florida Legislature, which may affect any or all terms of this MOU. The Requesting 

Party understands that it is obligated to comply with all applicable provisions of law. 

25. Timely submit Internal Control and Data Security Audits required by Section VII., A. and 

the statements required in Section  VII., B. and C. 

26. A Requesting Party who has not previously received records from  the Providing Agency 

shall  utilize Web Services currently offered by the Providing Agency rather than 

batch/FTP/SFTP processes. Also, any Requesting Party using the FTP/SFTP processes 

agrees to transition to Web Services, where available, within six months (6) months of the 

Providing Agency’s request. 

27. Cooperate and ensure that its subcontractors, if any, cooperate with the Inspector General 

in any investigation, audit, inspection, review, or hearing pursuant to section 20.055, 

Florida Statutes. 

28. If the Requesting Party, a Third Party End User, or Downstream Entity that receives data 

from the Requesting Party has a public facing website that allows an individual to obtain 

Driver License Information or Motor Vehicle Information, the following minimum 

requirements must be in place prior to the transmission of data: 

a. Safeguards to ensure information obtained through the website is only disclosed to 

individuals authorized to receive it under 18 U.S.C. §2721(b). This includes internal 

controls to prevent or detect instances in which an individual attempts to purchase a 

record other than their own or to verify that the requestor meets a DPPA exemption. 

b. If the Requesting Party intends to allow an individual to purchase their own transcript 

from the Requesting Party’s website utilizing the DPPA permissible use provided by 

18 U.S.C. §2721(b)(13), a process to verify that the payment instrument used to 
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authorize the purchase is in the same name as the transcript being requested. 

c. Safeguards to ensure that information is provided through the website only for the 

expressed purposes as described in Attachment I of this MOU. 

d. Use of Transport Layer Security version 1.2 or later for encryption of data in transit 

and in session state. 

e. Safeguards to ensure that the website is periodically scanned by a qualified external 

vendor for system vulnerabilities and all identified vulnerabilities are promptly 

remedied. 

f. Safeguards to ensure that all systems that process Driver License Information or 

Motor Vehicle Information adhere to a formalized patch management process. 

g. If the Requesting Party allows Third Party End Users or Downstream Entities to have 

a public facing website, the Requesting Party shall have controls in place to ensure the 

Third Party End User or Downstream Entity meets these requirements. 

V. Safeguarding Information 

A. The Parties shall access, disseminate, use and maintain all information received under this 

MOU in a manner that ensures its confidentiality and proper utilization in accordance with 

Chapter 119, Florida Statutes, sections 316.066 and 324.242, Florida Statutes, and DPPA. 

Information obtained under this MOU shall only be disclosed to persons to whom disclosure 

is authorized under Florida law and federal laws. Any disclosure of information shall be in 

accordance with 18 U.S.C. §2721(c). In the event of a security breach, the Requesting Party 

agrees to comply with the provisions of section 501.171, Florida Statutes. 

B. Any person who knowingly violates section 119.0712(2), Florida Statutes or section 316.066, 

Florida Statutes, may be subject to criminal punishment and civil liability, as provided in 

sections 119.10 or 316.066, Florida Statutes. In addition, any person who knowingly discloses 

any information in violation of DPPA may be subject to criminal sanctions, including fines, and 
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civil liability. 

C. In an effort to ensure information is only used in accordance with Chapter 119, Florida 

Statutes, and DPPA, the Providing Agency may include Control Records in the data provided in 

an effort to identify misuse of the data. 

D. The Requesting Party shall notify the Providing Agency of any of the following within five (5) 

business days: 

1. Termination of any agreement/contract between the Requesting Party and any other state 

or State Agency due to non-compliance with DPPA, data breaches, or any state laws 

relating to the protection of driver privacy. The Requesting Party shall also notify the 

Providing Agency if any state or State Agency declines to enter into an agreement/contract 

with the Requesting Party to provide DPPA protected data. 

2. Any pending litigation alleging violations of DPPA or any law of any state relating to the 

protection of driver privacy. 

3. Any instance where the Requesting Party is found guilty or liable by a court of competent 

jurisdiction for misuse of data under DPPA or under any law of any state relating to the 

protection of driver privacy. 

4. Any instance where the owner, officer, or control person of the Requesting Party owned a 

majority interest in, or acted as a control person of, an entity that was found guilty or liable 

by a court of competent jurisdiction for misuse of data under DPPA or under any law of 

any state relating to the protection of driver privacy. 

5. A breach of security as defined by section 501.171, Florida Statutes. 

E. The Parties mutually agree to the following: 

1. Information exchanged will not be used for any purposes not specifically authorized by this 

MOU and its attachments. Unauthorized use includes, but is not limited to, queries not 
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related to a legitimate business purpose, personal use, and the dissemination, sharing, 

copying or passing of this or any unauthorized information to unauthorized persons. 

2. The Requesting Party will not be liable to the  Providing  Agency for  any Driver License 

Information or Motor Vehicle Information lost, damaged, or destroyed as a result of the 

electronic exchange of data pursuant to this MOU, unless resulting from a negligent or 

wrongful act or omission of the Requesting Party. 

3. Information obtained from the Providing Agency will be stored in a location that is 

physically and logically secure from access by unauthorized persons. 

4. The Requesting Party shall develop security requirements and standards consistent with 

section 282.318, Florida Statutes, Florida Administrative Code Rule 60GG-2 (Formerly 74-

2, FAC), and the Providing Agency’s security policies; and employ adequate security 

measures to protect Providing Agency’s information, applications, data, resources, and 

services. The applicable Providing Agency security policies are set forth in Attachment III. 

5. Access to the information received from the Providing Agency will be protected in such a 

way that unauthorized persons cannot view, retrieve, or print the information. 

6. All personnel with access to the information exchanged under the terms of this MOU will 

be instructed about, and acknowledge in writing their understanding of, the confidential 

nature of the information. These written acknowledgements must be maintained in a 

current status by the Requesting Party  and provided to the Providing Agency not later 

than ten (10) business days after a written request from the Providing Agency to review 

the written acknowledgments. 

7. All personnel with access to the information will be instructed about and acknowledge in 

writing their understanding of the civil and criminal sanctions specified in state and federal 

law for unauthorized use of the data. These written acknowledgements must be 

maintained in a current status by the Requesting Party and provided to the Providing 

Agency not later than ten (10) business days after a written request from the Providing 

Agency to review the written acknowledgments. 
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8. All access to the information must be monitored on an ongoing basis by the Requesting 

Party. In addition, the Requesting Party must complete an Annual Certification Statement 

to ensure proper and authorized use and dissemination of information and provide it to 

the Providing Agency pursuant to Section VII. B, below. 

9. All data received from the Providing Agency shall be encrypted during transmission to 

Third Party End Users using Transport Layer Security (TLS) version 1.2 or higher encryption 

protocols. Alternate encryption protocols are acceptable only upon prior written approval 

by the Providing Agency. 

10. By signing the MOU, the representatives of the Providing Agency and Requesting Party, on 

behalf of the respective Parties, attest and ensure that the confidentiality of the 

information exchanged will be maintained. 

VI. Third Party End Users 

Any agreement by the Requesting Party to provide Driver License Information, Motor Vehicle 

Information, Crash Report Information, Crash Insurance Information, or Insurance Record 

Information to a Third Party End User and any agreement by a Third Party End User to provide 

Driver License Information, Motor Vehicle Information, Crash Report Information, Crash Insurance 

Information, or Insurance Record Information to a Downstream Entity shall: 

A. Be in writing. 

B. Include and incorporate this MOU by reference without any change to this MOU. 

C. Require the Third Party End User and any Downstream Entity to comply with DPPA and 

sections 119.0712(2), 316.066, and 324.242, Florida Statutes. 

D. Require the Third Party End User and any Downstream Entity to acknowledge in writing that, 

by receipt of Driver License Information, Motor Vehicle Information, Crash Report 

Information, Crash Insurance Information, or Insurance Record Information, such Third Party 

End User and Downstream Entity are subject to and must comply with DPPA, sections 
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119.0712(2), 316.066, and 324.242, Florida Statutes. 

E. Require the Requesting Party, Third Party End User, and any Downstream Entity to provide a 

copy of such agreement to the Providing Agency within ten (10) business days after a request 

by the Providing Agency for a copy of such agreement. 

The failure of a Requesting Party, Third Party End User, and Downstream Entity to timely 

provide a copy of such agreement to the Providing Agency when requested by the Providing 

Agency shall be cause for the immediate termination of this MOU by the Providing Agency. 

VII. Compliance and Control Measures 

A. Internal Control and Data Security Audit - This MOU is contingent upon the Requesting Party having 

appropriate internal controls in place at all times to ensure that the information provided or 

received pursuant to this MOU is protected from unauthorized access, distribution, use, 

modification, or disclosure. The Requesting Party must submit to the Providing Agency an Internal 

Control and Data Security Audit from a currently licensed Certified Public Accountant (CPA), on or 

before the first anniversary of the execution date of this MOU or within one hundred twenty (120) 

days from receipt of a written request from the Providing Agency. Government agencies may submit 

the Internal Control and Data Security Audit from their Agency’s Internal Auditor or Inspector 

General. The audit report shall be sent to the Providing Agency in the manner prescribed in Section 

XII, for Notices. 

1. The audit report shall: 

a. Indicate whether the internal controls governing the use and dissemination of 

personal data have been evaluated based on the requirements of this MOU (see item 

2 below). 

b. Indicate whether those internal controls included data security policies/procedures in 

place for personnel to follow and data security procedures/policies in place to protect 

personal data. 
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c. Indicate whether those data security procedures/policies have been approved by a 

Risk Management IT Security Professional, with credentials such as, but not limited 

to: CISA, CISSP, CISM, or CRISC. 

d. Indicate whether any and all deficiencies/issues found during the audit have been 

corrected and measures enacted to prevent recurrence. 

e. Include an opinion on whether those internal controls are adequate to protect the 

personal data from unauthorized access, distribution, use, modification, or disclosure. 

2. The audit must be based on the requirements of this MOU, Florida Administrative Code Rule 

60GG-2, and the Providing Agency’s External Information Security Policy (attachment III). 

Engagements that do not consider these specific criteria or do not render an independent 

auditor’s opinion or conclusion will not meet the requirements for the Internal Control and 

Data Security Audit. The Parties agree that a SOC 2 Report, consulting service engagement, 

or other audit report type will not satisfy the requirements for the Internal Control and Data 

Security Audit if the SOC 2 Report, consulting service engagement, or other audit report 

does not specifically address each of the elements listed in Section VII., A., 1. a., b., c., d., 

and e. 

3. The Parties agree that an audit report which includes an audit period entirely outside the 

term of this MOU does not satisfy the requirements for the Internal Control and Data 

Security Audit. 

4. The Requesting Party is responsible for clearly specifying the above audit requirements to 

the CPA, or government agency auditor, before audit work commences. 

B. Annual Certification Statement - The Requesting Party shall submit to the Providing Agency an 

annual statement, utilizing Attachment IV, indicating that the Requesting Party has evaluated 

and certifies that it has adequate controls in place to protect the personal data from 

unauthorized access, distribution, use, modification, or disclosure, and is in full compliance 

with the requirements of this MOU and applicable laws. The Requesting Party shall submit this 

statement to the Providing Agency annually, not later than fifteen (15) business days after the 
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anniversary of the execution date of this MOU. (NOTE: During any year in which an Internal 

Control and Data Security Audit is conducted and submitted to the Providing Agency, 

submission of the Internal Control and Data Security Audit may satisfy the requirement for 

submission of an Annual Certification Statement.) Failure to timely submit the annual 

certification statement may result in an immediate termination of this MOU. The annual 

certification statement shall be sent to the Providing Agency in the manner prescribed in 

Section XII, for Notices. 

In addition, prior to expiration of this MOU, if the Requesting Party intends to enter into a 

new or replacement MOU, an annual certification statement attesting that appropriate 

controls remained in place during the final year of this MOU and are currently in place shall 

be submitted to the Providing Agency prior to the Providing Agency executing a new or 

replacement MOU for this MOU. 

C. Misuse of Personal Information – The Requesting Party must notify the Providing Agency in 

writing of any incident where it is suspected or confirmed that Personal Information has been 

compromised as a result of unauthorized access, distribution, use, modification, or disclosure, 

by any means, within five (5) business days of such discovery. The statement must be provided 

on the Requesting Party’s letterhead and include each of the following: a brief  summary of 

the incident; the outcome of  the review; the  date of the occurrence(s); the number of records 

compromised; the name or names of personnel responsible; whether disciplinary action or 

termination was rendered; and whether or not the persons whose Personal Information was 

compromised were notified. The statement shall also indicate the steps taken, or to be taken, 

by the Requesting Party to ensure that misuse of data does not continue or recur. This 

statement shall be sent to the Providing Agency in the manner prescribed in Section XII, for 

Notices. (NOTE: If an incident involving breach of Personal Information did occur and the 

Requesting Party did not notify the owner(s) of the compromised records, the Requesting 

Party must indicate why notice was not provided.) 

In addition, the Requesting Party shall comply with the applicable provisions of section 

501.171, Florida Statutes, regarding data security and security breaches, and shall strictly 

comply and be solely responsible for adhering to the provisions regarding notice provided 
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therein.

D. Consumer Complaints – The Requesting Party shall provide a point-of-contact for consumer 

complaints. In the event the Providing Agency receives a consumer complaint regarding 

misuse of DPPA protected information, the Requesting Party shall review and investigate the 

complaint. The Requesting Party shall provide its findings to the Providing Agency not later 

than fifteen (15) business days from the date the Requesting Party receives notice of such a 

complaint from the Providing Agency. 

Consumer Complaint Point-of-Contact Information: 

Name: 

Email:   

Phone Number:   

E. Control Records - In the event a Control Record inserted into data received by the Requesting 

Party is used in a manner that does not comply with DPPA or state law and upon the written 

request of the Providing Agency to the Requesting Party, the Requesting Party shall conduct 

an investigation of any Third Party End Users who obtained the record from the Requesting 

Party. As part of this provision, the Requesting Party shall also retain the authority to require 

Third Party End Users to investigate the Downstream Entities’ handling and distribution of 

data subject to protection pursuant to DPPA and state law and to provide the results of the 

investigation to the Requesting Party. The Requesting Party shall provide the results of the 

investigation(s), together with all associated documents and information collected by the 

Requesting Party, Third Party Users and Downstream Entities,  to the Providing Agency not 

later than fifteen (15) business days after receipt by the Requesting Party of the written 

request from the Providing Agency. When the Providing Agency requests the results of such 

an investigation, the results of the investigation shall be sent to the Providing Agency in the 

manner prescribed in Section XII., for Notices. 

VIII. Liquidated Damages 
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Unless the Requesting Party is a state agency, the Providing Agency reserves the right to impose 

liquidated damages upon the Requesting Party. The imposition of liquidated damages by the 

Providing Agency is separate from and unrelated to any other applicable criminal or civil penalties 

authorized by law for violations of DPPA and sections 119.0712, 316.066, or 324.242, Florida 

Statutes. 

Failure by the Requesting Party to meet the established requirements of this MOU may result in 

the Providing Agency finding the Requesting Party to be out of compliance, and, all remedies 

provided in this MOU and under law, shall become available to the Providing Agency. 

A. General Liquidated Damages 

In the case of a breach or misuse of information received pursuant to this MOU due to non-

compliance with DPPA, sections 119.0712(2), 316.066, 324.242, 501.171, Florida Statutes, or any 

other state laws designed to protect the privacy of a driver’s Driver License Information, Motor 

Vehicle Information, Crash Report Information, Crash Insurance Information, or Insurance Record 

Information, the Providing Agency may impose upon the Requesting Party liquidated damages of 

up to $25.00 per record for each record involved in such breach or misuse. 

In imposing liquidated damages, the Providing Agency will consider various circumstances 

including, but not limited to: 

1. The Requesting Party’s history with complying with DPPA, sections 119.0712(2), 316.066, 

324.242, and 501.171, Florida Statutes, or any other state laws designed to protect a 

driver’s privacy; 

2. Whether the Requesting Party self-reported violations of this MOU to the Providing 

Agency prior to discovery by the Providing Agency; 

3. Whether the Requesting Party violated this MOU over an extended period of time; 

4. Whether the Requesting Party’s violation of this MOU directly or indirectly resulted in 

injury, and the nature and extent of the injury; 
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5. The number of records involved or impacted by the violation of this MOU; 

6. Whether, at the time of the violation, the Requesting Party had controls and procedures 

that were implemented and reasonably designed to prevent or detect violations of this 

MOU; and, 

7. Whether the Requesting Party voluntarily made restitution or otherwise remedied or 

mitigated the harm caused by the violation of this MOU. 

In lieu of paying liquidated damages to the Providing Agency upon assessment of such damages 

by the Providing Agency, the Requesting Party may elect to temporarily suspend this MOU, 

contingent upon the Requesting Party submitting a written statement that the Requesting Party 

will not obtain information from the Providing Agency through remote electronic means until such 

time as the liquidated damages assessed by the Providing Agency are paid by the Requesting Party 

in full. Such statement shall be signed by the Requesting Party’s authorized representative and 

shall be submitted to the Providing Agency in the manner prescribed in Section XII, for Notices not 

later than five days after receipt of notice by the Requesting Agency that liquidated damages have 

been assessed. 

The Requesting Party agrees that the Providing Agency may refuse to enter a subsequent or 

replacement MOU with the Requesting Agency to allow the Requesting Party to access 

information available pursuant to this MOU through remote electronic means until the Requesting 

Party has paid all outstanding liquidated damages in full.  The Requesting Party agrees that this 

subsection A shall survive the termination of this MOU. 

B. Corrective Action Plan (CAP) 

1. If the Providing Agency determines that the Requesting Party is out of compliance with any 

of the provisions of this MOU, including, without limitation thereto, submission of an 

Internal Control and Data Security Audit that does not meet the requirements set forth in 

Section VII., and requires the Requesting Party to submit a CAP, the Providing Agency may 

require the Requesting Party to submit a Corrective Action Plan (CAP) within a specified 

timeframe. The CAP shall provide an opportunity for the Requesting Party to resolve 

Data Exchange MOU w/ Crash (rev. 6/27/2023) Page 21 of 27 
Page 264 of 340

DRAFT



deficiencies without the Providing Agency invoking more serious remedies, up to and 

including MOU termination. 

2. In the event the Providing Agency identifies a violation of this MOU, or other non-

compliance with this MOU, the Providing Agency shall notify the Requesting Party of the 

occurrence in writing. The Providing Agency shall provide the Requesting Party with a 

timeframe for corrections to be made. 

3. The Requesting Party shall respond by providing a CAP to the Providing Agency within the 

timeframe specified by the Providing Agency. 

4. The Requesting Party shall implement the CAP only after the Providing Agency’s approval 

of the CAP. 

5. The Providing Agency may require changes or a complete rewrite of the CAP and provide 

a specific deadline for submission of such changes or rewritten CAP. 

6. If the Requesting Party does not meet the standards established in the CAP within the 

agreed upon timeframe, the Requesting Party shall be in violation of the provisions of this 

MOU and shall be subject to liquidated damages and other remedies including termination 

of the MOU. 

7. Except where otherwise specified, liquidated damages of $25.00 per day may be imposed 

on the Requesting Party for each calendar day that the approved CAP is not implemented 

to the satisfaction of the Providing Agency. 

IX. Agreement Term 

This MOU shall take effect upon the date of last signature by the Parties and shall remain in effect 

for three (3) years from this date unless terminated or cancelled in accordance with Section XI., 

Termination and Suspension. Once executed, this MOU supersedes all previous agreements 

between the Parties regarding the same subject matter. 
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X. Amendments 

This MOU incorporates all negotiations, interpretations, and understandings between the Parties 

regarding the same subject matter and serves as the full and final expression of their agreement. 

This MOU may be amended by written agreement executed by and between both Parties. Any 

change, alteration, deletion, or addition to the terms set forth in this MOU, including to any of its 

attachments, must be by written agreement executed by the Parties in the same manner as this 

MOU was initially executed. If there are any conflicts in the amendments to this MOU, the last-

executed amendment shall prevail. All provisions not in conflict with the amendment(s) shall 

remain in effect and are to be performed as specified in this MOU. 

XI. Termination and Suspension 

A. This MOU may be unilaterally terminated for cause by either party upon finding that the terms 

and conditions contained herein have been breached by the other party. Written notice of 

termination shall be provided to the breaching party; however, prior-written notice is not 

required, and notice may be provided upon cessation of work under the agreement by the 

non-breaching party. 

B. In addition, this MOU is subject to unilateral suspension or termination by the Providing 

Agency without notice to the Requesting Party for failure of the Requesting Party to comply 

with any of the requirements of this MOU, or with any applicable state or federal laws, rules, 

or regulations, including, but not limited to, DPPA, sections 119.0712(2), 316.066, 324.242 or 

501.171, Florida Statutes, or any laws designed to protect driver privacy. 

C. This MOU may also be cancelled by either party, without penalty, upon thirty (30) business 

days advanced written notice to the other party. All obligations of either party under the MOU 

will remain in full force and effect during the thirty (30) business day notice period. 

D. This MOU may be terminated by the Providing Agency if the Requesting Party, or any of its 

majority owners, officers or control persons are found by a court of competent jurisdiction to 

have violated any provision of any state or federal law governing the privacy and disclosure of 

Personal Information. This MOU may be terminated in the event any agreement/contract 
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between the Requesting Party and any other state or State Agency is terminated due to non-

compliance with DPPA or data breaches, or any state laws designed to protect driver privacy. 

The Requesting Party will have ten (10) days from any action described above to provide 

mitigating information to the Providing Agency. If submitted timely, the Providing Agency will 

take the mitigation into account when determining whether termination of the MOU is 

warranted. 

XII. Notices 

Any notices required to be provided under this MOU shall be sent via Certified U.S. Mail and email 

to the following individuals: 

For the Providing Agency: 

Chief, Bureau of Records 2900 Apalachee Parkway 

Tallahassee, Florida 32399 

Tel: (850) 617-2702 

Fax: (850) 617-5168 

E-mail:Datalistingunit@flhsmv.gov 

For the Requesting Party: 

Requesting Party’s Business Point-of-Contact listed on the signature page. 

XIII. Additional Database Access/Subsequent MOU’s 

A. The Parties understand and acknowledge that this MOU entitles the Requesting Party to 

receive specific information included within the scope and subject to the requirements of this 

MOU. Should the Requesting Party wish to obtain access to other Personal Information not 

provided hereunder, the Requesting Party will be required to execute a subsequent MOU with 
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the Providing Agency specific to the additional information requested. All MOU’s granting 

access to Personal Information will contain the same clauses as are contained herein regarding 

audits, report submission, and the submission of Certification statements. 

B. The Providing Agency is mindful of the costs that would be incurred if the Requesting Party 

was required to undergo multiple audits and to submit separate certifications, audits, and 

reports for each executed MOU. Accordingly, should the Requesting Party enter any 

subsequent MOU’s with the Providing Agency for access to Personal Information while the 

instant MOU remains in effect, the Requesting Party may submit a written request, subject to 

the Providing Agency’s approval, to submit one of each of the following covering all executed 

MOU’s: Certifications; Audit; or to have conducted one comprehensive audit addressing 

internal controls for all then-existing and effective MOU’s with the Providing Agency. The 

Providing Agency shall have the sole discretion to approve or deny such request in whole or in 

part or to subsequently rescind any previously approved request based upon the Requesting 

Party’s compliance with this MOU and/or any negative audit findings. 

XIV. Public Records Requirements 

A. The Parties to this MOU recognize and acknowledge that any agency having custody of records 

made or received in connection with the transaction of official business remains responsible 

for responding to public records requests for those records in accordance with applicable law 

(specifically, Chapter 119, Florida Statutes) and that public records that are exempt or 

confidential from public records disclosure requirements will not be disclosed except as 

authorized by law. 

B. If the Requesting Party is a “contractor” as defined in section 119.0701(1)(a), Florida Statutes, 

the Requesting Party agrees to comply with the following requirements of Florida’s public 

records laws: 

1. Keep and maintain public records required by the Providing Agency to perform the service. 

2. Upon request from the Providing Agency’s custodian of public records, provide the 

Providing Agency with a copy of the requested records or allow the records to be inspected 
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or copied within a reasonable time at a cost that does not exceed the cost provided in 

Chapter 119, Florida Statutes, or as otherwise provided by law. 

3. Ensure that public records that are exempt or confidential and exempt from public records 

disclosure requirements are not disclosed except as authorized by law for the duration of 

the term of this MOU and following completion of the MOU if the Requesting Party does 

not transfer the records to the Providing Agency. 

4. Upon termination or expiration of the MOU, the Requesting Party agrees they shall cease 

disclosure or distribution of all data provided by the Providing Agency. In addition, the 

Requesting Party agrees that all data provided by the Providing Agency remains subject to 

the provisions contained in DPPA and sections 119.0712 and 501.171, Florida Statutes. The 

Parties agree that all provisions herein concerning the protection of data provided by the 

Providing Agency to the Requesting Party shall survive the expiration or termination of this 

MOU, that the Providing Agency reserves the right to enforce the provisions of this MOU 

after the MOU’s expiration or termination, including obtaining injunctive relief. 

IF THE REQUESTING PARTY HAS QUESTIONS REGARDING THE APPLICATION OF 

CHAPTER 119, FLORIDA STATUTES, TO THE REQUESTING PARTY’S DUTY TO 

PROVIDE PUBLIC RECORDS RELATING TO THIS MOU, CONTACT THE CUSTODIAN OF 

PUBLIC RECORDS AT (850) 617-3101, OGCFiling@flhsmv.gov, OFFICE OF GENERAL 

COUNSEL, 2900 APALACHEE PARKWAY, and STE. A432, TALLAHASSEE, FL 32399-

0504. 

REMAINDER OF PAGE INTENTIONALLY LEFT BLANK 
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IN WITNESS HEREOF, the Parties hereto, have executed this MOU by their duly authorized officials on 

the date(s) indicated below. 

REQUESTING PARTY: 

Requesting Party Name 

Street Address 

Suite 

City   State   Zip Code 

BUSINESS POINT-OF-CONTACT: 

Printed/Typed Name 

Official Requesting Party Email Address 

/ 

Phone Number  / Fax Number Phone Number  / Fax Number 

: BY: 

Florida Department of Highway Safety and 
Motor Vehicles 

 Name 

2900 Apalachee Parkway 
Street Address 

Suite 

Tallahassee,
City

 Florida  
  State

   32399 
  Zip Code 

BY: 

Signature of Authorized Official 

Printed/Typed Name 

Title 

Date 

Official Requesting Party Email Address 

Phone Number 

TECHNICAL POINT-OF-CONTACT: 

Printed/Typed Name 

Official Requesting Party Email Address 

/ 

Signature of Authorized Official 

Printed/Typed Name 

Chief, Bureau of Purchasing and Contracts 
Title 

Date 

Data Exchange MOU w/ Crash (rev. 6/27/2023) Page 27 of 27 
Page 270 of 340

DRAFT



Data Exchange MOU (rev. 6/27/2023) Page 1 of 5 

A TTACHMENT I

FLORIDA DEPARTMENT OF HIGHWAY SAFETY AND MOTOR VEHICLES Request For

Exempt Personal Information In A Motor Vehicle/Driver License Record

The Driver’s Privacy Protection Act, 18 United States Code sections 2721(“DPPA”) makes personal 

information contained in motor vehicle or driver license records confidential and exempt from 

disclosure. Personal information in a motor vehicle or driver license record includes, but is not limited 

to, an individual’s social security number, driver license or identification number, name, address and, 

medical or disability information. Personal information does not include information related to driving 

violations and driver status. Personal information from these records may only be released to 

individuals or organizations that qualify under one of the exemptions provided in DPPA, which are 

listed on the back of this form. 

In lieu of completing this form, a request for information may be made in letter form (on 

company/agency letterhead, if appropriate) stating the type of information being requested, the 

DPPA exemption(s) under which the request is being made, a detailed description of the how the 

information will be used, and a statement that the information will not be used or redisclosed except 

as provided in DPPA. If the information is provided on letterhead it must include a statement that the 

information provided is true and correct, signed by the authorized official under penalty of perjury, 

and notarized.

I am a representative of an organization requesting personal information for one or more records as 

described below. I declare that my organization is qualified to obtain personal information under 

exemption number(s)___________________________, as listed beginning on page 4 of this form.

Pursuant to Section 316.066, F.S., Crash Report Information is confidential and exempt.  60 days after 

the date a crash report is filed, Crash Report Information may be provided which includes personal 

information to entities who are eligible to receive it under Section 316.066 (2), F.S., or in accordance 

with the Driver Privacy Protection Act.  Crash Report Information cannot be used for commercial 

solicitation of crash victims or knowingly disclosed to any third party for purposes of such solicitation.  
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I understand that I shall not use or redisclose this personal information except as provided in DPPA 

and that any use or redisclosure in violation of these statutes may subject me to criminal sanctions 

and civil liability.

Complete the following for each DPPA exemption being claimed. For access to Crash Report

Information, please provide justification of your organization’s eligibility under Section 316.066, F.S. 

below (attach additional page, if necessary): 

DPPA Exemption Claimed: Description of How Requesting Party 
Qualifies for Exemption: 

Description of how Data will be 
used:
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Obtaining personal information under false pretenses is a state and federal crime. Under penalties 
of perjury, I declare that I have read the foregoing Request For Exempt Personal Information in A 
Motor Vehicle/Driver License Record and that the facts stated in it are true and correct.

_____________________________ ____________________________
Signature of Authorized Official Title 

_____________________________  ____________________________ 
Printed Name Name of Agency/Entity 

_____________________________ 
Date

STATE OF _ 

COUNTY OF 

Sworn to (or affirmed) and subscribed before me this day of , 20  , by

. 

Personally Known ____        OR       Produced Identification ____

Type of Identification Produced _______________________________________

_____________________________ ____________________________
NOTARY PUBLIC (print name) NOTARY PUBLIC (sign name)

My Commission Expires: ____
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Pursuant to section 119.0712(2), F. S., personal information in motor vehicle and driver license 

records can be released for the following purposes, as outlined in 18 United States Code, section 

2721.

Personal information referred to in subsection (a) shall be disclosed for use in connection with 

matters of motor vehicle or driver safety and theft, motor vehicle emissions, motor vehicle product 

alterations, recalls, or advisories, performance monitoring of motor vehicles and dealers by motor 

vehicle manufacturers, and removal of non-owner records from the original owner records of motor 

vehicle manufacturers to carry out the purposes of titles I and IV of the Anti Car Theft Act of 1992, the 

Automobile Information Disclosure Act (15 U.S.C. 1231 et seq.), the Clean Air Act (42 U.S.C. 7401 et 

seq.), and chapters 301, 305, and 321-331 of title 49, and, subject to subsection (a)(2), may be 

disclosed as follows.

1. For use by any government agency, including any court or law enforcement agency, in carrying out

its functions, or any private person or entity acting on behalf of a Federal, State, or local agency in

carrying out its functions.

2. For use in connection with matters of motor vehicle or driver safety and theft; motor vehicle

emissions; motor vehicle product alterations, recalls, or advisories; performance monitoring of

motor vehicles, motor vehicle parts and dealers; motor vehicle market research activities,

including survey research; and removal of non-owner records from the original owner records of

motor vehicle manufacturers.

3. For use in the normal course of business by a legitimate business or its agents, employees, or

contractors, but only -

(a) to verify the accuracy of personal information submitted by the individual to the business or its

agents, employees, or contractors; and

(b) if such information as so submitted is not correct or is no longer correct, to obtain the correct

information, but only for the purposes of preventing fraud by, pursuing legal remedies against,

or recovering on a debt or security interest against, the individual.

4. For use in connection with any civil, criminal, administrative, or arbitral proceeding in any Federal,
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State, or local court or agency or before any self-regulatory body, including the service of process, 

investigation in anticipation of litigation, and the execution or enforcement of judgments and 

orders, or pursuant to an order of a Federal, State, or local court.

5. For use in research activities, and for use in producing statistical reports, so long as the personal

information is not published, redisclosed, or used to contact individuals.

6. For use by any insurer or insurance support organization, or by a self-insured entity, or its agents,

employees, or contractors, in connection with claims investigation activities, antifraud activities,

rating or underwriting.

7. For use in providing notice to the owners of towed or impounded vehicles.

8. For use by any licensed private investigative agency or licensed security service for any purpose

permitted under this subsection.

9. For use by an employer or its agent or insurer to obtain or verify information relating to a holder

of a commercial driver's license that is required under chapter 313 of title 49.

10. For use in connection with the operation of private toll transportation facilities.

11. For any other use in response to requests for individual motor vehicle records if the State has

obtained the express consent of the person to whom such personal information pertains.

12. For bulk distribution for surveys, marketing or solicitations if the State has obtained the express

consent of the person to whom such personal information pertains.

13. For use by any requester, if the requester demonstrates it has obtained the written consent of the

individual to whom the information pertains.

14. For any other use specifically authorized under the law of the State that holds the record, if such

use is related to the operation of a motor vehicle or public safety.
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T

$0.01/record, per s. 322.20, F.S. No Charge

$0.01/record, per s. 320.05, F.S. No Charge

DL Status (DSS600/605) (Driver 
$0.01, $0.50/record, per s. 

320.05, F.S.; $2.00/record not 

found, per s. 322.20, F.S.

No Charge

I

(Each service 

accesses Driver 

License 

) 

DL Transcript (3 Year) (old DTR060)
$8.00; $2.00/record not found,

per s. 322.20, F.S.
No Charge

DL Transcript (7 Year or Complete) 

(old DTR060)

$10.00; $2.00/record not 

found, per s. 322.20, F.S. 
No Charge

Bulk Lookback (old DMS485)

$0.01/record or $2.00/record 

not found, per s.

322.20, F.S. 

No Charge

DL Status (Driver License 
$0.50/ record, per s. 320.05, F.S. No Charge

MV Record (Motor Vehicle 

)
$0.50/ record, per s. 320.05, F.S. No Charge

Insurance Record $0.50/ record, per s. 320.05, F.S. No Charge

Parking Permit Record $0.50/ record, per s. 320.05, F.S. No Charge
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DL update of issuance/ purge

records (old DFO292) (Driver $0.01/record, per s. 322.20, F. S. No Charge

Driver License Status

$0.01, $0.50/record, per s. 

320.05, F.S.; $2.00/record not 

found, per s. 322.20, F.S.

No Charge

No Charge

No Charge

No Charge
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Data Access Application 

Prior to executing the Memorandum of Understanding (MOU) for Driver License and/or Motor Vehicle Data Exchange, 
the Requesting Party is required to complete this application. Please use additional pages as necessary. 

1. In the last ten (10) years, has any agreement/contract between the Requesting Party and/or any other State/State
Agency been terminated due to non-compliance with DPPA, data breaches, or any state laws relating to the
protection of driver privacy? Yes No     If yes, please explain and supply certified copies of the pertinent
documents:

2. In the last ten (10) years, has any State/State Agency declined to enter into an agreement/contract with the
Requesting Party to provide DPPA protected data?  Yes     No      If yes, please explain:

3. Is there any pending litigation against the Requesting Party alleging violations of DPPA or any state law relating
to the protection of driver privacy? Yes     No      If yes, please explain and provide a certified copy of the
pertinent court documents:

4. In the last ten (10) years, has there been any instance where the Requesting Party has been found guilty or liable
by a court of competent jurisdiction for misuse of data under DPPA or under any state law relating to the
protection of driver privacy? Yes     No      If yes, please explain and provide certified copies of the pertinent
documents:

( / ) Page 1 of 4
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5. In the last ten (10) years, has there been any instance where an owner, officer, or control person1 of the
Requesting Party who owned a majority interest in, or acted as a control person of, an entity that was found guilty
or liable by a court of competent jurisdiction for misuse of data under DPPA or under any state law relating to the
protection of driver privacy? Yes     No      If yes, please explain and provide certified copies of the pertinent
documents:

6. In the last ten (10) years, has there been any breach of security as defined by Section 501.171, Florida Statutes?
Yes     No      If yes, provide details of each breach and discuss all safeguards implemented as a result of the
breach of security:

7. How you will ensure that all personnel with access to the information exchanged under the terms of the MOU are
instructed of, and acknowledge their understanding of, the confidential nature of the information?

8. Does your company or agency have a public facing website that allows an individual to purchase driver
license/motor vehicle information?  Yes     No

If yes, please provide the URL: ____________________________________________________________

In addition, please indicate whether your agency has the following minimum requirements listed below in place:

A. Safeguards to ensure information obtained through the website is only disclosed to individuals
authorized to receive it under 18 U.S.C. §2721(c). This includes internal controls to prevent or detect
instances in which an impostor attempts to purchase a record other than their own and/or to verify
that the requestor meets a DPPA exemption. Yes     No    N/A

( ) Page 2 of 4
1 Control Person, for these purposes, means the power, directly or indirectly, to direct the management or policies of a company, 
whether through the ownership of securities, by contract, or otherwise.  Any person that (i) is a director, general partner, or officer 
exercising executive responsibility (or having similar status or functions); (ii) directly or indirectly has the right to vote 25% or more 
of a class of a voting security or has the power to sell or direct the sale of 25% or more of a class of voting securities; or (iii) in the 
case of a partnership, has the right to receive upon dissolution, or has contributed, 25% or more of the capital, is presumed to control 
that company. 

Individual training on the confidential nature of the information.
Acknowledgement of terms and understanding will be signed and kept on file with
Human Resources

Records are only accessed through secured network by approved
transportation staff.
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B. Do you intend to allow individuals to purchase their own transcript from your public facing website,

utilizing DPPA exemption number 13? Yes  No N/A

C. If the answer to the previous question is yes, do you have a process in place to verify that the payment

instrument used to authorize the purchase is in the same name as the transcript being requested?

Yes No N/A

Please explain the process:

D. Do you only provide information through the website for the expressed purposes as described in
Attachment I of this MOU? Yes  No N/A

E. Does the website utilize Transport Layer Security version 1.2 or later for encryption of data in transit

and in session state?  Yes     No N/A

Please explain:

F. Is the website periodically scanned by a qualified external vendor for system vulnerabilities?
Yes  No N/A

G. If the answer to the previous question is yes, are identified vulnerabilities promptly remediated?

Yes  No N/A

Please explain:

9. Do all systems that process driver license / motor vehicle information adhere to a formalized patch management

process?  Yes    No

lease explain:

Devices that access DL and MVI on the network are patched using WSUS and PDQ.
Deploy weekly and monthly or immediately for critical updates
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Ashely Gilhousen

SBCC Board Chair

School Board of Clay Co, FL

Florida
  Clay

Bonnie O'Nora

Page 281 of 340

DRAFT



CERTIFICATION STATEMENT 

Under penalty of perjury I have read the requirements contained in the Memorandum of Understanding, 
Florida Administrative Code, Rule Chapter 60GG-2 (Formerly 74-2, FAC), and the Department of Highway 
Safety and Motor Vehicles External Information Security Policy and declare that the following is true:  

The Requesting Party, ____________________________________ hereby certifies that the Requesting Party 
has appropriate internal controls in place to ensure that the data is protected from unauthorized access, 
distribution, use, modification, or disclosure.  This includes policies/procedures in place for both personnel to 
follow and data security procedures/policies to protect personal data.  The data security procedures/policies 
have been approved by a Risk Management IT Security Professional. 

STATE OF __________ 
COUNTY OF ________ 

Sworn to (or affirmed) and subscribed before me this _____ day of _____________, 20___, by 
_______________________________. 

Personally Known ______ OR Produced Identification _______ 
Type of Identification Produced_______________________________________________ 

__________________________ _________________________ 
NOTARY PUBLIC (print name)  NOTARY PUBLIC (sign name)  

My Commission Expires: ____ 

_________________________________ 
Signature

_________________________________ 
Printed Name  

_________________________________ 
Title  

_________________________________ 
Date 

_________________________________ 
NAME OF AGENCY  
(Rev. 01/23)
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External Information Security 

Policy Manual 

Department of Highway Safety
and Motor Vehicles 

Prepared By: 

Office of Enterprise Security Management 

Exempt from Public Disclosure Pursuant to ss. 281.301 and 282.318, F.S. 

External Information Security Policy 
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Revision History 

Version Author Release Notes Issue Date 
1.2* Joe Cipriani Baseline document 9/30/2015 
1.21 Tom Trunda Add definitions and clarifications 03/17/2016 
2.0 Scott Morgan and Carl 

Ford in conjunction with 
the Tax Collector 
InfoSec Coalition - Terry 
Skinner, Kirk Sexton, 
Dan Andrews and the 
Honorable Ken Burton 
Jr., Tax Collector, 
Manatee County 

Revised to align with Department 
policies in congruence with 
requirements for External Entities. 
Added scope for further clarification 
and applicability. Revised to align with 
Rule 74-2, F.A.C., Information 
Technology Security 

08/18/2017 

2.0 Scott Morgan Removed draft watermark, formatting 
check; added statutory reference for 
section 282.318, F.S., in the footer, 
added effective issue date 

12/7/2017 

2.1 Scott Morgan Reviewed all policies. Revised to align 
with Rule 60GG-2, F.A.C., State of 
Florida Cybersecurity Standards. 

8/3/2020 

3.0 Scott Morgan Crill 
Merryday 
Bonny Allen 

Reviewed all policies and revised 
policies.  Added an additional policy 
specifically addressing patch 
management requirements for 
external entities. 
Provided guidance on applicability of 
policies to specific entities. 
Removed 30-day training grace 
period. #B-02, 2.0, #3 – added a 
specific time frame as per compliance 
with Florida Commission on 
Accreditation (CFA) Standard 26.04M 
(Mandatory), for Access Control. 

11/2/2022 

* Note: This document version coincides with the separate IT Security Policy Manual for Internal
Department employees.
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External Information Security Policy 

Scope: 

This policy applies to all agents, vendors, contractors, and consultants (External Entities) who use 
and/or have access to Department information resources.  External Entities who use and/or have 
access to Department information resources shall adhere to the policies outlined herein. The 
authority for these policies derives from Florida Statutes 282.318, Security of Data and 
Information Technology Resources and Florida Administrative Code Chapter 60GG-2, 
Information Technology Security. 
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#A-02:  Data Security Review Issue Revised 
Date: Date: Date: 
05/20/2022 12/01/08 05/22/2022 

#A-02:  Data Security 

1.0 Purpose
To ensure that data is protected in all forms, on all media, during all phases of its life cycle, 
wherever it may reside, from unauthorized or inappropriate access, use, modification, disclosure, 
or destruction. This includes any system or process which accesses the State of Florida 
telecommunications network, or Department information resources, and trusted partners 
including, but not limited to AAMVA, FDLE and CJIS networks and data. 

2.0 Policy
Other than data defined as public, which may be accessible to public access inquiries (as well as 
authenticated users), all data and system resources are only accessible on a need-to-know basis 
to specifically identified, authenticated, and authorized entities with an executed Memorandum of 
Understanding (MOU) which is held by the Department. 

3.0 Data Usage
All users who access Department data must do so only in conformance with this policy. Only 
uniquely identified, authenticated, and authorized users are allowed access to Department data, 
excluding public access inquiries. Access control mechanisms must be utilized to ensure that 
users can access only that data to which they have been granted explicit access rights. 

Information resources which include Department data are strategic assets vital to the business 
performance of the Department. These strategic assets must be protected commensurate with 
their tangible value, legal and regulatory requirements, and their critical role in the Department’s 
ability to conduct its mission. Ownership and management of these information resources reside 
with the Department, and not to any External Entity granted access to use of these resources. 

4.0 Data Storage or Transmission
All users who are responsible for the secure storage or transmission of the Department’s data 
must do so only in conformance with this policy. Where confidentiality, privacy or sensitivity 
requires, stored or transmitted data must be secured via Department-approved encryption 
technology. This does not supersede provisions of the Public Records Act that states, "computer 
records are public records," but serves to protect data while stored and transmitted. 

5.0 Data Disposal
Access control mechanisms must be utilized to ensure that, during the disposal process, users 
can access only data to which they have been granted explicit access rights. External Entities 
shall follow an established process approved by the Department for the disposal of data to include 
the disposal of confidential data in accordance with The Florida Public Records Act and Federal 
Standards. Additional requirements based on specific use cases may be outlined in the MOU 
between the Department and the External Entity. 

6.0 Management Responsibilities
Network operations and systems administration personnel shall ensure that adequate logs and 
audit trails are maintained.  Logs and audit trails must at a minimum record access to data, 
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records, and activation of industry recognized security mechanism for protection of confidential 
and sensitive data. Logs shall be maintained in a manner that provides timely reviews of access 
to confidential and sensitive data and will be made available on request to the Department for 
validation and compliance purposes.  

7.0 Data Classification 
The Department is responsible for classification of data.  External Entities are required to abide 
by data classification requirements as outlined by the Department. Data classification shall be 
done in accordance with FLHSMV requirements, which are based on 60GG-2, F.A.C., and is 
necessary to enable the allocation of resources for the protection of data assets, as well as 
determining the potential loss or damage from the corruption, loss, or disclosure of data. To 
ensure the security and integrity of all data, any data asset is Public, Sensitive or Confidential and 
should be labeled accordingly. 

All data falls into one of the following categories: 

Public: 
Information or data that is not classified as sensitive or confidential. Information that, if 
disclosed outside the State or agency, would not harm the State or Department, its 
employees, customers, or business partners. This data may be made generally available 
without specific data custodian approval. 

Sensitive: 
Information not approved for general circulation outside the State or Department where its 
loss would inconvenience the State/Department or management, but disclosure is unlikely to 
result in financial loss or serious damage to credibility. Examples would include internal 
memos, minutes of meetings, and internal project reports. Security at this level is controlled 
but normal. 

Confidential: 
Data that, by its nature, is exempt from disclosure under the requirements of Chapter 119, 
F.S. 
Data whose loss, corruption, or unauthorized disclosure would be a violation of federal or 
State laws/regulations. Information of a proprietary nature. Procedures, operational work 
routines, project plans, designs, or specifications that define the way in which the 
organization operates. 
Data whose loss, corruption, or unauthorized disclosure would tend to impair business 
functions or result in any business, financial, or legal loss. 
Data that involves issues of personal credibility, reputation, or other issues of privacy. 
Highly sensitive internal documents that could seriously damage the State or Department 
if such information were lost or made public. Information usually has very restricted 
distribution and must be protected at all times. 
Customer data including personally identifying information which is protected under the 
DPPA. 

8.0 Web Services and Data Exchanges
The Department has created online web-based services and data exchanges which may be 
utilized by Tax Collectors and authorized Vendors who meet various technical standards, 
requirements, and statutory authority.  The specific standards, requirements, and conditions for 
use of the aforementioned web services and data exchanges are outlined in the individual 
Memorandum of Understanding (MOU) for each service offered.  The terms and conditions of the 
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MOU shall govern the applicable use, timeframe, and requirements of each web service and data 
exchange. 

For Confidential Department Data Shared Outside of Departmental Systems: 

Tax Collectors or their authorized vendors, as well as any External Entity must have 
access controls in place to permit only authorized users from obtaining access to confidential 
data. 

Access to confidential customer information requires extensive web and system logging 
of all access. Logs will be securely retained for a minimum of one year and be made available 
on-demand to authorized Department personnel when requested for compliance attestation, 
fraud investigations, and other authorized usage. 

Tax Collectors or their authorized vendors and other External Entities must submit an audit 
which meets the requirements of the MOU that certifies that appropriate controls are in place to 
protect confidential data. 

9.0 Governance and Implementation of Statutory Responsibilities for Department 
Systems and Data
The Department is responsible for the computer systems that implement its statutory 
responsibilities for various Chapters in Florida Statutes.  In addition, protection of personal and 
confidential data is a primary duty and responsibility of the Department.  To ensure that the 
statutory responsibilities of the Department are carried out appropriately, the following policies 
govern computer systems with access to Department web services and data, but outside the 
control of the Department. 

• Non-Department Web sites, mobile applications, web services, or computer systems 
which utilize Department data to conduct transactions are prohibited without written consent from 
the Department. 

• As required to protect customer information, public facing websites, mobile applications, 
web services, and any system accessible through a public interface which utilizes confidential 
data shared by the Department with authorized external entities must utilize Department approved 
system access controls to protect confidential information. 

Changes to customer addresses through any public facing service as described above must 
be updated only through approved FLHSMV Department systems. 
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#A-04: Passwords Review Issue Revised 
Date: Date: Date: 
05/14//2022 12/01/08 05/14/2022 

#A-04: Passwords 

1.0 Purpose
To ensure the processes for password creation, distribution, changing, safeguarding, termination, 
and recovery adequately protect information resources. 

2.0 Policy and Standards
Passwords are unique strings of characters that personnel or information resources provide in 
conjunction with a user identification (userID) to gain access to an information resource. 
Passwords, which are the first line of defense for the protection of the Departments information 
resources, shall be treated as confidential information and must not be divulged. 

1. All user accounts used to access the Department information resources shall have passwords 
of sufficient strength and complexity, and be implemented based on system requirements and 
constraints, and in accordance with the following rules to ensure strong passwords are 
established: 

Shall be routinely changed at an interval not greater than 90 days. 
Shall be different than the last 10 passwords. 
Shall adhere to a minimum length of 8 characters. 
Shall be a combination of alpha (upper and lower case), numeric, and special characters 
(unless a particular system does not allow, passwords shall consist of at least 3 of the 
above 4 categories). 
Shall not be anything that can be easily guessed or associated to the account owner such 
as: username, social security number, nickname, relative’s names, pet’s names, birth 
date, sports team, etc. 
Shall not be dictionary words or acronyms, as they can be easily guessed. 
Based on role, privilege assigned, or risk factor, multi-factor authentication shall be 
assigned as deemed necessary to further strengthen / protect privileged accounts and 
Department data. 
Newly created or reset passwords must be randomly generated.  Use of a default or 
standard new/reset password is prohibited. 

2. Stored passwords shall be encrypted. 

3. Passwords shall not be divulged or shared with anyone. Passwords must be treated as 
confidential information and shall be safeguarded. User credentials (UserID and passwords) 
are to ONLY be used by the person to which they are assigned. 

4. Passwords and usernames shall not be shared with anyone to include co-workers or 
contractors.  Passwords must be treated as confidential information. Credentials (UserID and 
passwords) are for exclusive use only by the user to which they are assigned. 

5. All users are responsible for the work performed under their credentials (User Id and 
password). Allowing other users to use your computer while you are logged on is strictly 
prohibited. Approved exceptions are: 

Initial System Configuration 
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System Support 

Troubleshooting Activities 

6. If the security of a password is in doubt, the password must be changed immediately. 

7. Administrators shall not circumvent this policy solely for ease of use. 

8. Users shall not circumvent password entry with auto logon, application remembering, 
embedded scripts or hard-coded passwords in client software. 

9. Computing devices shall not be left unattended without enabling a password-protected 
screensaver that is activated after 15 minutes of inactivity or logging off the device. 

10. User accounts must be locked after 5 unsuccessful login attempts. 

11. Passwords must not be transmitted via e-mail or other forms of electronic communication. 

12. Passwords must be encrypted during transmission and storage using appropriate encryption 
technology. 

13. Passwords shall not be written down and stored at your workstation in your office. 

14. Passwords stored on physical media must be protected by an encryption technology outlined 
in Policy #B-01 Acceptable Encryption. 

15. Initial use passwords that have been assigned must expire at the time of first use in a manner 
that requires the password owner to supply a new password, provided that this functionality 
is available within that particular product or facility. 

16. For all password resets, the identity of the person requesting the password reset must be 
verified. Note:  At no time shall a user call TAC requesting a password change for another 
user. TAC has been instructed to lock both accounts immediately when encountering this 
type of call, as it is a violation of this policy. 
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#B-01:  Acceptable Encryption Review Issue Revised 
Date: Date: Date: 
05/14/2022 12/01/08 05/14/2022 

#B-01:  Acceptable Encryption 

1.0 Overview 
To establish policy that directs the use of encryption to provide adequate protection of data where 
required.  Additionally, this policy provides direction to ensure that Federal regulations are 
followed, and legal authority is obtained for the dissemination and use of encryption technologies 
outside of the United States. 

2.0 Purpose
To ensure the confidentiality, integrity and availability of data is maintained for Department data 
and information resources. 

3.0 Scope
In the event encryption is required for the transmittal of confidential information, the encryption 
methodology shall be coordinated with the Department’s ISM for the management of secure 
escrow and storage of encryption keys. 

4.0 Policy
Encryption is the primary means for providing confidentiality for information that can be stored or 
transmitted, either physically or logically. When possible, confidential information should not be 
transmitted via email. If confidential information must be sent via email, it shall be encrypted. 
Information resources that store or transmits sensitive or confidential data must have the 
capability to encrypt information. 

Proven, standard algorithms must be used as the basis for encryption technologies. Encryption 
key lengths must be at least 128 bits. The Department key length requirements will be reviewed 
periodically and upgraded as technology, legislation, or business needs requires. 

The use of proprietary encryption algorithms is not allowed for any purpose, unless reviewed by 
and approved by the Department’s ISM. It should be noted that the U.S. Government restricts the 
export of encryption technologies. Potential users of the Department information resource in 
countries outside the United States should make themselves aware of the encryption technology 
laws of those countries. 
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#B-02:  Access Control Review Issue Revised 
Date: Date: Date: 
05/14/2022 12/01/08 05/14/2022 

#B-02:  Access Control 

1.0 Purpose
To protect the Department’s information resources from threats of unauthorized access, 
disclosure, modifications, or destruction. 

2.0 Policy 

1. Each user accessing a Department information resource shall be assigned a unique personal 
identifier, commonly referred to as either a user account, Logon ID, user identification, or User 
ID. Exceptions: public systems where such access is authorized or for situations where risk 
analysis by the Department demonstrates such use to be applicable and appropriate. 
(Example: DL check on the FLHSMV website) 

2. Users shall not under any circumstances use another user’s account logon or credentials. 
This includes network logon accounts and accounts used in agency systems (ORION, FRVIS, 
etc.).  A user shall never call the Technical Assistance Center (TAC) to have another user’s 
account unlocked. 

3. User access rights shall be established based on approved written requests.  The user 
identification shall be traceable to the user for the lifetime of the records or reports in which 
they appear. 

4. A user’s access shall be removed and/or disabled immediately, no later than within three (3) 
business days, from systems which access Department information resources when access 
is no longer required. Examples include, but are not limited to, termination, transfer, or 
removal of the duties that require access.  Notification of changes in the status of users with 
established Department credentials is the responsibility of the authorizing External Entity to 
report such changes to the Department. 

5. Each user shall agree in writing to use the access only for the purpose intended. 

6. An automatic workstation time-out shall occur no later than 15 minutes after inactivity.  A 
password shall be required to unlock the user account. User accounts shall be locked after 5 
unsuccessful attempts. 

7. External Entities must monitor the access rights of those whom they have authorized. 

8. Established controls must ensure that Department information resources are accessed only 
by users authorized to do so. 

9. Access to accounts with elevated access rights shall follow the principle of least privilege and 
should be restricted to systems personnel only; usage of these accounts shall be logged and 
subject to audit. 

10. Administrative access shall incorporate Separation of Duties to ensure no individual has the 
ability to control an entire process. 

11. Access rights to Department information resources by systems personnel shall be based on 
specific job requirements. Responsibility for production systems must be separated from 
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system development, testing, and maintenance. Systems or development personnel should 
only access production data to resolve emergencies. 

12. All development and testing shall be performed on test data and not utilize the Department’s 
production data. Test systems shall be kept physically or logically separate from production 
systems. The production environment shall not be adversely affected and data shall not be 
altered. Security controls that provide restricted access and auditing shall not be disabled or 
removed.  Confidential or exempt data shall not be used in any test system. 

13. The Department utilizes the principle of least privilege for access control to information 
resources. All External Entities shall also enforce a least privilege access for any access to 
Department data or systems.  . 

14. Support personnel utilizing remote access to Department information resources for the 
purpose of providing technical support shall use RDP (Remote Desktop Protocol) or 
Windows Remote Assistance, or a remote access product approved by the Department’s 
ISM. The following requirements must be met: 

Remote connectivity must be done in a secure fashion. 
Remote access must be granted by the end-user or system administrator before a 
remote session can be initiated. 
Remote session must be monitored at all times for the duration of the session. 
Remote session must be terminated immediately upon completion of authorized tasks. 
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#B-03: Account Management for User Accounts Review Issue Revised 
Date: Date: Date: 
05/14/2022 12/01/08 05/16/2022 

#B-03:  Account Management for User Accounts 

1.0 Purpose
To ensure that user accounts which access Department information resources are created, 
maintained, monitored, and removed in a manner that protects Department information resources 
and user access privileges. 

2.0 Background
Computer user accounts are the means used to grant access to the Department’s information 
resources. These accounts provide accountability, a key to the Department’s computer security 
program for information resource usage. Creating, controlling, and monitoring all computer user 
accounts is a requirement for accessing Department’s information resources and data. 

3.0 Policy 

1. All accounts created must have an associated request and approval that is appropriate for the 
Department’s information resource or service. 

2. External Entities must complete the Information and Cyber Security Awareness for External 
Entities online training course in iLearn prior to receiving account credentials. Additionally, 
external entities must complete the Information Security Training in iLearn on an annual basis 
within 90 days of assignment. Failure to complete the training may result in termination of 
account access. 

3. All accounts must be uniquely identifiable using the assigned username.  User accounts and 
the associated passwords constitute a user’s credentials and shall never be shared. 

4. All default passwords for accounts must comply with password policy # A-04. 

5. All accounts must have a password expiration that complies with password policy # A-04. 

6. The appropriate system administrator or other designated staff should disable accounts of 
individuals on extended leave. Extended leave is defined as greater than 60 days. 

7. External Entity user accounts established by the Department that have not been accessed 
within 30 days are subject to being disabled. 

a. External Entities’ System Administrators are responsible for modifying the accounts of 
individuals that change duties or are separated from their relationship with the External 
Entity upon notification of change or separation. 

b. Must have a documented process to modify a user account to accommodate situations 
such as name changes, account changes, and permission changes. 

c. Must have a documented process for periodically reviewing existing accounts for validity 
and timely removal of access to Department resources and data. 

d. Department information resources utilized by External Entities are subject to independent 
audit review of user account management. 

e. Must provide a list of accounts for the systems they administer when requested by 
authorized Department management. 

f. Must cooperate with authorized Department management investigating security incidents. 
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#B-06:  Application Service Provider Review Issue Revised 
Date: Date: Date: 
05/15/2022 12/01/08 05/15/2022 

#B-06:  Application Service Provider 

1.0 Purpose
To define minimum security requirements for an Application Service Provider (ASP) to the 
Department.  This policy applies to ASPs that are either being considered for use by the 
Department or its agent or have already been selected for use. 

2.0 Policy and Standards 

1. General Security: 

a. The Department reserves the right to audit the infrastructure utilized by the ASP to 
ensure compliance with this policy. Non-intrusive network audits (basic port scans, 
etc.) may be performed. 

b. The ASP must provide a proposed architecture document that includes a full network 
diagram of the Department Application Environment (initially provided to ASP by the 
Department), illustrating the relationship between the Environment and any other 
relevant networks, with a full data flowchart that details where Department data 
resides, the applications that manipulate it, and the security thereof. 

c. The ASP must be able to immediately disable all or part of the functionality of the 
application should a security issue be identified. 

d. Exceptions to this policy require prior approval by the Department’s ISM and CIO 
who will evaluate requests on a case-by-case basis. 

e. The ASP must certify compliance to these requirements when requested. 
f. The ASP must identify their ISM and provide the Department and authorizing 

External Entity with contact information. 

Physical Security: 

a. The ASP’s application infrastructure (hosts, network equipment, etc.) must be located in 
a physically secure facility and in a locked environment. 

b. The ASP must disclose who amongst their personnel will have access to the environment 
hosting the application for the authorizing External Entity. 

c. The Department requires that the ASP disclose their ASP background check procedures 
and results prior to the Department’s ISM approval. 

3. Network Security: 

a. The network hosting the application must be logically or physically separated from any 
other network or customer that the ASP may have. This means the authorizing External 
Entity’s application environment must use logically or physically separated hosts and 
infrastructure. 

b. Data flow between the authorizing External Entity and the ASP: 
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If the Department or the authorizing External Entity will be connecting to the ASP via 
a private circuit, then that circuit must terminate on the authorizing External Entity’s 
infrastructure, and the operation of that circuit will adhere to this policy. 

If the data between the authorizing External Entity and the ASP traverses a public 
network such as the Internet, the ASP must deploy appropriate firewall technology, 
and the traffic between the authorizing External Entity and the ASP must be protected 
and authenticated by cryptographic technology. 

4. Host Security: 

a. The ASP must disclose how and to what extent the hosts or servers (Unix, Windows, etc.) 
comprising its application infrastructure have been hardened against potential threats and 
attack vectors.  The ASP shall provide any hardening documentation it has for the 
Department or authorizing External Entity’s application infrastructure as well. 

b. The ASP must provide a methodology and plan for ensuring systems are patched or 
updated according to industry best practices and guidelines.  Patches include, but are not 
limited to, host OS, web server, database, and any other system or application. 

c. The ASP must disclose its processes for monitoring the confidentiality, integrity, and 
availability of those hosts. 

d. The ASP must provide to the Department information on its password policy for the 
application infrastructure, including minimum password length, password generation 
guidelines, and how often passwords are changed. 

e. The ASP must provide information on account creation, maintenance, and termination 
processes, for service, system, and user accounts.  This should include information as to 
how an account is created, how account information is communicated to the user, and 
how accounts are terminated when no longer needed. 

5. Web Security: 

a. The ASP will disclose the use of various web architecture and programming languages, 
including, but not limited to Java, JavaScript, ActiveX, PHP, Python, C, Perl, VBScript, etc. 

b. The ASP will describe the process for performing security testing for the application and 
or system accessing Department data.  For example, testing of authentication, 
authorization, and accounting functions, or any other activity designed to validate the 
security architecture, including external and internal penetration testing. 

c. The ASP will disclose the methodology utilized for web code reviews, including CGI, Java, 
etc., for the explicit purposes of finding and remediating security vulnerabilities, the 
authorizing party who performed the review, results of the review, and what remediation 
activity has taken place. 

6. Encryption: 

a. The Department’s application data in the custody of the authorizing External Entity must 
be stored and transmitted using acceptable encryption technology as outlined in Policy 
#B-01, Acceptable Encryption, and must comply with all relevant Department MOU’s. 

b. Connections to the ASP utilizing the Internet must be protected using any of the following 
encryption technologies: IPsec, TLS, SSH/SCP, PGP, or any other encryption 
technologies approved by the Department’s ISM. 
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#B-10: Incident Handling (Security Incidents) Review Issue Revised 
Date: Date: Date: 
05/16/2022 12/01/08 05/16/2022 

#B-10:  Incident Handling (Security Incidents) 

1.0 Purpose
To ensure that computer security incidents which impacts, or has the potential to impact the 
confidentiality, integrity, and availability of the Department’s information resources are properly 
recorded, communicated and remediated. Security incidents include, but are not limited to virus, 
malware detection, ransomware, anomalous activity, and unauthorized use of computer accounts 
and computer systems, as well as complaints of improper use of information resources. 

2.0 Policy
Information security incidents are events involving the Department’s information resources, 
systems, or data, whether suspected or proven, deliberate or inadvertent, that threatens the 
confidentiality, integrity, and availability, of the Department’s information resources. Quickly 
reporting known or suspected security incidents enables the Department to review the security 
controls and procedures; establish additional, appropriate corrective measures, if required, and 
reduce the likelihood of recurrence. 

1. The Department’s ISM is responsible for the coordination of any security incident that occurs. 
All known or suspected incidents must be reported immediately to the Department’s ISM using 
the email address: ISM@flhsmv.gov.  

2. All suspected incidents of ransomware or other malware type activity must be reported 
immediately to the Florida Digital Service’s statewide portal.  All state, local, and county 
governments must comply with this requirement. 

3. Whenever a security incident, such as a virus, Denial of Service, worm, hoax email, discovery 
of hacking tools, altered data, etc. is suspected or confirmed that impacts or has the potential 
to impact the Department’s information resources, the Department’s ISM must be notified 
immediately, and the appropriate incident management procedures must be followed. 

Reportable Incidents: 
Reportable incidents include, but are not limited to, the following: 

Physical loss, theft, or destruction of the Department’s information resources, 
including Department data. 
Ransomware, malware, or related anomalous activity, once known OR suspected. 
Unauthorized disclosure, modification, misuse, or disposal of sensitive, critical, or 
business-controlled data and information. 
Suspected or known unauthorized internal or external access activity, including, but 
not limited to, sharing of user credentials and accounts which must be reported 
immediately. 
Unauthorized activity or transmissions using Department information resources. 
Internal/external intrusions/interference with Department networks (denial of service 
attacks, unauthorized activity on restricted systems, unauthorized modification or 
deletion of files, or unauthorized attempts to control information resources. 
Editing of files when no changes in them should have occurred. 
Appearance / disappearance of files, or significant /unexpected changes in file size. 
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Systems that display strange messages or that mislabel files and directories. 
Data that has been altered or destroyed or access that is denied outside of normal 
business procedures. 
Detection of unauthorized personnel in controlled information security areas. 
Lost security tokens, smart cards, identification badges, or other devices used for 
identification and authentication shall be reported immediately. 
Fraud, embezzlement, and other illegal activities. 
Violation of any portion of the External Information Security Policy. 
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#B-20:  Security Monitoring and Auditing Review Issue Revised 
Date: Date: Date: 
05/18/2022 12/01/08 05/19/2022 

#B-20: Security Monitoring and Auditing 

1.0 Purpose
To ensure that information resource security controls required to protect the Department’s 
information resources are established, effective, and are not being bypassed.  This policy defines 
the requirements and provides the authority for the Department’s ISM, and Enterprise Security 
Management Team (ESM) to conduct audits and risk assessments to ensure integrity of 
information resources, to investigate incidents, to ensure conformance to security policies, or to 
monitor user/system activity where appropriate. This section applies to monitoring inbound and 
outbound traffic to/from External Entities, agents, and trusted partners’ networks and 
environments. External Entities who access or utilize Department information resources are 
subject to independent audit review. 

2.0 Background
Security monitoring allows the Department to detect and mitigate illicit or fraudulent activity as 
early as possible, therefore limiting the risk of exposure or compromise.  Security monitoring 
assists in identification and remediation of new security vulnerabilities or emerging threats. This 
early identification assists in preventing or limiting harm to Department information resources. 

3.0 Policy 
1. Security monitoring will be used as a method to confirm that security practices, controls, and 

policies are functional, adhered to, and are effective. 

2. Monitoring consists of activities such as the periodic review of: 
a. Automated intrusion detection system logs 
b. Firewall logs 
c. User account logs 
d. Network scanning logs 
e. Application logs 
f. Data backup recovery logs 
g. Technical Assistance Center (TAC) logs 

3. Audits may be conducted to: 
a. Ensure integrity, confidentiality and availability of the Department’s information resources 
b. Investigate possible security incidents 
c. Ensure conformance to the Department’s security policies and relevant MOUs. 
d. Monitor user or system activity where appropriate 

4. The Department shall use automated tools to provide real time notification of detected 
anomalies or vulnerability exploitation. These tools will be deployed to monitor network traffic 
and/or operating system security parameters. 

5. The following files may be checked for signs of misuse, fraudulent activity, and vulnerability 
exploitation periodically, or as requested for investigative purposes: 
a. Automated intrusion detection system logs 
b. Firewall logs 
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c. User account logs 
d. Network scanning logs 
e. System error logs 
f. Application logs 
g. Data backup and recovery logs 
h. Telephone activity – Call Detail Reports 

6. The following audit review may be performed periodically or upon request by assigned 
technical staff: 
a. Password strength 
b. Unauthorized network devices 
c. Unauthorized personal web servers 
d. Unsecured sharing of devices 
e. Unauthorized modem use 
f. Operating system and software licenses 
g. Unauthorized wireless access points 

7. When requested, and for the purpose of performing an audit, any access needed will be 
provided to members of ESM as designated by the Department’s ISM. This access may 
include: 

a. User level and/or system level access to any computing or communications device 
b. Access to information (electronic, hardcopy, etc.) that may be produced, transmitted, or 

stored on the Department’s information resources 
c. Access to work areas that access or process Department information resources 
d. Access to interactively monitor and log traffic on the Department’s networks. 

8. Any security issues discovered will be reported to the Department’s ISM for follow-up review 
and possible improvement to security settings. 
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#B-23: Network Interconnectivity Review Issue Revised 
Date: Date: Date: 
05/19/2022 12/01/08 05/19/2022 

#B-23: Network Interconnectivity 

1.0 Purpose
To ensure that interconnection of External Entities’ networks to the Department’s networks does 
not compromise the security of the Department’s information resources. 

2.0 Policy 
1. Access to the Department’s networks via External Entities’ networks shall be protected via 

firewall or firewall feature sets.  No connectivity between the Department’s network and an 
external network shall be permitted without the use of firewall features to the appropriate 
degree based on level of risk, as determined by ISA, in conjunction with the Department’s 
ISM. 

2. Access to devices (servers) within the confines of the Department’s core network from 
External Entities’ networks shall be limited to the minimum manageable set of 
users/connections, as determined by ISA in conjunction with the Department’s ISM, via 
firewall or firewall features. 

3. All External Entities’ network connections must meet the requirements of the Florida 
Information Resource Security Policies and Standards (Rule 60GG-2).  Blanket access is 
prohibited, and the principle of least privilege shall apply at all times. Interconnectivity is limited 
to services, devices, and equipment needed. 

4. Through system monitoring, alerting, or due to a reported incident, the Department’s ISA and 
ESM teams reserve the right to immediately terminate and drop connectivity from the External 
Entities’ environment to the Department’s network. The Department takes the security of the 
HSMV network and the state MFN2 network seriously.  All decisions for termination of access 
will be made with a risk-based decision in consultation between the Department’s ISM and 
CIO. 

External Entity Agreements: 
a. All External Entities that desire to connect their networks to the Department’s network for 

the purpose of retrieving Motor Vehicle and Driver License information must complete and 
submit to the Department the agreement(s) governing External Entity connections. 

b. In addition to the agreement, the External Entity shall be required to submit the Entity’s 
name, address, phone number, fax number, email address, a technical contact’s name, 
phone number, fax number and email address. The Department may request and obtain 
additional information from the External Entity. 

c. The Department’s External Entity connection agreements shall determine the 
responsibilities of the External Entity, including approval authority levels and all terms and 
conditions of the agreement. 

d. All External Entities shall implement a binding Memorandum of Understanding, or where 
applicable, a Management Control Agreement (ex. Entity that manages CJIS data or 
systems) to ensure appropriate security controls are established and maintained. 
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#B-24: Malware/Virus Protection Review Issue Revised 
Date: Date: Date: 
05/19/2022 12/01/08 05/19/2022 

#B-24: Malware/Virus Protection 

1.0 Purpose
To ensure the Department’s information resources are protected from computer threats, including 
but not limited to viruses, worms, ransomware, malware, and other threats of malicious software 
designed to compromise system confidentiality, integrity, and availability. As a part of the 
Department’s information security program, information resources must receive adequate 
protection against viruses, ransomware, and malware. External Entities which access and or 
utilize the Department’s information resources are required to adhere to this policy. 

2.0 Policy 
1. All computing devices (workstations, servers, laptops, tablets, etc.) whether connected to the 

Department’s network, processing, or accessing Department data, must utilize a modern and 
supported anti-virus protection system. The Department’s ISM will maintain a list of any non-
approved protection vendors, typically which are known or suspected to have security issues.  
Exceptions to this list will be considered for approval by the Department’s ISM on a case-by-
case basis. 

2. The virus protection system must be enabled on workstations and servers at start-up, employ 
resident scanning, and never be disabled or bypassed for production usage. The settings for 
the virus protection system must not be altered in a manner that will reduce the effectiveness 
of the system. 

3. External Entities which access and utilize the Department’s information resources and data 
are required to update virus signature files immediately upon release. 

4. The automatic update frequency of the virus protection system must not be altered to reduce 
the frequency of updates. Each computing device which accesses Department information 
resources and data must utilize a antivirus protection system and setup to detect and clean 
viruses that may infect file shares. 

5. External Entities which access or utilize the Department’s information resources shall ensure 
that email is scanned to ensure email and attachments are free from malware and viruses. 

6. Each virus, malware, or ransomware exploit those impacts, or potentially impacts the 
Department’s information resources constitutes a security incident and must be reported to 
the Department’s ISM as outlined in #B-10, Incident Handling.  The computing device shall 
be removed from the External Entities network until it is verified as free of viruses and malware 
and coordinated incident response with the Department’s ISM. 
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#B-23: Patch and Vulnerability Management Review 
Date: 
05/21/2022 

Issue 
Date: 

05/21/2022 

Revised 
Date: 
05/21/2022 

#B-23: Patch and Vulnerability Management 

1.0 Purpose
To ensure that External Entities who are connected to Department systems or have access to 
Department data have a documented patching process for servers, workstations, network 
infrastructure, and devices within the External Entities environment. Timely application of 
vendor-issued critical security updates and patches are necessary to protect systems that 
connect to, store, or process Department information resources and data from malicious attacks 
and vulnerabilities which may impact function.  All computing devices connected to the network 
including servers, workstations, firewalls, network switches and routers, tablets, mobile devices, 
and cellular devices routinely require patching for functional and secure operations. 

2.0 Policy 

External Entities who connect to, store, or process Department data must have a documented 
process for patching servers, workstations, network infrastructure and all computing devices 
within their environment, as any vulnerable system has the potential to affect the Department’s 
network if connected through a DHSMV firewall or interface. Vulnerable systems in an External 
Entity environment not directly connected to the Department’s network can also affect systems 
that store, or process Department data and interfaces shared with the External Entity. 

1. External Entities who connect to Department systems, or store or process Department data 
shall follow a documented and regimented process for mitigation of critical security patches and 
remediation of vulnerabilities. 

2. The documented process for patching and vulnerability remediation shall follow a patch 
management approach as outlined in NIST Special Publication 800-40r4 “Guide to Enterprise 
Patch Management Patching Planning” which can be found at the following URL: 
https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-40r4.pdf 

3. Documentation outlining conformance with this policy will be provided when requested to 
confirm compliance with Department policy and the MOU executed between the Department and 
the External Entity. 
. 
4. Non-compliance by an External Entity for this policy may include termination of access to 
Department systems, data, and resources if not remediated to reduce and mitigate critical 
vulnerabilities which may affect the confidentiality, integrity, and availability of Department 
information resources. 
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Definitions Review Issue Revised 
Date: Date: Date: 
05/21/22 8/18/17 05/21/22 

Term Definition 

Access To approach, view, instruct, communicate with, store data in, retrieve data from, or otherwise 
make use of computers or information resources. 

Air-Gap An air gap is a network security measure, also known as air gapping, employed on one or more 
computers to ensure that a secure computer network is physically isolated from unsecured 
networks. 

Agent Entity operating on the Department’s behalf, but who is not an official Department member. 

Application Service 
Provider (ASP) 

ASP’s combine hosted software, hardware, and networking technologies to offer a service-based 
application, as opposed to a Department-owned and operated application. In some cases, 
systems provided by ASP’s reside and operate from within the Department’s data center 
environment. Common ASP offerings include enterprise resource planning (ERP), collaboration 
and sales force automation tools, but are not limited to these things. For example: Cloud Provider 
or Software as a Service Provider. 

Audit To examine or verify appropriate use of computing devices and the interconnectivity with 
External Entities.  A Security audit may include an independent formal review and examination 
of system records and activities to (a) determine the adequacy of system controls, (b) ensure 
compliance with established security policy and operational procedures, (c) detect breaches in 
security, and (d) recommend any indicated changes in any of the foregoing. 

Authentication The process that verifies the claimed identify or access eligibility of a station, originator, or 
individual as established by an identification process. 

Authorization A positive determination by the information resource owner or delegated custodian that a 
specific individual may access that information resource, or validation that a positively identified 
user has the need and the owner’s permission to access the resource. 

Business Function The business need that a software application satisfies. Managed by an ASP that hosts an 
application on behalf of the Department. 

Chief Information 
Officer (CIO) 

Responsible for the management of the Department’s information resources. The Director of 
Information Systems Administration serves as the Department’s CIO. 

Client A system that requests and uses the service provided by a “server”. 

Computer security Measures that implement and assure security in a computer system, particularly those that 
assure access control; usually understood to include functions, features and technical 
characteristics of computer hardware and software, especially operating systems. 

CJIS Criminal Justice Information Systems.  For purposes of this policy, CJIS data and systems 
process, store, or transmit criminal justice information (CJI). 

Computing Device Workstations, servers, laptops, tablets, etc. either connected to the Department’s network or 
which store or process the Department’s data. 

Confidential 
information 

Information that is exempted from disclosure requirements under the provisions of applicable 
state or federal law, e.g., the Florida Public Records Act. 

Credentials The combination of User ID, or Logon ID and password constitute credentials assigned to an 
entity. 

Custodian Guardian or caretaker; the holder of data, the agent charged with implementing the controls 
specified by the owner. The custodian is responsible for the processing and storage of information. 
The custodian is normally a provider of services. 

Data A representation of facts or concepts in an organized manner that may be stored, 
communicated, interpreted, or processed by people or automated means. 

Database A set of related files that is created and managed by a database management system 
Denial of service The prevention of authorized access to a system resource or the delaying of system operations 

and functions. 
Department The Department of Highway Safety and Motor Vehicles. 
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Term Definition 

E-mail or email Abbreviation for electronic mail, which consists of messages sent over any electronic media by a 
communications application. 

Encryption Encryption is the conversion of data into a form, which cannot be easily understood by 
unauthorized people. 

Extranet Connections between third parties that require access to connections non-public DHSMV 
resources, as defined in the Network Support Organization’s extranet policy. 

External Entities Agents, vendors, contractors, and consultants who use and/or have access to Department 
information resources. 

Firewall A firewall is a safeguard or type of gateway that is used to control access to information resources. 
A firewall can control access between separate networks, between network segments, or between 
a single computer and a network. It can be a PIX, a router with access control lists or similar 
security devices approved by the Network Support Organization. 

Host A computer in a network that provides direct support functions, such as database access, 
application programs, and programming languages. 

Incident (or breach) An event that results in loss, unauthorized disclosure, unauthorized acquisition, unauthorized 
use, unauthorized modification, or unauthorized destruction of information resources whether 
accidental or deliberate. 

Information 
Resources (IR) 

For purposes of this policy, information resources are defined as Department owned assets 
(hardware, systems, software, and data) which are strategic assets vital to the business 
performance of the Department. 

Information 
Security Manager 
(ISM) 

The person designated to administer the Department’s information resource security program in 
accordance with section 282.318(2)(a)1, Florida Statutes, and the Department’s internal and 
external point of contact for all information security matters. 

Information 
Systems 
Administration 
(ISA) 

Entity responsible for computers, networking, and data management. 

Technical 
Assistance Center 
(TAC) 

The ISA Section that receives requests for assistance from customers using Department 
computer equipment or network. 

ISA Information Systems Administration (within DHSMV). 

IT (or IR) Information Technology (or Information Resources). IT is a term that encompasses all forms of 
technology used to create, store, exchange, and use information in its various forms (business 
data, voice conversations, still images, motion pictures, multimedia presentations, and other 
forms, including those not yet conceived). 

Local Area Network 
(LAN) 

Two or more computers and associated devices that share a common communications line within 
a small geographic area (for example, within an office building), for the purposes of sharing 
applications, peripherals, data files, etc. 

Members Employees of DHSMV. 

Network A combination of data circuits and endpoints that are utilized to transmit and receive information. 
Password A protected word or string of characters which serves as authentication of a person’s identity 

(“personal password”), or an account identity (“service or system account”) which is used to grant 
or deny access to private or shared data. 

Physical Security The protection of building sites and equipment (and information and software contained therein) 
from theft, vandalism, natural and manmade disasters, and damages, whether accidental or 
intentional. 

Production or 
Production System 

A system used to process an organization’s daily work. It implies a real-time operation and the 
most mission critical systems in the enterprise. 

Proprietary 
Encryption 

Encryption technology that has not been made public and/or has not withstood public scrutiny. 
The developer of the encryption technology could be a vendor, an individual, or the government. 

Provider Third party such as a contractor, vendor, or private organization providing products, services 
and/or support. 
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Term Definition 

Remote Desktop 
Protocol (RDP) 

Connection protocol that presents the screen of a remote computing device on a user’s 
computer screen.  The user’s computer does not have physical access to the external network. 
The user will be able to use the remote computer as if they were sitting at it. 

Risk analysis A process that systematically identifies valuable system resources and threats to those resources, 
quantifies loss exposures (i.e., loss potential) based on estimated frequencies and costs of 
occurrence, and recommends how to allocate resources to countermeasures so as to minimize 
total exposure. 

Security Monitoring Security monitoring is a process that assists in proactive identification and remediation of security 
vulnerabilities and threats. This early identification can assist in preventing or limiting harm to 
Department information resources. 

Sensitive 
Information 

Information that is confidential or exempt from disclosure by federal or state law; information that 
requires protection from unauthorized access by virtue of its legal exemption from the Public 
Records Act. 

Server A physical or virtual computer/device that provides information or services on a network. 

State The government of the State of Florida. 

System 
Administrator 

Person responsible for the effective operation and maintenance of IT, including implementation 
of standard procedures and controls.  

Test System A system that mimics the production environment for the testing of system and application 
changes yet does not interfere with the production environment. 

User An individual who accesses or utilizes the Department’s information resources. 

Virus A computer virus is a type of malicious software program ("malware") that, when executed, 
replicates itself by modifying other computer programs and inserting its own code. Infected 
computer programs can include data files or the "boot" sector of the hard drive. 

Wireless Access 
Point 

A wireless receiver, typically 802.1x, which provides connectivity, commonly referred to as “Wi-
Fi” from wireless network devices to a wired network. 

Worm A worm is a malicious program that can self-replicate and actively transmit itself over a network 
to infect other computers. 
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C12 - School Concurrency Proportionate Share Mitigation (PSM) Agreement between the Clay County School Board, Clay
County, Lori A. Bowden, and LJB Land, LLC

Description
In October of 2023, representatives from LJB Land, LLC contacted the Clay County School Board’s Planning department
seeking approval to develop 250 single family attached homes on a 15.591 acre tract of land in unincorporated Clay County,
Florida (Lake Asbury area): 3018 Russell Rd., Green Cove Springs, FL, 250 single-family attached residential lots.
It was determined “inadequate capacity (student stations) at Lake Asbury Elementary School and contiguous elementary
schools” specifically, 64 elementary school student stations.
In accordance with the Clay County Interlocal Agreement for Coordinated Planning (CCIA), to mitigate the deficiency, a PSM
Agreement may be entered into between the School Board and the Developer. Negotiations between the School Board’s Planning
department and LJB Land, LLC in accordance with CCIA's calculation methodology, resulted in a mutually agreeable resolution.
The sum of $2,182,508.16 would be paid to the School Board’s impact fee account to mitigate the capacity deficit. In return, the
School District would ensure sufficient capacity to accommodate the elementary school students generated by the project.

Gap Analysis
No action would result in a School Board Concurrency Reservation Denial Letter (SCDL).  In effect, The Clay County Board of
County Commissioners would deny approval of the LJB Land, LLC, 3018 Russell Road, Green Cove Springs, FL development.

Previous Outcomes
The School Board approved previous PSM Agreements in the past.

Expected Outcomes
It is expected the School Board will approve the PSM Agreement and forward it to the Clay County Board of County
Commissioners for their approval.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve the Clay County School Board, Clay County, LJB Land, LLC and Lori A. Bowden PSM Agreement.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904)336-6853, bryce.ellis@myoneclay.net,
Michael Kemp, Director of Facility Planning & Construction, (904)336-6824, michael.kemp@myoneclay.net,
Lance Addison, Coordinator of Planning and Intergovernmental Affairs, (904)336-6852, lance.addison@myoneclay.net

Financial Impact
Payment of $2,182,508.16 from LJB Land, LLC to the School Board for projected growth impact to the Clay County area school
(impact fee account).

Review Comments

Attachments

Proportionate Share Mitigation Agreement - Russell Road Development 12.7.23.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C13 - Change Order #1 for Orange Park Junior High School RTU Replacement Buildings 1, 2, 3, & 4

Description
Change Order are intiated by the Contractor, Architect/Engineer or Owner, and may increase or decrease the scope of the project
as defined by the plans and specifications. Change Orders are reviewed by the Archtect/Engineer and staff prior to submission to
the School Board for approval. This change order is for rental of megadeck mats and forklift for crane due to wet site conditions.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
Construction will proceed immediately translating to an on time completion.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve Change Order #1.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net
Dr. Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
This change order will increase the contract amount by $8,688.20. These funds are available and budgeted in the Educational
Facilities Work plan.

Review Comments

Attachments

Change Order #1 OPJ RTU Replacement Buildings 1, 2, 3, & 4.pdf

Page 325 of 340

DRAFT



Page 326 of 340

DRAFT



Page 327 of 340

DRAFT



School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C14 - Prequalification of Contractors

Description
Section 1013.46 of Florida Statutes requires School Boards to pre-qualify contractors prior to their being able to bid on
construction projects for the district. The rules for pre-qualification are stipulated in the State Requirements for Educational
Facilities (SREF). The attached list identifies the contractors to be approved this month. As this is an annual requirement, the
attached list may contain both new contractors and contractors seeking to renew their pre-qualification status. Per Florida
Statutes, only those contractors currently pre-qualified at the time of bidding may bid on a School Board construction project.

Gap Analysis
Contractor Pre-Qualification is an annual requirement.

Previous Outcomes
CCDS complies with contractor pre-qualification as required by Florida Statutes and SREF (State Requirements for Educational
Facilities).

Expected Outcomes
CCDS will remain in compliance by certifying the contractors recommended for pre-qualification meet the requirements of
Section 1013.46 FS, the State Requirements for Educational Facilities (SREF) and School Board Policy.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve the attached Contractor Pre-qualification list.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net
Dr. Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
None.

Review Comments

Attachments

Table for Board Backup Contractor Prequal, 12.7.23.pdf
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SBCC PRE-QUALIFIED CONTRACTORS 
 
 
The following contractors are being submitted to the School Board for Contractor Pre-Qualification approval 
having met all requirements of Chapter 1013.46 F. S., as determined by the Pre-Qualification Committee 
consisting of Michael Kemp, Clayton Anderson, Bertie Staefe, Chris Deely-Isais and Beth Clark.  The pre-
qualification certification is valid for one year from the end of the month in which Board approval is obtained. 

 
 

COMPANY TRADE CATEGORY BOND LIMIT EXPIRATION DATE 

Mechanical Services of Central 
Florida, Inc., dba Certified Control 
Systems 

Building and Mechanical 
Contractor 

$50,000,000.00 December 31, 2024 

Kim’s Electric, Inc. Electrical Contractor $3,000,000.00 December 31, 2024 

Scherer Construction of North Florida, 
LLC 

General, Roofing, and 
Underground Utility & 
Excavation Contractor 

$50,000,000.00 December 31, 2024 
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C15 - Change Order #2 for Bannerman Learning Center Parking Lot Renovations/Security Lighting Replacement

Description
Change Orders are initiated by the Contractor, Architect/Engineer or owner, and may increase or decrease the scope of the
project as defined by the plans and specifications. Change Orders are reviewed by the Architect/Engineer or staff prior to
submission to the School Board for approval. This Change Order is for sixty-eight (68) days to be added to the contract due to
repaving of parking areas.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
Construction will proceed immediately translating to an on time completion.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve Change Order #2.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net
Dr. Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
If approved, this Change Order will not increase the contract amount. The Substantial Completion date will now be December
13, 2023. Final Completion date is December 28, 2023. Architect fees will not increase as a result of this change order.

Review Comments

Attachments

Change Order #2 BLC Parking Lot Renovations.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C16 - Substantial and Final Completion of Orange Park High School Stadium Repair/Replacement

Description
Establish a Substantial and Final Completion date for audit purposes and as required by the State Requirements for Educational
Facilities (SREF) and Florida Statutes.  The project, as determined by the Project Manager and Project Architect/Engineer, has
reached Substantial Completion on August 16, 2023, 2023 and Final Completion on November 9, 2023 in accordance with the
project documents.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
N/A

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve Substantial and Final Completion.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net,
Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
None.

Review Comments

Attachments

Substantial Completion OPH Stadium Repair.Replacement.pdf

Final Completion OPH Stadium Repair.Replacement.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C17 - Change Order #1 for Fleming Island High School Batting Practice Building and Erosion Control

Description
Change Orders are initiated by the Contractor, Architect/Engineer or Owner, and may increase or decrease the scope of the
project as defined by the plans and specifications. Change Orders are reviewed by the Architect/Engineer and staff prior to
submission to the School Board for approval. This change order is for changed site conditions due to unforeseen circumstances
that resulted in the need to relocate an irrigation line, associated irrigation valve control box with line as well as a low voltage
electrical line supplying the scoreboards at the softball and baseball fields from under the concrete slab to a more accessible
location.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
Construction will proceed immediately translating to an on time completion.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve Change Order #1

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net,
Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
This change order will increase the contract amount by $17,434.00. Architect fees, contracted at 8.5%, will increase by $1,481.89
as a result of this change order.  These funds are available and budgeted in the Educational Facilities Work Plan.

Review Comments

Attachments

CO 1 FIH Batting Practice Bldg & Erosion Control.pdf
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School Board of Clay County

December 7, 2023 - Regular School Board Meeting

Title
C18 - Change Order #4 for Keystone Heights Elementary School New Cafeteria/Classrooms

Description
Change Orders are initiated by the Contractor, Architect/Engineer, or owner, and may increase or decrease the scope of the
project as defined by the plans and specifications. Change Orders are reviewed by the Architect/Engineer or staff prior to
submission to the School Board for approval. This Change Order is for building 9 fire sprinkler system and addition of a new fire
hydrant. Building 2 modifications, upgrades to kitchen equipment, relocating memorial and additional site work.

Gap Analysis
N/A

Previous Outcomes
N/A

Expected Outcomes
Construction will proceed immediately translating to an on time completion.

Strategic Plan Goal
Ensure fiscal responsibility through the effective management of district operations in an effort to maximize available resources
necessary to provide an environment that is safe, efficient, and conducive to learning.

Recommendation
Approve Change Order #4.

Contact
Bryce Ellis, Assistant Superintendent for Operations, (904) 336-6853, bryce.ellis@myoneclay.net
Dr. Michael Kemp, Director of Facility Planning & Construction, (904) 336-6824, michael.kemp@myoneclay.net

Financial Impact
This Change Order will increase the contract amount by $652,509.31. Architect fees contracted at 7.31% will increase by
$47,698.43 as a result of this Change Order. These funds are available and budgeted in the Educational Facilities Work Plan.

Review Comments

Attachments

Change Order #4 KHE New Cafeteria Classrooms.pdf
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